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Start of changes
[bookmark: _Toc43122836][bookmark: _Toc43294587][bookmark: _Toc74660619]4.2.1	Overview
For communication service assurance one can identify two interactions of management control loops: 
1)	Between the CSC and the CSP: In this case, the CSC provides the requirements for an assured communication service to the CSP, the CSP provides the corresponding communication service, the CSP also provides feedback to the CSC. The CSP adjusts the resources used by a communication service or the CSC adjusts the SLS continuously to achieve the assured requirements.
2)	Between the CSP and the NSP: the communication service provided by CSP requires the network capabilities. For example, the CSP requires a certain network latency. The NSP management system adjusts the network or CSP adjusts the latency requirement continuously to satisfy the latency requirement. 


Figure 4.2.1.1: Communication service closed control loop assurance
Figure 4.2.1.1 gives a high level description of interaction process involved in the management closed control loop.
Generally, the management control loop for  CSA consists of the steps Monitoring, Analysis, Decision and Execution. The adjustment of the resources used for the communication service is completed by the continuous iteration of the steps in a management control loop. As described in clause 4.14.2.4.2, the management closed control loop for the resources used for the communication service is deployed in the preparation phase and takes effect during the preparation phase and operation phase.
Figure 4.2.1.2 shows the overall process of communication service assurance using a management control loop.
[image: ]
Figure 4.2.1.2: Management Control Loop

The Second Change
[bookmark: _Toc43122852][bookmark: _Toc43294603][bookmark: _Toc74660639]6.2	Requirements
REQ-CSA-CON-01 The 3GPP management system shall have the capability to take actions for a set of communication services serving certain group of UEs based on the target SLS.
REQ-CSA-CON-02 The 3GPP management system shall have the capability to collect service experience information.
REQ-CSA-CON-03 The 3GPP management system shall have the capability to analyse the performance information related to the set of communication services serving certain group of UEs.
REQ-CSA-CON-04 The 3GPP management system shall have the capability to modify the configuration parameters related to the set of communication services serving certain group of UEs. 
REQ-CSA-CON-05	The 3GPP management system shall have the capability to collect NSI related data from one or more 5GC NF(s).
NOTE 1:	An example for NSI related data may be QoE data.
REQ-CSA-CON-06	The 3GPP management system shall have the capability to derive which communication service is associated to the QoE data from the collected NSI related QoE data.
NOTE 1a: A communication service in the 3GPP management system is identified by an S-NSSAI (the Slice/ServiceType, SST in the S-NSSAI identifies a communication service which can be detailed using the SliceDifferentiattor, SD), see TS 23.003 [10].
REQ-CSA-CON-07	The 3GPP management system shall have the capability to ascertain SLS breach.
REQ-CSA-CON-08	The 3GPP management system shall have the capability to perform the root cause analysis (e.g., identifying the underlying reason) for an SLS breach.
REQ-CSA-CON-09	The 3GPP management system shall have the capability to take corrective actions to assure the target goal. 
REQ-CSA-CON-10 The 3GPP management system shall have the capability to translate network slice requirements to cross domain network slicesubnet slice subnet SLS goal and single domain network slicesubnet slice subnet SLS goal. 
[bookmark: _GoBack]REQ-CSA-CON-11 The 3GPP management system shall have the capability to collect single domain SLS analysis as input to cross domain SLS analysis. 
REQ-CSA-CON-12	The 3GPP management system shall have the capability to allow its authorized consumer to control the SLS assurance (e.g. specify the SLS to be assured, enable/disable, specify the assurance time and update the SLS assurance requirements).
REQ-CSA-CON-13	The 3GPP management system shall have the capability to allow its authorized consumer to obtain the SLS assurance fulfilment status information.
NOTE 2:	The management system refers to the producer of management service for SLS assurance.
REQ-LCM-CON-01	The 3GPP management system shall have the capability of lifecycle management of a closed control loop.
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