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[bookmark: _Toc11239260]********** START OF 1st CHANGE **********
E.2.2.1	Incorrect SUCI de-concealment
- Threat name: Incorrect SUCI de-concealment
- Threat Category: Denial of Service
- Threat Description: If the SUPI in the UE and the SUPI retrieved from Nudm_UEAuthentication_Get Response message are not the same, the AMF key generated based on the SUPI in the UE is also not the same as the AMF key generated in the AMF/SEAF. As a result, the subsequent NAS SMC procedure will always fail. Hence, UE will never be able to use the services provided by the serving AMF.
- Threatened Asset: Sufficient Processing Capacity
********** END OF 1st CHANGE **********

