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	Reason for change:
	Currently clause 8.6	“EES capability exposure to EAS” title is worded such that the EES exposed service can only be used to EAS. However, as part of the agreed S6-230494 in #52-e Bis, EEC also became a new client to the EES’s exposed services (i.e. “UE Identifier API”). As a result, the title of clause 8.6 is updated to also indicate that EEC may also use EES exposed capabilities. And hence resolving the following Editor’s Note from S6-230494 (see its new revision S6-230563):
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Additionally, more details regarding the invocation of “UE Identifier API” by EEC is provided in clause 8.6.5 in order to resolve the following Editor’s Note from S6-230494 (see its new revision S6-230563):
[bookmark: _Hlk124877265]Editor's Note: It is FFS to find out if there is a need to provide further details on the UE Identifier API procedure when the API is used by EEC? (details such as, the use case where EEC uses this API, the triggers for the EEC invoking the API and the necessity for the usage of UE’s IPv6 address in calling the API, etc)?
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	Summary of change:
	- Clause 8.6	“EES capability exposure to EAS” title is updated to include EEC as another client of EES’s exposed service.
- Clause 8.6.5 provides details regarding the invocation of “UE Identifier API” by EEC.
- Table 6.7.2-2 (in clause 6.7.2) is updated to include EEC as another client of EES.
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* * * Change 1 * * * *

[bookmark: _Toc122439408]8.6	EES capability exposure to EAS and EEC
[bookmark: _Toc37791032][bookmark: _Toc42003997][bookmark: _Toc50584340][bookmark: _Toc50584684][bookmark: _Toc57673587][bookmark: _Toc122439409]8.6.1	General
This clause describes service capability APIs exposed by the EES to the EAS(s) and EEC(s). The service capability APIs exposed include EES capabilities and exposed 3GPP Core Network capabilities. The 3GPP Core Network capabilities may be exposed from EES to the EAS(s) and also to the EEC(s). 
The 3GPP Core Network capabilities APIs which are enhanced for exposure are also specified in this clause.
[bookmark: _Toc37791033][bookmark: _Toc42003998][bookmark: _Toc50584341][bookmark: _Toc50584685][bookmark: _Toc57673588]NOTE:	When the ACR occurs, the new EAS can re-subscribe the EES capability exposure services on the T-EES.
* * * Change 2 * * * *

[bookmark: _Toc122439485]8.6.5	UE Identifier API
[bookmark: _Toc19034229][bookmark: _Toc19036419][bookmark: _Toc19037417][bookmark: _Toc25612677][bookmark: _Toc25613380][bookmark: _Toc25613644][bookmark: _Toc27647601][bookmark: _Toc42004047][bookmark: _Toc50584399][bookmark: _Toc50584743][bookmark: _Toc57673651][bookmark: _Toc122439486]8.6.5.1	General
EES exposes UE Identifier API to the EAS in order to provide an identifier uniquely identifying a UE. This API is used by an EAS to obtain the identifier of the UE if the EAS does not have it. This identifier, called UE ID, is used by the EAS to invoke capability APIs specific to UEs over EDGE-3. The UE ID is specific to the given EAS and it is represented as a GPSI assigned by the 3GPP Core Network.
The EAS’s direct invocation of the UE Identifier API of the EES may result in UE ID not found response (e.g. if the NATed UE’s public IPv4 address which can’t be resolved by the core network). Under such circumstances, the EAS may choose to signal its AC to trigger the UE ID query onto the EEC over EDGE-5 (see clause 8.14.2.x). In turn, the EEC would invoke the EES’s UE Identifier API using the UE’s CN assigned IP addresses (i.e. IPv4 and/or IPv6) which should result in return of the UE ID to the EEC and from thereon to the AC and the EAS.
[bookmark: _Hlk126720466]NOTE 1:	To overcome CN UE’s assigned private IP address reuse issue (e.g UE’s IPv4 reuse by 5GC), the EES would either need to be perconfigured with the public IP address range (used by the NAT function over N6) and its associated IP domain or the UPF would need to support NAT function.
NOTE 2:	EEC retrieval of the UE’s IP address from the device is out of scope.

* * * Change 3 * * * *

[bookmark: _Toc122439245]6.7.2	APIs provided by the Edge Enabler Layer
Table 6.7.2-1 summarizes the APIs exposed by the ECS.
Table 6.7.2-1: APIs provided by the ECS
	API Name
	Known Consumers
	References

	Eecs_ServiceProvisioning
	EEC
	8.3

	Eecs_EESRegistration
	EES
	8.4.4

	Eecs_TargetEESDiscovery
	EES
	8.8.3.3



Table 6.7.2-2 summarizes the APIs exposed the EES.
Table 6.7.2-2: APIs provided by the EES
	API Name
	Known Consumers
	References

	Eees_EECRegistration
	EEC
	8.4.2

	Eees_EASRegistration
	EAS
	8.4.3

	Eees_EASDiscovery
	EEC
	8.5

	Eees_UELocation
	EAS
	8.6.2

	Eees_ACRManagementEvent
	EAS
	8.6.3

	Eees_AppClientInformation
	EAS
	8.6.4

	Eees_UEIdentifier
	EEC, EAS
	8.6.5

	Eees_SessionWithQoS
	EAS
	8.6.6

	Eees_TargetEASDiscovery
	EAS, EES
	8.8.3.2

	Eees_AppContextRelocation
	EEC, EAS
	8.8.3.4

	Eees_ACREvents
	EEC
	8.8.3.5

	Eees_EELManagedACR
	EAS
	8.8.3.6

	Eees_EECContextPull
	EES
	8.9.4.2

	Eees_EECContextPush
	EES
	8.9.4.3

	Eees_SelectedTargetEAS
	EAS
	8.8.3.7

	Eees_ACRStatusUpdate
	EAS
	8.8.3.8



NOTE:	The event exposure related APIs (e.g. Eees_EASDiscovery and Eees_ACREvents) can be realized as single event subscription API.

* * * * End of Changes * * * *

