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For edge computing, it is essential that the ACs are able to locate and connect with the most suitable application server available in the EDN, depending on the needs of the application. The edge enabler layer exposes APIs to support such capabilities.
The edge computing capabilities supported by 3GPP are illustrated in the figure 4.1-1.


Figure 4.1-1: Overview of 3GPP edge computing
The application layer is a consumer of 3GPP specified edge computing capabilities. The 3GPP edge computing capabilities are typically organized as follows:
-	Edge enabler layer, specified in this specification;
-	Edge hosting environment, details of which are outside the scope of 3GPP;
-	3GPP transport layer, specified in 3GPP TS 23.401 [11] and 3GPP TS 23.501 [2]; and
-	Edge management layer, specified in 3GPP TS 28.538 [22].
Following clauses provide an overview of the features of edge enabler layer.
The edge computing features defined in this specification are applicable to PLMN(s) and to SNPN(s) as 3GPP transport layer. In this specification, when PLMN is mentioned, it is also applicable for SNPN unless stated otherwise.
	* * * Next Change * * * *	
[bookmark: _Toc50584272][bookmark: _Toc50584616][bookmark: _Toc57673464][bookmark: _Toc122439282]8.3.2.1	General
[bookmark: OLE_LINK132][bookmark: OLE_LINK145][bookmark: OLE_LINK146]ECS configuration information consists of one or more endpoint information (e.g. URI(s), FQDN(s), IP address(es)) of ECS(s), and optionally the corresponding ECS Provider Identifier. ECS configuration information can be 
-	pre-configured with the EEC;
-	configured by an edge-aware AC;
-	configured by the user; 
-	provisioned by MNO through 5GC procedure if the UE has the capability to deliver the ECS configuration information to the EEC on the UE (see 3GPP TS 23.548 [20], clause 6.5.2); or 
-	derived from HPLMN identifier for non-roaming scenario or from VPLMN identifier for roaming scenario.; or
-	derived from serving SNPN identifier.
NOTE:	How the ECS configuration information is configured to the EEC user, or pre-configuration is out of scope of the present specification.
It may be possible to provide the ECS configuration information to the EEC from the 5GC if the UE has the capability to deliver the ECS configuration information to the EEC on the UE.
It may be possible to provide the ECS configuration information to the EEC from an edge-ware AC via EDGE-5 reference point within the UE if the AC is configured with the ECS configuration information and can communicate with the EEC. When the ECS configuration information is provided from an AC, the EEC uses the ECS configuration information for the initial service provisioning for the AC if there is no ECS configuration information is provided from the 5GC.
If the ECS configuration information is provided by 5GC and available at the EEC, the EEC shall use the information for the initial provisioning request. Otherwise, the EEC shall use pre-configured ECS address for the initial provisioning if ECS configuration information is preconfigured with the EEC.
NOTE:	The ECS configuration information configured by an edge-aware AC is considered to be part of pre-configured ECS configuration information with the EEC for the AC.
Table 8.3.2.1-1 describes the information elements of ECS configuration information for an ECS.
Table 8.3.2.1-1: ECS configuration information per ECS
	Information element
	Status
	Description

	ECS address 
	M
	Endpoint information of ECS (e.g. URI, FQDN, IP address)

	ECSP Identifier
	O
	The identifier of the ECSP (e.g., the MNO or a 3rd party service provider) that provides the ECS. 

	Spatial Validity Conditions
	O
	Spatial validity condition, as described in 3GPP TS 23.548 [20]

	NOTE:	This IE shall be included when the ECS configuration information is provisioned by the MNO through the 5GC procedure.



Editor's Note:	Information Elements of ECS configuration information are FFS.
[bookmark: _Toc122439302]	* * * Next Change * * * *	
8.3.3.3.3	Service provisioning response
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.



Table 8.3.3.3.3-2: EDN configuration information
	Information element
	Status
	Description

	EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	> DNN/APN
	M
	Data Network Name/Access Point Name

	> S-NSSAI
	O
	Network Slice information

	> EDN Topological Service Area
	O 
	The EDN serves UEs that are connected to the Core Network from one of the cells included in this service area. See possible formats in Table 8.2.7-1.

	List of EESs
	M
	List of EESs of the EDN.

	> EESID 
	M
	The identifier of the EES

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EASIDs (NOTE 2)
	O
	List of EASIDs registered with the EES.

	> instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)

	> EES Provider identifier
	O
	The identifier of the EES Provider (such as ECSP) 

	> EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1. 

	> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	> EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	> EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	> Security Credential
	O
	Indicates the security credential sent by the ECS. The security credential is used by EEC to communicate with the EES as specified in 3GPP TS 33.558 [23], clause 6.2.

	Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE 1:	If the UE is provisioned or pre-configured with URSP rules by the HPLMN or serving SNPN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:	EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).



[bookmark: _Toc117863638][bookmark: _Toc122439723]	* * * Next Change * * * *	
B.2	Federation and Roaming
This clause describes the relationship of edge computing service providers, PLMN operators, application service providers and end users, taking federation and roaming into account.


Figure B.2-1: Relationships involved in edge computing service – federation and roaming
The end user is the consumer of the applications provided by the application service provider (ASP). The End user:
-	can have ASP service agreement with a single or multiple application service providers. 
-	has a PLMN subscription arrangement with a PLMN operator (HPLMN). T, and the UE used by the end user can register on the HPLMN network and network of its roaming partners.; or has a SNPN subscription arrangement with a SNPN operator (subscribed SNPN), and the UE used by the end user can register on the subscribed SNPN and a serving SNPN.
-	can have authorization to access edge services of a single or multiple ECSPs.
The ASP consumes the edge services (e.g. infrastructure, platform) provided by the ECSP. The ASP:
-	can have edge computing service provider service agreement with a single or multiple ECSPs.
The PLMN operator provides connectivity between the end user and the edge services provided by the ECSP. The PLMN operator:
-	can have the PLMN operator service agreement with a single or multiple ECSPs.
-	can have service agreement for roaming including agreements for Edge Computing services, and/or federation with a single or multiple PLMN operators. 
The ECSP provides the edge services. The ECSP:
-	can have PLMN operator service agreement with a single or multiple PLMN operators which provide edge computing support.
-	can have federation partnership to share edge services with a single or multiple ECSPs.
The ECSP and the PLMN operator can be part of the same organization.
	* * * END of Change * * * *	
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