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* * * First Change * * * *
[bookmark: _Toc107784171]6.4	Solution #4 - UE initiated request for protection zones.
[bookmark: _Toc96537621][bookmark: _Toc107783920][bookmark: _Toc122612089][bookmark: _Toc107784172]6.4.1	Solution description
[bookmark: _Toc96537622][bookmark: _Toc107783921][bookmark: _Toc122612090][bookmark: _Toc107784173]6.4.1.1	General
A cyclist training for a long-distance competitions is vulnerable to road collisions during the entire training route. The cyclist would like to create a protectionVRU zone that tracks their route of the cyclist for use as part of the servicesVRUP service provided by thea V2X service provider. The V2X infrastructure, including edge enabler servers, receives a request to create a protectionVRU zone and dynamically update the protectionVRU zone to follow the route of the cyclist. When an EES detects incoming vehicle is detected ,vehicles due to the infrastructurechanging VRU zones, the EES can alert the vehicle and provision V2P communication configurations to enable the vehicle to communicate with the cyclist.
The following solution is provided for key issues #1 and 2 and complements solution #1. This solution also enhances solution #2 by providing an option to employ the VAE layer to receive protectionVRU zone configuration requests from the UE and notify VASS. The two solutions can coexist in any deployment, with the VRU application determining whether solution#4 may be used based on a policy specifying whether:
a.	Use of VAE service for protectionVRU zone notification is allowed; and
b.	ProtectionVRU zone requests initiated by UEs are allowed.
[bookmark: _Toc96537623][bookmark: _Toc107783922][bookmark: _Toc122612091][bookmark: _Toc107784174]6.4.1.2	Procedure
Pre-conditions:
1.	VASS has subscribed to VAE server to provide support for V2P communication.
2.	VAE clients of V2X cyclist UE and vehicular UE are registered with VAE server.
3.	The VRU application (at VASS and Application client at the cyclist UE) are pre-configured so that:
a.	Use of VAE service for protectionVRU zone notification is allowed; and
b.	ProtectionVRU zone requests be initiated by UEs are allowed.
NOTE 1:	Pre-condition 3 allows VAE server to determine that use of solution#4 mechanism is allowed. 
 

Figure 6.4.1.2-1: UE request for protectionVRU zone
1.	Optionally, an application client on a cyclist UE makes a VRUP request to the VAE client to create a protectionVRU zone. 
2.	A VAE client sends a request to a VAE server to create a protectionVRU zone as part of VRUP service. The request may include V2X Service ID, UE ID, application ID, UE location and location reporting configuration, destination location, request for dynamic protectionVRU zone, V2P communication configuration, user consent for using user application context information, user activity, active applications, etc.
3.	The VAE server sends a request to a VASS to authorize the creation of the protectionVRU zone for the cyclist UE and includes the information provided by the cyclist UE.
4.	The VASS authorizes the request and creates a protectionVRU zone based on information received from the VAE server. The VASS provides the VAE server with the protectionVRU zone and V2P communication configuration.
5.	The VASS responds with a an authorization response to the VAE server. The response includes the status of the authorization, the protectionVRU zone type, geographical area, time validity and initiation trigger, types of supported messages and requirements (e.g. requirements for VAM messages), application QoS requirement dedicated for the protectionVRU zone (e.g. URLLC like), whether it is a dynamic or static zone, an expiration for the protectionVRU zone, V2P communication configuration information, etc.
[bookmark: _Hlk100267577]6.	The VAE server configures subscriptions to obtain UE location from the 5G system. Sources of UE mobility information may come from SEAL LMS servers, EES, an analytics function (e.g. from ADAES or NWDAF), and the 5G core network. For V2X UEs location obtained from the location management server, the procedures specified in 3GPP TS 23.434 (clause 9.3.12) apply.
7.	The VAE server sends a response message to the cyclist UE with a status for the request, the information of the protectionVRU zone, and updated V2P communication configuration. The VAE server may also subscribe to receive notifications from the VAE client about application context events such as user activity, active applications, application notifications, navigation information, etc.
8.	Optionally, the VAE client returns a VRUP response to the application client.
9.	The VAE server receives UE mobility information from the 5G network and/or from the UEs. The cyclist UE and vehicular UE may also provide application context information to the VAE server, such as battery level, user activity, active applications, and routing information from a navigation app. The battery level of the UE may help the VAE server determine the V2P communication configuration to provide to UEs in the protectionVRU zone. For example, if the battery level of a cyclist UE is low, the VAE server may provide V2P communication configurations to vehicular UEs to align with when the cyclist UE is able to receive V2P communication. Alternatively, the VAE server can provide V2P communication parameters to vehicular UEs to communicate with nearby UEs instead.
10.	The VAE server updates the protectionVRU zone based on information the VAE server has obtained about the cyclist UE. For example, the protectionVRU zone may be updated due to a change in UE location. In addition, the VAE server may broadcast the new protectionVRU zone information to all the UEs in the protectionVRU zone.
11.	The VAE server detects that a vehicular UE is now in the updated protectionVRU zone and sends a notification alert to the vehicular UE and includes the V2P communication configuration for use by the vehicular UE to communicate directly with the cyclist UE.
[bookmark: _Toc77951876]6.4.2	Solution evaluation
This solution addresses KI #1 and aspects of KI #2 and provides a procedure for a VAL client on a cyclist UE to request the creation of a dynamic protectionVRU zone via the VAE client. The VAE server checks with a VASS to authorize the request and if authorized, the VASS creates a protectionVRU zone based on the information provided by the VAE client. After the creation of the protectionVRU zone, the VAE server monitors the UE’s mobility information and updates the protectionVRU zone accordingly. If the VAE server detects the presence of other vehicular UEs in the updated protectionVRU zone, the VAE server sends a notification alert to the vehicular UE and includes V2P communication configuration information.
Further agreement is needed for the scenario of this solution where UEs can initiate VRU protection zone creation.

* * * First Change * * * *

[bookmark: _Toc107783932][bookmark: _Toc122612107]7.3	Overall evaluation of key issue#1
Key issue#1 on support for high risk VRU zones discussed the following open issues:
a.	Whether and how to enhance VAE layer capabilities to support configuring the communication parameters for the zones.
b.	Whether and how to enhance VAE layer capabilities to translate the zone configurations to network requirements and zone specific provisioning parameters.
c.	Whether and how to assist the provisioning of zone specific parameters to the devices which can be potential VRUs and V2X-UEs.
Solution#2 provides a solution for network initiated VRU zone configuration and operation . It addresses the open issues in a, b and c. 
Solution#4 provides a solution for UE initiated VRU zone configuration and operation of protection zones. Solution#4 is based on the assumption that UE can initiate VRU zone creation and update. This assumption has no agreement yet.

* * * Next Change * * * *

[bookmark: _Toc464463370][bookmark: _Toc475064964][bookmark: _Toc478400634][bookmark: _Toc90491012][bookmark: _Toc107783938][bookmark: _Toc122612113]8	Conclusions
This technical report fulfills the objectives of the study on enhancements to application layer to support advanced V2X services like V2P, ToD, etc and edge computing deployments for V2X services. The study includes the following:
1)	Identification of key issues (clause 4) and corresponding architecture requirements (clause 5) for enhanced V2X application enabler capabilities.
2)	Individual solutions (clause 5) addressing the key issues.
3)	Overall evaluation (clause 7) of all the key issues and solutions.
The results from the study will be considered for follow-up normative work in Release 18 as follows:
1)	The architecture requirements (in clause 5) will be considered as the basis for technical specification with necessary enhancements and additions;
2)	The following key issues (clause 4) and individual solutions (clause 6) are considered to be the candidate solutions with necessary enhancements as appropriate, according to the overall evaluation (clause 7):
-	For key issue#1, solution#2 is considered, and solution#4 can be considered based on the agreement on the assumption use of protection zones.
- 	For key issue#2, solution#1 is considered subjected to capabilities enabled by SA2 and RAN2.
-	For key issue#3, solution#3 is considered.
-	For key issue#4, there is no solution proposed.
-	For key issue#5, solution#6 is considered.
-	For key issue#6, solution#5 is considered.
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