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[bookmark: _Toc114825061]* * * * First Change * * * *
[bookmark: _Toc440360448][bookmark: _Toc507354360][bookmark: _Toc76547877][bookmark: _Toc77933470][bookmark: _Toc83894326][bookmark: _Toc96604891][bookmark: _Toc104542531][bookmark: _Toc122612521][bookmark: _Toc96604892][bookmark: _Toc104542532][bookmark: _Toc122612522]6.5.1	Solution description
KI#1 describes the scenario of UE application client (AC) invokes 3GPP northbound APIs (e.g. NEF location API). In figure 6.5.1-1, the AC plays the role of the API invoker, and triggers a number of service operations with CCF and AEF (e.g. onboarding, security, API discovery).


Figure 6.5.1-1: Overview of CAPIF operations
The existing CAPIF model and procedures for UE-originated API invocation with CAPIF may be used but it is not so efficient since UE may be installed with many application clients (e.g. 100-200 apps). To reduce the number of CAPIF interactions per UE, a CAPIF client agent in the UE can be used as a common API invoker. Such CAPIF client agent executes the onboarding, authentication and authorization for security, service API discovery (discovered result can be re-used by all ACs), CAPIF event subscription with CCF.
NOTE 1:	The interactions between ACs and CAPIF client agent (API invoker) in the UE for achieving per application granularity operation is out of scope.
NOTE 2:	Security aspects including specification of the authentication and authorisation procedures for UE-originated API invocation within the CAPIF client agent are to be decided in SA3. 
In short, the CAPIF client agent (as an application in the UE) is seen as an API invoker (see figure 6.5.1-2).


Figure 6.5.1-2: CAPIF client agent functionality in the UE
NOTE:	Reference point detail between AC and CAPIF client agent is out of 3GPP scope. 
6.5.2	Solution evaluation
This solution addresses KI#1. It introduces an option to have a common API invoker (i.e. CAPIF client agent) for the UE so that the signalling over CAPIF reference points can be optimized. Without enforcement in the UE, i.e. updates to the UE, the application developer can choose whether to use this CAPIF client agent. Therefore, from CAPIF's perspective, the CAPIF client agent is seen as a normal API invoker, so there is no impact on the current CAPIF architecture.
[bookmark: _Toc104542545][bookmark: _Toc122612535]* * * * Next Change * * * *
7.3.2	Overall evaluation of solutions for Key Issue #1
Key Issue #1 is an issue about the CAPIF functional model to support the UE-originated API invocation. Three solutions are proposed in this document.
[bookmark: _Hlk103774506]Solutions #3 and #4 propose procedures to support providing and revoking the resource owner consent.  These solutions have no normative impact regarding the Key Issue #1.
Solution #5 proposes that a CAPIF client agent be introduced to reduce the number of interactions between the UE and the CAPIF entities. This solution is proposed specifically for the UE-originated API invocation scenario but does not impact the existing CAPIF architecture.
For Key Issue #1, the security aspects including specification of the authentication and authorisation procedures for UE-originated API invocation within CAPIF are to be decided in SA3.
* * * * End of Changes * * * *
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