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	Reason for change:
	There are some remaining issues about SA2’s XRM dependency for solution #15, as follows:

NOTE:	This solution is based on the solution #22 of SA2's 3GPP TR 23.700-60 [11], and will align with the corresponding conclusion.

In overall evaluation of KI #3:

Solution #15 proposes that the SEALDD server can encapsulate the traffic specific information (e.g. packet priority, packet type) in the N6 tunnel header, and transmit the SEALDD traffic towards the UPF via the selected N6 tunnel. The information included in N6 packet header can be used by 5GS to have better resource schedule and provide the guaranteed data transmission quality. This solution will further align the conclusion of solution #22 in SA2's 3GPP TR 23.700-60 [11].

The above description was added in the last meeting (i.e., SA6#52 meeting) to wait and further align SA2’s XRM conclusion in key issue #4 and key issue #5. According to the latest conclusion about KI#4 and KI#5 in TR 23.700-60 v18.0.0, as follows:

[bookmark: _Toc117496843][bookmark: _Toc122518065]8.4.2.2	PDU Set Information identification on UPF and supported N6 protocols
The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.
PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:
-	By matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking/AV1 RTP payload format [68] are supported).
NOTE 1:	In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.
NOTE 2: Support of new RTP header extension for PDU Set identification depends on progress in SA4 5G_RTP WI.
-	By UPF implementation, e.g. PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.
Therefore, using N6 tunneling header to encapsulate traffic information (e.g. packet priority, packet type) is not supported in this release from SA2. To align this conclusion, solution #15 will not be handled in the normative work. Solution #15 will be specified in the future release, if using N6 tunneling header to provide traffic information is supported by SA2.



	
	

	Summary of change:
	This contribution proposes to align solution #15 with the corresponding SA2’s XRM conclusion in TR 23.700-60 v18.0.0.

	
	

	Consequences if not approved:
	The SA2’s dependency will not be solved and aligned in solution #15 and the corresponding conclusion.
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* * * First Change * * * *
[bookmark: _Toc122611876]6.15	Solution #15: SEALDD enabled data transmission via N6 Tunnel 
[bookmark: _Toc122611877]6.15.1	Architecture enhancements
None.
[bookmark: _Toc122611878]6.15.2	Solution description
[bookmark: _Toc122611879]6.15.2.1	General
This solution addresses the key issue #3. In this solution, it is proposed to enable the SEALDD server to transfer data via N6 tunnel and provide traffic information in the N6 tunnelling header to provide guaranteed quality for specific VAL services.
NOTE:	This solution is based on the solution #22 of SA2's 3GPP TR 23.700-60 [11], and will align with the corresponding conclusion. 
NOTE:	This solution is based on the solution #22 of SA2's 3GPP TR 23.700-60 [11].
[bookmark: _Toc122611880]6.15.2.2	Procedure


Figure 6.15.2.2-1 SEALDD enabled data transmission via N6 Tunnel 
This procedure reuses the existing steps described in solution #9. The enhancement is described as the following steps:
1-2.	The VAL server may invoke a new API for N6 tunnel data transfer for specific VAL service and the SEALDD server allocates a specific SEALDD traffic descriptor of SEALDD server side for SEALDD traffic transferring via N6 tunnel. 
6.	The SEALDD server selects a preconfigured N6 tunnel for sending the SEALDD traffic.
7.	The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.
8.	The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment. The SEALDD server stores the SEALDD client ID, SEALDD flow ID to identify the SEALDD traffic and establishes connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic. SEALDD server will maintain the mapping between the SEALDD client ID, SEALDD flow ID and N6 tunnel, the mapping between N6 tunnel and VAL server. 
Upon receiving application traffic from VAL server, the SEALDD server maps it into SEALDD traffic with SEALDD traffic descriptor as negotiated with SEALDD client. When transmitting through the 5GC network, the SEALDD server sends the SEALDD traffic towards the UPF via N6 tunnel. The SEALDD server will also include traffic specific information (e.g. packet priority, packet type) in the N6 tunnel header. The UPF will extract the information from the N6 packets header and may optimize the traffic transmission by sending that information to the RAN side. When receiving the SEALDD traffic, the SEALDD client maps the SEALDD traffic to the application traffic according to the stored mapping relationship. The SEALDD server sends the recovered application traffic to VAL server. The uplink application traffic sent from VAL client to VAL server is processed similarly.
NOTE:	Only downlink data sent from the SEALDD server will be encapsulated with traffic specific information (e.g. packet priority, packet type) in the N6 tunnel header. Uplink data may be transmitted via the N6 tunnel without special information in the N6 packets header.
[bookmark: _Toc122611881]6.15.3	Solution evaluation
This solution addresses the open issue of KI #3 on data transmission quality guarantee. It enables the VAL server to use the SEALDD to transmit data via N6 tunnel towards the 5GC and provide traffic information in the N6 tunnelling header to get guaranteed data transmission quality for specific VAL services.
* * * Next Change * * * *
[bookmark: _Toc122611907]7.3.5	Overall evaluation of key issue#3
The open issues of KI #3 include:
-	How to support the data transmission quality measurements in SEALDD server/client?
-	What APIs should SEALDD enabler provide to application clients/servers to support receiving transmission quality measurements?
-	What APIs should SEALDD enabler provide to application clients/servers to support configuration of transmission quality measurements?
-	How to support data transmission in SEALDD enabler layer with guaranteed quality?
In current TR, there are five solutions (i.e., solution #9, solution #12, solution#13, solution #14, solution #15) to address this KI. 
The first three open issues are about the data transmission quality measurement, solution #12 provides the corresponding method of transmission quality measurement. The transmission quality measurement (e.g. latency, bitrate, etc) can be calculated by the SEALDD server, based on the encapsulated UL/DL monitoring packet in SEALDD client and SEALDD server. The detailed API definition of transmission quality report will be determined in the normative phase.
For the last open issue about transmission quality guarantee, there are four solutions (i.e., solution #9, solution #13, solution #14 and solution #15) in the TR. 
In solution #9 and solution #14, the SEALDD server provides the required QoS information for specific VAL server to 5GC via N33/N5. With the interaction between SEALDD server and 5GC, the QoS request and QoS authorization can be performed to guarantee QoS quality.
Solution #13 uses the transmission quality measurement result (i.e., as provided in solution #12) to perform the specific actions based on the SEALDD service policies, such as adjusting the regular transmission to redundant transmission to maintain the guaranteed data transmission. 
Solution #15 proposes that the SEALDD server can encapsulate the traffic specific information (e.g. packet priority, packet type) in the N6 tunnel header, and transmit the SEALDD traffic towards the UPF via the selected N6 tunnel. The information included in N6 packet header can be used by 5GS to have better resource schedule and provide the guaranteed data transmission quality. This solution will further align the conclusion of solution #22 in SA2's 3GPP TR 23.700-60 [11]. 
* * * Next Change * * * *
[bookmark: _Toc122611919]8.3.3	Conclusion of key issue#3
Solution # 12 can be considered in the normative work to provide the SEALDD enabled tranmission quality measurement. Solution #9, solution #13, and solution #14 and solution #15 can be considered in the normative work to provide the transmission quality guarantee. Solution #15 will be specified in the future release, if using N6 tunneling header to provide traffic information is supported by SA2.The detailed API and information flows will be determined in the normative work.
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