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	Reason for change:
	TR 33.875 studied threats related to SCP. The conclusion achieved was that all parties communicating through the SCP trust the SCP to correctly handle the messages passing through it.

	
	

	Summary of change:
	Add a note to clarify that all parties communicating through the SCP need to trust the SCP to correctly handle the messages passing through it.
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	Threats identified in 33.875 are possible.
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[bookmark: _Toc26875654][bookmark: _Toc35528404][bookmark: _Toc35533165][bookmark: _Toc45028507][bookmark: _Toc45274172][bookmark: _Toc45274759][bookmark: _Toc51168016][bookmark: _Toc122100825]5.9.2.4	Requirements on the Service Communication Proxy (SCP)
The SCP has interfaces with Network Functions (NF) and peer SCPs within the PLMN. The interface between the SCP and the NFs and between the two SCPs shall fulfil the following requirements:
-	Mutual authentication shall be performed between the SCP and NFs, and between the two SCPs within the PLMN.
-	All communication between the SCP and NFs and between SCPs shall be confidentiality, integrity and replay protected.
If SCP endpoints are co-located with the NFs, the above two requirements may be satisfied by colocation.
The SCP shall provide confidentiality, integrity and replay protection for its internal communication over SCP internal network interfaces.
NOTE 1: All parties communicating through the SCP need to trust the SCP to correctly handle the messages passing through it.
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