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* * * First Change * * * *
[bookmark: _Toc122439277][bookmark: _Toc122439323]8.2.8	EEC Context
The EEC Context includes information about an EEC for receiving edge enabler services.
Table 8.2.8-1: EEC Context 
	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	EEC Context ID
	M
	Identifier assigned to the EEC Context 

	Source EES Endpoint
	M
	The endpoint address (e.g., URI, IP address) of the EES that provided EEC context ID.

	UE Identifier
	O
	The identifier of the hosting UE (i.e., GPSI or identity token) 

	List of EDGE-1 subscriptions
	O
	List of subscriptions IDs for capability exposure to the EEC ID  (NOTE).

	UE location 
	O
	Latest UE location of the UE hosting the EEC which was available at the EES.

	List of AC Profiles
	O 
	Information about the ACs as described in Table 8.2.2-1.

	UE Mobility Support Requirement
	O
	Indicates UE requires mobility support or not.
For the request over EDGE-1 interface, the EES as per ECSP policy and EAS requirements, may decide whether to subscribe to NEF or NWDAF for UE location information based on this information.   

	List of Service Session Contexts
	O
	List of associated Service Session Context IEs. Each Service Session Context includes information maintained by the EES for the services (involving UE related resources) received from an EAS registered to the EES.

	> Service Session Context
	M
	Service Session Context is described in Table 8.2.8-2

	NOTE:	The corresponding EDGE-1 subscription information may include 3GPP CN subscription information such as subscription correlation ID



Table 8.2.8-2: Service Session Context
	Information element
	Status
	Description

	EAS ID 
	M
	Identifier of the EAS providing the application services

	EAS Endpoint
	M
	Endpoint information of the EAS.

	AC ID 
	O 
	Identifier of the AC ID for which the service session is provided, if determined.



Editor's Note:	It is FFS whether the EEC Context information captured in table 8.2.8-1 requires further updates and alignment to include EDGE-3 subscription information.
* * * Next Change * * * *
8.4.2.2.2	EEC registration
Figure 8.4.2.2.2-1 illustrates EEC registration procedure.
Pre-conditions:
1.	The EEC is authorized to access the EES for the purpose of performing registration and has received relevant security credentials as specified in clause 8.11; and 
2.	The EEC has received service provisioning information from the ECS, including information for accessing the EES.


Figure 8.4.2.2.2-1: EEC registration procedure
1.	The EEC sends EEC registration request to the EES. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time. The request also optionally includes information indicating to the EES how the EEC expects to use the services of the EES. The EEC may include indication for UE mobility support requirement to the EES.
	If the EEC is moving to this EES from the purview of another EES, called S-EES, the request from the EEC may include the identity and endpoint of the S-EES and an EEC context ID that was provided by the S-EES to maintain continuity of the EEC context and to authorize EEC context relocation. If the EEC registration is being performed as part of ACR, the EEC shall not include the S-EES endpoint and the EEC context ID.
2.	Upon receiving the request from the EEC, the EES validates the registration request and verifies the security credentials. The EES further determines whether the requirements that were indicated in the AC Profile(s) can be fulfilled e.g., without failing to meet the requirements of the already registered EECs, and reserves corresponding resources (e.g., for EASs). 
NOTE 1:	Resource reservation at EEC registration ensures that the EES provides services for the duration of the registration.
If the EEC provides in the registration request the EAS selection request indicator and based on EES local policies, the EES selects EASs providing the capabilities required by the AC Profile(s), reserves the corresponding resources, and provides the information to the EEC in the registration response. 
If the EEC provides in the registration request a UE type, the EES may use this information to apply UE-type-specific local policies.
NOTE 2: Without any indication from UE (either EAS selection request indication or UE type), the EES handling is as per R17 procedureEditor's Note: This functionality is to be aligned with how a “constrained device” is identified by the EES. 
3.	Upon successful validation of the request, if the received EEC registration request contains an EEC context ID and a S-EES Endpoint, the EES performs an EEC Context Pull relocation (clause 8.9.2.2) from the S-EES. The source and target EES perform EEC Context handling as detailed in clause 8.9.1.
NOTE 3:	Only a single EEC Context ID may be provided in the EEC registration request.
NOTE 4:	In this version of specification, each registration procedure relocates a single EEC context.
NOTE 5:	Step 3 is executed when EEC determines to change its connection from S-EES to T-EES and ACR is not required.
If the EEC registration request fails after the EEC Context Pull relocation, e.g., the EES cannot reserve the necessary resources while meeting the capability requirements of the existing registered EECs, the EES shall determine the EEC Context information stale and send a failure response with a corresponding cause.
4.	The EES sends a successful EEC registration response, which includes the registration ID and may include a newly assigned EEC context ID. If the EEC registration request contains AC Profile(s), and the EES determines that the requirements indicated in the AC profile(s) cannot be fulfilled for some of the AC profile(s), the EES shall include the list of ACIDs of such AC Profile(s) and may include appropriate reasons. If step 3 was executed, the EEC registration response also includes EEC context retrieval result. The EEC stores the new EEC context ID and uses it if and when it registers with another EES. The EES may also provide an expiration time to indicate to the EEC when the registration will automatically expire. To maintain the registration, the EEC shall send a registration update request prior to the expiration. If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered.
If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC performs the required EDGE-1 subscriptions at the T-EES.

* * * Next Change * * * *
[bookmark: _Toc50584298][bookmark: _Toc50584642][bookmark: _Toc57673497][bookmark: _Toc122439324]8.4.2.2.3	EEC registration update
Figure 8.4.2.2.3-1 illustrates EEC registration update procedure.
Pre-conditions:
1.	EEC has already registered with the EES.


Figure 8.4.2.2.3-1: EEC registration update procedure
1.	The EEC sends EEC registration update request to the EES. The request from the client includes the security credentials received after successful authorization for edge computing services and may include a proposed expiration time and AC profile(s) parameters, including new or updated selected EAS information. The EEC may include indication for UE mobility support requirement to the EES.
2.	Upon receiving the request from the EEC, the EES validates the registration update request and verifies the security credentials. 
3.	Upon successful validation of the request, the EES sends a successful registration update response, which may include updated expiration time to indicate to the EEC when the updated registration will automatically expire. If the EEC registration update request contains AC Profile(s), and the EES determines that the requirements indicated in the AC profile(s) cannot be fulfilled for some of the AC profile(s), the EES shall include the list of ACIDs of such AC Profile(s) and may include appropriate reasons. To maintain the registration, the EEC shall send a registration update request prior to the expiration time. If a registration update request is not received prior to the expiration time, the EES shall treat the EEC as implicitly de-registered.
* * * Next Change * * * *
[bookmark: _Toc122439328]8.4.2.3.2	EEC registration request
Table 8.4.2.3.2-1 describes information elements in the EEC registration request from the EEC to the EES. 
Table 8.4.2.3.2-1: EEC registration request
	Information element
	Status
	Description

	EECID
	M
	Unique identifier of the EEC.

	UE Identifier
	O
	The identifier of the hosting UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC Profile(s)
	O
	Profiles of ACs for which the EEC provides edge enabling services. AC Profiles are further described in Table 8.2.2-1. 

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC.

	EAS selection request indicator 
	O
	Indicates the request for EAS selection support from the EES (e.g., for constrained device).  

	UE type 
	O
	Indicates UE or device type (e.g. constrained device) 

	Proposed expiration time
	O
	Proposed expiration time for the registration.

	EEC context ID (NOTE)
	O
	Identifier of the EEC context obtained from a previous registration. 

	Source EESID (NOTE)
	O
	Identifier of the EES that provided EEC context ID.

	Source EES Endpoint (NOTE)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	UE Mobility Support Requirement
	O
	Indicates UE requires mobility support or not 

	NOTE:	This IE shall not be present when EEC registration is performed as part of ACR.




* * * Next Change * * * *
[bookmark: _Toc50584303][bookmark: _Toc50584647][bookmark: _Toc57673502][bookmark: _Toc122439330]8.4.2.3.4	EEC registration update request
Table 8.4.2.3.4-1 describes information elements in the EEC registration update request from the EEC to the EES. 
Table 8.4.2.3.4-1: EEC registration update request
	Information element
	Status
	Description

	Registration ID
	M
	Identifier of the EEC registration.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	AC profile(s)
	O
	AC Profile as described in Table 8.2.2-1

	Proposed expiration time
	O
	Proposed expiration time for the updated registration.

	UE Mobility Support Requirement
	O
	Indicates UE requires mobility support or not



[bookmark: _Toc42004070][bookmark: _Toc50584454][bookmark: _Toc50584798][bookmark: _Toc57673713][bookmark: _Toc122439647]* * * Next Change * * * *

8.10.3	Capabilities utilized by EES
When required, the EES may utilize:
-	AF traffic influence functionality, including the user plane path management event notifications of the UE, from the 3GPP core network as described in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3];
-	the location information from the API exposed by 3GPP core network, e.g. SCEF/NEF/SCEF+NEF or LCS (Location Service) as specified in 3GPP TS 23.682 [17], 3GPP TS 23.502 [3], 3GPP TS 23.271 [7], 3GPP TS 36.305 [8], 3GPP TS 23.273 [9] and 3GPP TS 38.305 [10] to obtain the UE's location from the 3GPP Core Network;
-	capabilities exposed by the 3GPP core network, e.g. NEF or PCF, to establish an AF session with QoS, and QoS related event notifications subscribed with the 3GPP core network as specified in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [12];
-	capabilities exposed by the 3GPP core network, e.g. NEF or NWDAF, to analyse UE expected behaviour as specified in 3GPP TS 23.288 [18]; and
-	the monitoring capability exposed by the 3GPP core network as specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].
NOTE:	While obtaining UE’s location or analytics information using 3GPP core network capabilities for the request over EDGE-1 interface, if the EEC registration request from the UE indicates the UE mobility support requirement, the EES as per ECSP policy and EAS requirements may decide whether to subscribe to NEF or NWDAF for UE location information or its analytics.

* * * End of Changes * * * *
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