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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc122504416]6.2.3.2.6	EAS discovery corresponding to Common DNAI for a set of UEs
The following is the procedure for discovery EAS corresponding to a Common DNAI for set of UEs accessing the same application.


Figure 6.2.3.2.6-1: EAS discovery corresponding to Common DNAI for a set of UEs
1.	The AF request in step 1 of figure 4.3.6.2-1 in TS 23.502 [3] is used to request selecting the common DNAI for set of UEs accessing the application as identified in the AF Request.
	AF may use External/Internal Group ID(s) or a list of UEs or any UE as Target UE Identifier(s) and additionally Spatial Validity Condition to identify the UEs for correlated selection of DNAI.
	An indication of traffic correlation can be provided for indicating selecting the same DNAI (i.e. selecting EAS corresponding to the same DNAI) for set of UEs accessing the same application.
	Spatial Validity Condition could be provided for limiting the location of the UEs, and also "any UE" or a UE list or group ID can be provided for defining set of UEs accessing the same DNAI.
	In step 5 of figure 4.3.6.2-1 in TS 23.502 [3], PCF determines the UEs influenced by the AF Request, and based on AF request, PCF creates PCC rule with Traffic Correlation ID and indication of traffic correlation to SMF.
Editor's note:	How Traffic correlation ID is designed is FFS.
2.	Based on steps 1~19 in figure 6.2.3.2.2-1, with the following changes:
	In step 10:
	If FQDN in Neasdf_DNSContext_Notify Request is for the application indicated in PCC rule, and if indication of traffic correlation is set, SMF determines the UE belongs to set of UEs identified by Traffic Correlation ID and accessing the application and determines the UE needs to connect to EAS corresponding to the same DNAI for the set of UEs.
	If the common DNAI is not available, SMF determines the common DNAI and SMF could take multiple UEs into consideration for the determination of common DNAI.
	Once the common DNAI is available, for Option A, SMF provisions EASDF with the information to build EDNS Client Subnet option that refers to a location that is topologically close to the common DNAI; for Option B, SMF provisions EASDF with Local DNS server related to the common DNAI.
Editor's note:	It is FFS if and how the common DNAI can be changed during Edge relocation procedure.




* * * * Second change * * * *
[bookmark: _Toc122504424]6.3	Edge Relocation
[bookmark: _Toc122504425]6.3.1	General
Edge Relocation refers to the procedures supporting EAS changes and/or PSA UPF relocation.
Edge Relocation may be triggered by an AF request (e.g. due to the load balance between EAS instances in the EHE) or by the network (e.g. due to the UE mobility).
With Edge Relocation, the user plane path may be re-configured to keep it optimized. This may be done by PDU Session re-establishment using SSC mode 2/3 mechanisms or Local PSA UPF relocation using UL CL and BP mechanisms. The corresponding procedures are defined in TS 23.501 [2] and TS 23.502 [3].
Due to Edge Relocation, the UE may need to re-discover a new EAS and establish the connectivity to the new EAS to continue the service. The re-discovery of EAS is specified in clause 6.2.
Edge Relocation may result in AF relocation, for example, as part of initial PDU Session Establishment, a central AF may be involved. However, due to Edge relocation another AF serving the Edge Applications is selected.
The trigger of Edge relocation by the network is specified in clause 4.3.6.3 of TS 23.502 [3]. Some EAS (re-)Discovery procedures in clause 6.2 may also trigger Edge Relocation.
This clause further describes the following procedures:
-	Edge Relocation involving AF change.
-	Edge Relocation using EAS IP replacement.
-	AF request for simultaneous connectivity for source and target PSA.
-	Packet buffering for low Packet Loss.
-	Edge relocation considering User Plane Latency Requirements.
-	Edge Relocation triggered by AF.
-	Edge Relocation for a set of UEs for common DNAI.
Annex F describes example procedure for EAS relocation on Release 16 capabilities.

* * * * Third change * * * *
[bookmark: _Toc66367654][bookmark: _Toc66367717][bookmark: _Toc69743778][bookmark: _Toc73524692][bookmark: _Toc73527596][bookmark: _Toc73950272][bookmark: _Toc81492204][bookmark: _Toc81492768][bookmark: _Toc81816529][bookmark: _Toc122504428]6.3.3.1	EAS IP Replacement Procedures
[bookmark: _Toc66367655][bookmark: _Toc66367718][bookmark: _Toc69743779][bookmark: _Toc73524693][bookmark: _Toc73527597][bookmark: _Toc73950273][bookmark: _Toc81492205][bookmark: _Toc81492769][bookmark: _Toc81816530][bookmark: _Toc122504429]6.3.3.1.1	Enabling EAS IP Replacement Procedure by AF


Figure 6.3.3.1.1-1: Enabling EAS IP replacement procedure by AF
NOTE 1:	This procedure covers the scenarios that the UE moves from non-EC to EC or the AF decides to enable the EAS IP replacement in the middle of a session.
1.	UE requests to establish a PDU Session.
2.	UE is preconfigured with the Source EAS IP address or discovers the IP address of the application server for the service subject to Edge Computing and the Source EAS IP address is returned to the UE via EAS Discovery procedure as described in clause 6.2.
3.	UE communicates with the Source EAS.
4a.	EAS Relocation may be triggered by AF (e.g. due to the load balance between EAS instances in the EHE). When AF detects that the EAS is capable of runtime context mirroring and an optimal EAS is found, then AF decides to influence the traffic routing in 5GC. For common DNAI case, the AF may determine that there is an optimal common DNAI (i.e. target common DNAI). The AF may select Target EAS corresponding to the target common DNAI for each UE belonging to the set of UEs. The EAS IP replacement information (i.e. source EAS IP address and port number, target EAS IP address and port number) is sent to the SMF within the AF Influence information and the SMF reconfigures the UL CL UPF for local traffic routing and Local PSA with EAS IP replacement information.
	UL CL is configured by SMF to forward UL packet to Local PSA if the destination IP address is the Source EAS IP address.
	Local PSA is configured by SMF to enforce the "Outer Header Creation" and "Outer Header Removal" as described in step 5. FARs "Outer Header Creation" and "Outer Header Removal" are reused for such an instruction from SMF to UPF.
	Detailed enhancement to the AF Influence procedure is described in clause 6.3.3.2.
	If a new Local PSA is selected by SMF, the SMF may configure the new Local PSA to buffer the uplink traffic per clause 6.3.5 and enforce the "Outer Header Creation" and "Outer Header Removal" as described in step 5.
	If AF is not notified by 5GC that the 5GC supports EAS IP replacement mechanism, the AF does not include the target EAS identifier and does not initiate the AF triggered EAS IP replacement procedure.
	If the 5GC does not support EAS IP replacement capability, the SMF should reject the AF request and step 5 is skipped.
4b.	EAS Relocation may be also triggered by 5GC (e.g. due to UE Mobility). For common DNAI case, a SMF may determine that there is an optimal common DNAI (i.e. target common DNAI). If target common DNAI is not available, the SMF determines Target Common DNAI.. The SMF selects the common DNAI according to clause 6.2.3.2.Z. When Early/Late Notification procedure with enhancement described in clause 6.3.3.2 is triggered, the SMF notifies AF about the target DNAI or target common DNAI and may provide the capability of supporting EAS IP replacement in 5GC. Based on the target DNAI or target common DNAI, the AF selects a proper target EAS, then the AF triggers to mirror the runtime context between Source EAS and Target EAS. Once the Target EAS is ready, AF responds to SMF about the EAS IP replacement information. During the addition or change of UL CL and Local PSA as described in clause 4.3.5.4, 4.3.5.6 or 4.3.5.7 of TS 23.502 [3], SMF may (re)configure Local PSA for EAS IP address replacement between Source EAS and Target EAS.
5.	Local PSA starts to perform "Outer Header Creation" and "Outer Header Removal" FARs as instructed by SMF, which results in EAS IP address replacement:
-	For UL traffic, the destination IP address and port number are replaced with the Target EAS IP address and port number;
-	For DL traffic, the source IP address and port number are replaced back with the Source EAS IP address and port number.
NOTE 2:	In this solution, the PSA UPF need not to understand the logic of EAS IP replacement.
	Then all subsequent uplink traffic of this EC service for this UE is forwarded to the target EAS.
NOTE 3:	AF decides when and how to stop the Source EAS from serving the UE based on its local configuration.

* * * * Fourth change * * * *
[bookmark: _Toc81492212][bookmark: _Toc81492776][bookmark: _Toc81816537][bookmark: _Toc122504436]6.3.7	Edge Relocation Triggered by AF
The AF may invoke the AF request targeting an individual UE address procedure as described in clause 4.3.6.4 of TS 23.502 [3], due to EAS relocation. The EAS relocation may be due to AF internal triggers e.g. EAS load balance or maintenance, etc. or due to UP path change notification from SMF. The EAS relocation may include AF change or AF not change. The EAS relocation can happen with or without DNAI change. The AF may include the the following information: Indication for EAS Relocation, target DNAI, traffic descriptor information and N6 routing information at target DNAI in the Nnef_TrafficInfluence_Create/Update Request to the NEF, or Npcf_PolicyAuthorization_Create/Update Request to the PCF. When the PCF receives an AF request for the same application, then the latest AF request message take precedence over any previous request if the traffic descriptor information is same.
The AF may invoke the AF request targeting a set of UEs as described in clause 4.3.6.2 of TS 23.502 [3], due to change of common EAS/common DNAI used by the set of UEs. Similar as the Edge relocation triggered by AF with target DNAI, the common DNAI is included instead of the target DNAI.
* * * * End of changes * * * *
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