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	Reason for change:
	The following was concluded on KI#2 (Support of Non-3GPP access for SNPN) in TR 23.700-08:

-	Access to SNPN services via Untrusted non-3GPP access network includes support for Credential Holder, UE Onboarding and Emergency services. Specifically:
-	When UE registers to SNPN with credentials owned by the SNPN, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501 [3].
-	UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access is to be used for the emergency access. The UE with SNPN subscription performs the following:
-	If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.
-	Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with UICC, as defined in clause 6.3.6.4.2 of TS 23.501 [3].
-	When UE registering to SNPN over Untrusted N3GPP access for UE Onboarding, UE may select a N3IWF in the SNPN which supports UE Onboarding by using an SNPN ID in the pre-configured ON-SNPN selection information to construct N3IWF FQDN.
NOTE 1:	The format of FQDN will be specified by CT WG4.
-	If the PVS is reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity, UE may connect directly (i.e. without connected to a N3WIF) with a PVS to obtain the SNPN credentials.
-	Access to SNPN services via Trusted non-3GPP access network is to be specified according to the principles described in Solution #3, including support for credential Holder, Emergency services and UE onboarding. Specifically:
-	ANQP is to be extended to support advertising of:
-	SNPN IDs and GINs corresponding to SNPNs with which 5G connectivity is supported and related parameters as described in clause 6.3.3.1.
-	Support for Emergency services.
-	Onboarding enabled indication.
NOTE 2:	The work on additional parameters in ANQP is to be kept internal to 3GPP.
-	When accessing SNPN services via Trusted or Untrusted non-3GPP access the UE needs to be able to construct a prioritized list of WLAN access networks by using enhanced WLAN Selection Policy (WLANSP) rules from ANDSP (currently supported only for PLMN in TS 23.402 [9]) or based on local configuration.
-	N3IWF and TNGF needs to be able to include the "selected NID" in the [NGAP] INITIAL UE MESSAGE, which is up to RAN3 to define.
-	Access to SNPN services via wireline access network and use of Credential Holder is to be supported by defining a new GCI including a "NID"
-	The NSWO procedure is to be extended to support UE authentication using SNPN credentials (applies both to SIM-based and non-SIM based credentials). It is expected that the impact is limited to the use of a SUCI format whose "realm" part enables routing of SWa requests from the WLAN AN to the NSWO in the SNPN's 5GC, which is already supported.
NOTE 3:	Additional conclusions for wireline access related to UE behind 5G-RG depends on the progress on the FS_5WWC_Ph2 study.



	
	

	Summary of change:
	Adding support of Non-3GPP access for SNPN.

*************** Revision 01 changes **************
S2-2208434 23.402 clause 4.8.2.1.6 specifies that the UE operating in SNPN access mode may be provisioned with WLANSP rules from the Credential Holder. However S2-2209870 23.503 clause 6.6.1.2 specifies The SNPN-enabled UE may be provisioned with multiple valid WLANSP policy by the subscribed SNPN or by the Credential Holder.
This CR is aligned with the 23.503 CR by adding “subscribed SNPN or” in clause 4.8.2.1.6..
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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc11134199][bookmark: _Toc11134294]1	Scope
This document specifies the stage 2 service description for providing IP connectivity using non-3GPP accesses to the Evolved 3GPP Packet Switched domain. In addition, for E-UTRAN and non-3GPP accesses, the specification describes the Evolved 3GPP PS Domain where the protocols between its Core Network elements are IETF-based.
ITU-T Recommendation I.130 [2] describes a three-stage method for characterisation of telecommunication services, and ITU-T Recommendation Q.65 [3] defines stage 2 of the method.
The specification covers both roaming and non-roaming scenarios and covers all aspects, including mobility between 3GPP and non 3GPP accesses, policy control and charging, and authentication, related to the usage of non-3GPP accesses.
TS 23.401 [4] covers architecture aspects common to the Evolved 3GPP Packet Switched domain.
The procedures defined in the present document for WLAN access selection and PLMN selection replace the corresponding I-WLAN procedures specified in TS 23.234 [5].
Interworking with 5GS is only supported for untrusted non-3GPP access using GTP-based S2b. Enhancements to support interworking with 5GS are captured in TS 23.501 [87] and TS 23.502 [88].
The WLAN Selection Policy specified in clause 4.8.2.1.6 also covers UEs operating in SNPN access mode as defined in TS 23.501 [87].
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* * * * Next change * * * *

4.8.2.1.6	WLAN Selection Policy
The WLAN Selection Policy (WLANSP) is a set of operator-defined rules that determine how the UE selects and reselects a WLAN access network. When not operating in SNPN access mode (as defined in TS 23.501 [87]) The the UE may be provisioned with WLANSP rules from multiple PLMNs. The UE operating in SNPN access mode may be provisioned with WLANSP rules from the subscribed SNPN or Credential Holder (as defined in TS 23.501 [87]).
Each WLANSP rule includes the following information:
-	Validity conditions, i.e. conditions indicating when the provided rule is valid. The validity conditions can include the time of day, geolocation, network location (e.g. PLMN, Location Area), etc.
-	One or more groups of WLAN selection criteria in priority order. Each group contains one or more criteria that should be fulfilled by a WLAN access network in order to be eligible for selection. Such criteria are based on the following and only the following WLAN attributes:
a)	Attributes defined in the HS2.0 Rel‑2 specification [75]:
-	PreferredRoamingPartnerList,
-	MinimumBackhaulThreshold,
-	MaximumBSSLoad,
-	RequiredProtoPortTuple.
-	A list of SSIDs as defined in the SPExclusionList.
b)	Additional attributes:
-	PreferredSSIDList: A prioritized list of SSIDs preferred for selection.
-	HomeNetwork: When the HomeNetwork is set in a group of selection criteria, it indicates that the group of selection criteria applies only to WLAN access networks that directly interwork with the home operator. When the HomeNetwork is not set or is not present in a group of seletion criteria, it indicates that the group of selection criteria applies to all WLAN access networks. The UE determines which WLAN access networks directly interwork with the home operator as follows:
-	for UE not operating in SNPN access mode by discovering which WLAN access networks advertise the HPLMN identity or the home network realm or a service provider realm equivalent to the HPLMN. The home network realm is derived by the UE from IMSI as specified in TS 23.003 [16] (e.g. wlan.mnc015.mcc234.3gppnetwork.org).
-	for UE operating in SNPN access mode by discovering which WLAN access networks advertise the SNPN identity of the subscribed SNPN or the home network domain of the SNPN as defined in TS 23.003 [16] clause 28.2.
NOTE:	If the HomeNetwork is set in a group of selection criteria then this group of selection criteria is not expected to include the PreferredRoamingPartnerList and the PreferredSSIDList.
For example, a WLANSP rule may include the following groups of selection criteria:
-	Group of selection criteria with priority 1:
-	PreferredRoamingPartnerList = Priority 1: partner1.com, Priority 2: partner2.com
-	MaximumBSSLoad = 60
 -	Group of selection criteria with priority 2:
-	PreferredSSIDList = Priority 1: myoperator1, Priority 2: myoperator2
-	MinimumBackhaulThreshold = 2Mbps in the downlink
A WLAN access network meets a group of selection criteria when it concurrently fulfills all the criteria in the group.
The home operator may provide WLANSP rules to UE via the H-ANDSF or may pre-configure the UE with WLANSP rules. The WLANSP rules provided to UE via the H-ANDSF shall take precedence over the pre-configured WLANSP rules in the UE.
* * * * End of changes * * * *


