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1
Introduction

For Release 17, the enhancements to MCPTT (and related services) were contained in two work items:  Enhanced Mission Critical Push-to-talk architecture phase 3 -- enh3MCPTT for stage2 (SA6); and enh3MCPTT-CT for stage 3 (CT1). The corresponding items which have been completed in Release 17 are described in the following clause.

2
Description
These enhancements impact the following areas of the MCPTT, MCVideo, and MCData architecture and protocols:  call control and media handling, configuration, and security. 
The following features have been enhanced.
2.1
Preconfigured group usage
-
Certain groups are designated for preconfigured group usage only, and as such, should not be allowed to be the target of a call or alert. Enhancements were made to identify preconfigured groups and protect against their use in call scenarios. The enhancements have been applied to the MCPTT, MCVideo, and MCData services. In addition, enhancements have been made to give parity to the preconfigured regroup feature across all three MC services
2.2
Emergency alert area notification handling
-
The emergency alert area notification feature allows for an MC user to be notified whenever said user moves into, or moves out, of a predefined area. The functionality is applicable to the MCPTT, MCVideo, and MCData services. Enhancements have been made to give parity of this feature across all three MC services.
2.3
Entry / exit from group geographic area handling
-
The group geographic area notification feature allows for an MC user to be notified whenever said user moves into, or moves out, of a predefined group geographic area requiring affiliation to, or de-affiliation from, a group. The functionality is applicable to the MCPTT, MCVideo, and MCData services. Enhancements have been made to give parity of this feature across all three MC services.
2.4
PDN and APN configuration
-
The UE initial config allows for configuration of certain APN parameters such as ServiceServerUri. These APN parameters need to be consistent with the Managed Object definitions. These are applicable for all MC services. Similarly, PDN parameters that provide for PDN connectivity information for each of the MC services need to be consistently specified within the MC UE initial configuration document. Enhancements have been made to align stage 3 with stage 2 specifications.
2.5
Location altitude, accuracy and handling
-
The handling of location information should provide for an accuracy (uncertainty) that can be given to the various location vectors. These vectors include not just horizontal and vertical location, to support latitude and longitude, but also vertical location to support altitude. Enhancements have been made to the MCPTT, MCVideo, and MCData services to provide for this enhanced location handling.
2.6
Clearing the floor request queue
-
Previously, an authorized MCPTT user has had the ability to clear a portion of the MCPTT floor request queue for a given call by specifying the list of users to be cleared from the queue. This functionality is further enhanced to allow the authorized MCPTT user to clear the entire floor request queue for all users in the queue for a given call. Enhancements have been made to allow for this new capability. Although this capability will remove all currently queued floor participants, it does not prevent the removed users from immediately retrying to access the floor for the same call.
2.7
MCPTT unicast media start and stop
-
The MCPTT service has been enhanced to give the capability to the MCPTT client to indicate to the server that a certain unicast media flow for a given group call can be stopped and then resumed at a later time. This capability can reduce radio resources for an MCPTT user who may be participating in other higher priority group calls.
The requirements, architecture, protocol, and security aspects related to these enhancements are described in the following specifications:

1.
The MCPTT service requirements are specified in 3GPP TS 22.179 and 3GPP TS 22.280;
2.
The MCVideo service requirements are specified in 3GPP TS 22.281 and 3GPP TS 22.280;
3.
The MCData service requirements are specified in 3GPP TS 22.282 and 3GPP TS 22.280;
4.
The MCPTT service architecture (including information flows, procedures, and configuration) is specified in 3GPP TS 23.379 and 3GPP TS 23.280;
5.
The MCVideo service architecture (including information flows, procedures, and configuration) is specified in 3GPP TS 23.281 and 3GPP TS 23.280;
6.
The MCData service architecture (including information flows, procedures, and configuration) is specified in 3GPP TS 23.282 and 3GPP TS 23.280;

7.
The security aspects of the MCPTT service are specified in 3GPP TS 33.180;
8.
The protocol aspects of the MCPTT service for call control and media plane are specified in 3GPP TS 24.379 and 3GPP TS 24.380 respectively;
9.
The protocol aspects of the MCVideo service for call control and media plane are specified in 3GPP TS 24.281 and 3GPP TS 24.581 respectively;
10.
The protocol aspects of the MCData service for call control and media plane are specified in 3GPP TS 24.282 and 3GPP TS 24.582 respectively;
11.
The protocol aspects of MC services for group configuration, identity management, and general configuration are specified in 3GPP TS 24.481, 3GPP TS 24.482, 3GPP TS 24.483, and 3GPP TS 24.484 respectively;

12.
The protocol aspects of the MCPTT service for codecs and media handling are specified in 3GPP TS 26.179;

13.
The protocol aspects of MC services for policy and charging control are specified in 3GPP TS 29.213 and 3GPP TS 29.214;

14.
The protocol aspects of MC services for data management related to MC service user profile are specified in 3GPP TS 29.283;
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