

	
3GPP TSG-WG SA2 Meeting #150E e-meeting  	S2-2203432
Elbonia, April 6 – 12, 2022	(revision of S2-2202688r01)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	23.502
	CR
	3451
	rev
	1 
	Current version:
	17.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Alignment of terminology for PCF related procedures

	
	

	Source to WG:
	Huawei, HiSilicon

	Source to TSG:
	SA2

	
	

	Work item code:
	TEI17_DCAMP
	
	Date:
	2022-04-12

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	The current description in 23.502 is using “AM policies” in several places with different meanings. It is necessary to align the terminology with the one used in 23.503 which differentiates between:
- “access and mobility related policy control” when describing the feature
- “access and mobility related policy” when describing the PCF internal logic
- “access and mobility related policy information” when describing the information that is povided by the PCF to the AMF.

	
	

	Summary of change:
	“AM policies” is replaced by “access and mobility management policies” (when they refer to the AF input in clause 4.15.6.9) or “access and mobility related policy information” (when they refer to the PCF output in clause 4.16.14).
In other clauses, several different terms (“AM policy influence”, “AM Policy Control Data”, “AM policy influence request information”) are aligned to “AM influence data” or “AM influence information” (for the UDR).
Furthermore, other terminology is also corrected, like “SM Policy Association”, “PCF for the UE”, “PCF for the PDU Session”.
Some of the figures are updated as well.

	
	

	Consequences if not approved:
	Using the same term “AM policies” for different things is confusing and potentially leading to different implementations.

	
	

	Clauses affected:
	4.15.6.9, 4.16.14, 5.2.5.8.2, 5.2.6.23.2, 5.2.6.23.3, 5.2.6.23.4, 5.2.6.23.6, 5.2.12.2.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc98865591][bookmark: _Toc98865653][bookmark: _Toc91153896]4.15.6.9	Procedures for AF-triggered dynamically changing access and mobility managementAM policies
[bookmark: _Toc98865592]4.15.6.9.1	General
Access and mobility management policies may be modified due to several inputs including the AF as described in clause 4.16.2. Clause 4.15.6.9 describes the procedures for triggering such modifications in scenarios belonging to "case B" of clause 4.16.2.0 that are initiated by the AF.
The following cases can be distinguished:
-	AF requests targeting an individual UE (identified by its SUPI or GPSI) without conditions related to the application traffic; these requests are routed (by the AF or by the NEF) to the PCF for the UE as described in clause 5.1.1.2 in TS 23.503 [20] This case is described in clause 4.15.6.9.2.
-	AF requests targeting an individual UE (identified by its GPSI), a group of UEs (identified by an Internal Group Identifier or an External Group Identifier), any UE accessing a combination of DNN and S-NSSAI, or all UEs using an application identified by an External Application Identifier. This case is described in clause 4.15.6.9.3. For such requests the AF shall contact the NEF and the NEF stores the AF request information in the UDR. The PCF(s) receive a corresponding notification if they had subscribed to the creation / modification / deletion of the AF request information corresponding to UDR Data Keys / Data Sub-Keys. This is further described in clause 4.15.6.9.3. The AF is not aware if the target UEs are with or without an already established AM Policy Association and with or without ongoing PDU Sessions.
[bookmark: _Toc98865593]4.15.6.9.2	Processing AF requests to influence Aaccess and Mmobility management policies Policy authorization requests targeting an individual UE
This procedure is used for individual UEs when the request shall be applied independently of conditions related to the application traffic. Depending on the AF deployment (see clause 6.2.10 of TS 23.501 [2]), the AF may interact with NFs of the Core Network either directly or via the NEF. The procedure for the direct case is described in Figure 4.15.6.9.2‑1, while the procedure for the NEF-mediated case is described in Figure 4.15.6.9.2-2.


Figure 4.15.6.9.2-1: Handling an AF request targeting an individual UE without using NEF
This procedure concerns only non-roaming scenarios, i.e. to cases where the involved entities serving the UE (AF, PCF, BSF, AMF) belong to the home PLMN.
1.	An AM Policy Association is established for a UE as described in clause 4.16.1.
2a.	The AF searches the PCF for the UE using Nbsf_Management_Subscribe with SUPI or GPSI as input, indicating that it is searching for the PCF that handles the AM Policy Association of the UE.
2b.	The BSF provides to the AF the identity of the PCF for the UE for the requested SUPI or GPSI via an Nbsf_Management_Notify operation. If a matching entry already exists in the BSF when step 2a is performed, this shall be immediately reported to the AF.
2c.	The AF sends to the PCF for the UE its request for influencing the access and mobility management AM policy of the UE (identified by SUPI or GPSI) using Npcf_AMPolicyAuthorization (optionally providing a timer on how long this policy shall last, in which case the system behaviour upon expiration of this timer is as specified in TS 23.503 [20]). As part of the Npcf_AMPolicyAuthorization request, the AF may subscribe (within the Create and Update operations) or unsubscribe (within the Delete operation) to relevant events specified in clause 6.1.3.18 of TS 23.503 [20], e.g. events related to change of service area coverage.
3.	The PCF takes a policy decision and then an AM Policy Association Modification procedure initiated by the PCF for the UE may be performed as described in clause 4.16.2.2. If the AF has subscribed to access and mobility management related events (i.e. request for service area coverage outcome) in step 2, the PCF reports the event (i.e. outcome of the request for service area coverage) to the AF.


Figure 4.15.6.9.2-2: Handling an AF request targeting an individual UE using NEF
This procedure concerns only non-roaming scenarios, i.e. to cases where the involved entities serving the UE (AF, NEF, PCF, BSF, AMF) belong to the home PLMN, or the AF belongs to a third party with which the home PLMN has an agreement.
1.	An AM Policy Association is established for a UE as described in clause 4.16.1.
2a.	The AF sends to NEF its request for influencing the access and mobility management AM policy of the UE (identified by GPSI) using Nnef_AMPolicyAuthorization (optionally providing a timer on how long this policy shall last, in which case the system behaviour upon expiration of this timer is as specified in TS 23.503 [20]). As part of the Nnef_AMPolicyAuthorization request, the AF may request to subscribe (within the Create and Update operations) or unsubscribe (within the Delete operation) for relevant events specified in clause 6.1.3.18 of TS 23.503 [20], e.g. events for request for service area coverage outcome. The NEF stores the request and sends a response to the AF.
2b.	The NEF searches the PCF for the UE using Nbsf_Management_Subscribe with SUPI as input parameter, indicating that it is searching for the PCF that handles the AM Policy Association of the UE.
2c.	The BSF provides to the NEF the identity of the PCF for the UE for the requested SUPI via an Nbsf_Management_Notify operation. If a matching entry already exists in the BSF when step 2b is performed, this shall be immediately reported to the NEF.
2d.	The NEF sends to PCF for the UE its the request for influencing the access and mobility management AM policy of the UE (identified by SUPI) using Npcf_AMPolicyAuthorization (having potentially translated GPSI to SUPI via UDM). As part of the Npcf_AMPolicyAuthorization request, the NEF may subscribe or unsubscribe (according to what the AF requested in step 2a) for relevant events specified in clause 6.1.3.18 of TS 23.503 [20], e.g., events for change of service area coverage.
2e.	The NEF informs the AF about events to which the AF has potentially subscribed (i.e., events for change of service area coverage) using Nnef_AMPolicyAuthorization_Notify.
3.	The PCF takes a policy decision and then an AM Policy Association Modification procedure initiated by the PCF for the UE may be performed as described in clause 4.16.2.2. If the AF has subscribed to access and mobility management related events i.e. request for service area coverage outcome in step 2, then the PCF reports the event (i.e. outcome of the request for service area coverage) to the AF as described in clause 4.16.2.2.
[bookmark: _Toc98865594]4.15.6.9.3	Processing AF requests to influence access and mobility management AM policies
With this procedure, the AF can provide its AM Policy related request to influence access and mobility management policies (for one or multiple UEs) at any time.




Figure 4.15.6.9.3-1: Handling an AF request to influence access and mobility management policiesAM Policy
This procedure concerns only non-roaming scenarios, i.e. to cases where the involved entities serving the UE (i.e. AF, NEF, PCF, BSF, UDR, AMF) belong to the home PLMN, or the AF belongs to a third party with which the home PLMN has an agreement.
The PCF for the UE and the PCF for the PDU Session can be the same entity, then step 5 is not performed and the PCF itself determines the start/stop of application traffic or SM policy establishment/termination for a DNN, S-NSSAI and proceeds with step 6.
1.	AM Policy Association establishment as described in clause 4.16.1.
2. The PCF for the UE may subscribe to policy data related to AM influence (Data Set = Application Data; Data Subset = AM influence information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI).
3a.	To create a new request, the AF provides "AM influence information" data to the NEF using the Nnef_AMInfluence_Create service operation (together with the AF identifier and potentially further inputs as specified in clause 5.2.6.23.2), including a target (one UE identified by GPSI, a group of UEs identified by an External Group Identifier, or all UEs, noting that the "all UEs" option is applicable only if an External Application Identifier is also provided), an optional indication of target application traffic, a list of (DNN, S-NSSAI)(s), and optionally a list of External Application Identifier(s) and requirements related to access and mobility management policies AM policy (e.g. service coverage requirements, throughput requirements). The request contains also an AF Transaction Id and may contain a timer on how long this policy shall last, in which case the system behaviour upon expiration of this timer is as specified in TS 23.503. If with this request the AF subscribes to events related with access and mobility management related events policies, the AF indicates also where it desires to receive the corresponding notifications. To update or remove an existing request, the AF invokes an Nnef_AMInfluence_Update or Nnef_AMInfluence_Delete service operation providing the corresponding AF Transaction Id.
3b.	The NEF stores, updates, or removes the policy data of step 3a in the UDR, having translated any External Group Identifier to an Internal Group Identifier and any GPSI to a SUPI.
3c.	The UDR informs the NEF about the result of the operation of step 3b.
3d.	The NEF informs the AF about the result of the Nnef_AMInfluence operation performed in step 3a.
NOTE 1:	Steps 1, 2, and 3 can occur in any order.
4.	The UDR notifies the PCF(s) that have a matching subscription (from step 2) about the data stored, updated, or removed in step 3. If matching entries already existed in the UDR when step 2 is performed, this shall be immediately reported to the PCF. The PCF may check that an SM Policy aAssociation is established for the SUPI, DNN, S-NSSAI then subscribe to the SMF to Policy Control Request Trigger to detect the application traffic that triggers the allocation of a service area coverage or an allocation of RFSP index value, then step 6 follows.
5.	Steps 2 to 10 in Figure 4.16.14.2.1-1 applies if access and mobility management AM policies depend on application in use, or steps 2 to 5 in Figure 4.16.14.2.2-1 applies if access and mobility management AM policies depend on SM pPolicy aAssociation establishment and termination for a DNN, S-NSSAI combination
6.	The PCF for the UE takes a policy decision and then it may initiate an AM Policy Association Modification procedure as described in clause 4.16.2.2. If the AF has subscribed to access and mobility management related events, i.e. request for service area coverage outcome in step 3, then the PCF reports the event (i.e. outcome of the request for service area coverage) to the AF as described in clause 4.16.2.2.
NOTE 2:	The PCF for the UE can subscribe to the "start/stop of application traffic detection" events for multiple applications with different application identifiers in the same Npcf_PolicyAuthorization_Subscribe request. When PCF receives the notifications for multiple applications, the PCF for the UE can determine which access and mobility management AM policy to apply based on local configuration and operator policy.
* * * * Second change * * * *
4.16.14	Management of access and mobility related policy information AM Policies depending on the application in use
[bookmark: _Toc98865654]4.16.14.1	General
The procedure for management of AM Policies (access and mobility related policy information) depending on the application in use enables modification of the Aaccess and Mmobility related policyies information on detection of the start and stop of an application.
The content of this clause applies to non-roaming i.e. to cases where the involved entities (e.g. PCF, SMF and UPF) belong to the home PLMN. The PCF shall not apply a change of access and mobility related policy information AM policies for application traffic detected in PDU Sessions established in Home Routed mode.
If PCF for the UE and PCF for the PDU Session are the same PCF, then steps 3, 5, 6, 9 and 12 in Figure 4.16.14.2-1 are not performed.
If the PCF for the UE and the PCF for the PDU Session are different PCFs, then the PCF for the UE is informed when a SM pPolicy Association is established or released by either:
-	Subscription to the BSF:
=	see steps 2, 3, 4, 5a, 11 and 12a in Figure 4.16.14.2.1-1. The BSF notifies when a PCF is registered or deregistered for the PDU Session to a DNN, S-NSSAI.
-	see steps 2, 3, 5 and 8 in Figure 4.16.14.2.2-1. The BSF reports the registration of a PCF for the PDU sSession when the first SM Policy aAssociation is established and the deregistration of the PCF for the PDU sSession when the last SM pPolicy aAssociation is terminated for a (DNN, S-NSSAI).
-	Request to the PCF for the PDU Session to a DNN, S-NSSAI via AMF and SMF. See steps 1, 4, 5b, 11 and 12b in Figure 4.16.14.2-1. The PCF for the PDU Session reports that the SM Policy Association is established as described in clause 4.16.4 and provides the UE address(es). The SM Policy Association Termination notifies the PCF for the UE as described in clause 4.16.6.
[bookmark: _Toc98865655]4.16.14.2	Procedures for management of access and mobility related policy information AM Policies
[bookmark: _Toc98865656]4.16.14.2.1	Management of access and mobility related policy information AM Policies at start and stop of application traffic
This procedure applies when the AF provides a service coverage area or the indication of high throughput associated with the Application Identifer(s).




Figure 4.16.14.2.1-1: Management of access and mobility related policy information AM Policies at start and stop of application traffic
1.	The AMF establishes an AM Policy Association for retrieving Aaccess and Mmobility related Ppolicy Controlinformation, e.g. RFSP index value, as described in clause 4.16.1.2.
2.	If the access and mobility related policy informationAM Policies depends on the application in use, then depending on operator policies in the PCF, the PCF may subscribe to the BSF, then step 3 follows, or provides its PCF binding information to the AMF in step 1 with the indication to be notified about the PCF for athe PDU Session for a DNN, S-NSSAI, then step 4 follows.
3.	The PCF for the UE determines that access and mobility related policy informationAM Policies (e.g. RFSP index value) depends on the detection of one or more application(s) in use, the DNN, S-NSSAI used to access each Application Id is configured in the PCF or retrieved from the UDR as part of the Application Data Set, then subscribes to the BSF to be notified when a PCF for athe PDU Session for this SUPI is registered in the BSF, by invoking Nbsf_Management_Subscribe (SUPI, list of (DNN, S-NSSAI)(s)). Steps 4 and 5 are repeated for each PCF registered for a PDU Session to a (DNN, S-NSSAI) included in the Nbsf_Management.
4.	The SMF establishes a SM Policy Association as described in clause 4.16.4. The allocated UE address/prefix, SUPI, DNN, S-NSSAI and the PCF address is registered in the BSF, as described in clause 6.1.1.2.2 in TS 23.503 [20].
5a.	If the PCF for the UE subscribed to the BSF, then the BSF notifies that a PCF for the PDU Session is registered in the BSF, by invoking Nbsf_Management_Notify (DNN, S-NSSAI, UE address(es), PCF address, PCF instance id, PCF Set ID, level of binding). When there are multiple PDU Sessions to the same (DNN, S-NSSAI) the BSF provides multiple notification to the PCF.
5b.	If the PCF for the UE sent the request to notify that a PCF for the PDU Session is available to the AMF in step 1, then the PCF for the PDU Sessions sends Npcf_PolicyAuthorization_Notify (EventID set to SM Policy Association established, UE address, PCF address, PCF instance is, PCF Set ID) to the PCF indicated in the PCF binding information provided by the SMF.
6.	The PCF for the UE subscribes to notifications of event "start/stop of application traffic" as defined in clause 6.1.3.18 in TS 23.503 [20], using Npcf_PolicyAuthorization_Subscribe (UE address, EventId, EventFilter set to "list of Application Identifiers") to the PCF for the PDU Session to the DNN, S-NSSAI. The PCF for the PDU Session then generates PCC Rules including the Application Identifier in the SDF template, if there are multiple Application Identifiers included in the Npcf_PolicyAuthorization, the PCF generates PCC Rules for each Application Identifier. The response includes the NotificationCorrelationId.
7.	The PCF installs PCC Rules and the Policy Control Request Trigger to detect "start/stop of application traffic" in the SMF.
8.	The SMF detects that the Policy Control Request Trigger is met, then reports the start/stop of application traffic to the PCF serving the PDU sSession.
9.	The PCF for the UE is notified on the start/stop of application traffic by Npcf_PolicyAuthorization_Notify (NotificationCorrelationId, EventId set to "start/stop of application traffic", EventInformation including the ApplicationId). When the reporting of start and stop of a list of Application(s) was requested, the PCF for the PDU Session provides multiple notification to the PCF for the UE.
10.	The PCF checks operator policies and then may change access and mobility related policy informationAM Policies (e.g. RFSP index value) based on the reporting of start/stop of application traffic.
11.	The SM Policy Association is terminated as described in clause 4.16.6. The allocated UE address/prefix, SUPI, DNN, S-NSSAI and the PCF address are deregistered in the BSF.
12a.	If the PCF for the UE subscribed to the BSF, then the BSF notifies that the PCF serving a PDU sSession is deregistered in the BSF, by invoking Nbsf_Management_Notify (Binding Identifier for the PDU Session).
12b.	If the PCF for the UE sent the request to notify that a PCF for the PDU Session is available to the AMF in step 1, then the PCF for the PDU Session sends Npcf_PolicyAuthoritation_Notify ((EventID set to SM Policy Association termination, Notification Correlation Id).
NOTE:	The PCF for the UE may subscribe to the notifications of newly registered PCF for the PDU Session and subscribe to the "start/stop of application traffic detection" events for multiple applications with different application identifiers. When PCF receives the notifications for multiple applications, the PCF for the UE can determine which access and mobility related policy informationAM policy to apply based on local configuration and operator policy.
[bookmark: _Toc98865657]4.16.14.2.2	Management of access and mobility related policy information AM Policies at SM pPolicy aAssociation establishment and termination with the notification sent by the BSF

[bookmark: _GoBack]


Figure 4.16.14.2.2-1: Management of access and mobility related policy information AM Policies at SM pPolicy aAssociation establishment and termination with the notification by the BSF
1.	The AMF establishes an AM Policy Association for retrieving Aaccess and Mmobility related Ppolicy Controlinformation, e.g. RFSP index value, as described in clause 4.16.1.2.
2.	If the access and mobility related policy information AM Policies depend on the SM pPolicy aAssociation establishment and termination for a DNN, S-NSSAI combination, then depending on operator policies in the PCF, the PCF may subscribe to BSF and then step 3 follows, or the PCF may provide its PCF binding information to the AMF with the indication to be notified about the PCF for athe PDU Session for a DNN, S-NSSAI, and then step 4 follows.
3.	The PCF for the UE determines that access and mobility related policy information AM Policies (e.g. RFSP index value) depend on the detection of SM Policy aAssociation establishment associated with the (DNN, S-NSSAI) combinations configured in the PCF or retrieved from the UDR as part of the Application Data Set. The PCF for the UE then subscribes to the BSF to be notified when a PCF for the PDU sSession is registered for the first SM pPolicy aAssociation establishment and the PCF for the PDU sSession is deregistered for the last SM pPolicy aAssociation termination to the same (DNN, S-NSSAI) combination in the BSF, by invoking Nbsf_Management_Subscribe (SUPI, list of (DNN, S-NSSAI)(s), indication of registration/deregistration per (DNN, S-NSSAI)).
4.	The SMF establishes a SM Policy Association as described in clause 4.16.4. The allocated UE address/prefix, SUPI, DNN, S-NSSAI and the PCF address are registered in the BSF, as described in clause 6.1.1.2.2 of TS 23.503 [20].
5.	If the PCF for the UE subscribed to BSF, then the BSF notifies a PCF registration when the first SM pPolicy aAssociation corresponding to the (DNN, S-NSSAI) combination is established, by invoking Nbsf_Management_Notify (DNN, S-NSSAI, notification of registration).
6.	The PCF checks operator policies, and then may change access and mobility related policy information AM Policies (e.g. RFSP index value) based on the reporting of SM pPolicy aAssociation establishment.
7. The SM Policy Association is terminated as described in clause clause 4.16.6, and the allocated UE address/prefix, SUPI, DNN, S-NSSAI and the PCF address are deregistered in the BSF.
8. If the PCF for the UE subscribed to BSF, then BSF notifies of a PCF deregistration when the last SM pPolicy aAssociation corresponding to the (DNN, S-NSSAI) combination is terminated, by invoking Nbsf_Management_Notify (DNN, S-NSSAI, notification of deregistration).
[bookmark: _Toc98865978][bookmark: _Toc98866100]* * * * Third change * * * *
5.2.5.8.2	Npcf_AMPolicyAuthorization_Create service operation
Service operation name: Npcf_AMPolicyAuthorization_Create
Description: Authorizes the request, and optionally determines and installs AM Policy Control Datainfluence data according to the information provided by the NF Consumer.
Inputs, Required: SUPI.
Inputs, Optional: GPSI, Throughput requirements, service coverage requirements, policy duration, subscribed events(s), 5G access stratum time distribution indication (enable, disable), Uu time synchronization error budget.
The subscribed event includes Event ID as specified in Npcf_AMPolicyAuthorization_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
Outputs, Required: Success or Failure.
Outputs, Optional: Identification of the created application context, the inputs that can be accepted by the PCF.
* * * * Fourth change * * * *
5.2.6.23.2	Nnef_AMInfluence_Create operation
Service operation name: Nnef_AMInfluence_Create
Description: Authorize the request for AM policy influence and store the request AM influence data in the UDR, potentially translating GSPI to SUPI and External Group Identifier to Internal Group Identifier.
Inputs, Required: AF Transaction Id.
The AF Transaction Id refers to the request.
Inputs, Optional: List of (DNN, S-NSSAI)(s), Target (GPSI, or External Group Identifier(s) and optionally indication of all UEs), throughput requirements, service coverage requirements, policy duration, List of External Application Identifiers, subscribed event(s).
The subscribed event(s) includes Event ID(s) as specified in Nnef_AMInfluence_Notify service operation, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address.
When a list of External Application Identifiers is provided, the throughput requirement, service coverage requirements, policy duration and subscribed event(s) are assigned the same value for all External Application Identifiers.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc98866101]* * * * Fifth change * * * *
5.2.6.23.3	Nnef_AMInfluence_Update operation
Service operation name: Nnef_AMInfluence_Update
Description: Authorize the request and forward the request to update the AM policy influence data, potentially translating GSPI to SUPI and External Group Identifier to Internal Group Identifier.
Inputs, Required: AF Transaction Id.
The AF Transaction Id identifies the NF Service Consumer request to be updated.
Inputs, Optional: Same as in Nnef_AMInfluence_Create.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc98866102]* * * * Sixth change * * * *
5.2.6.23.4	Nnef_AMInfluence_Delete operation
Service operation name: Nnef_AMInfluence_Delete
Description: Authorize the request and forward the request to delete(s) request for the AM policy influence data.
Inputs, Required: AF Transaction Id.
The AF Transaction Id identifies the NF Service Consumer request for AM policy influence data to be deleted.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc98866103]* * * * Seventh change * * * *
5.2.6.23.6	Nnef_AMInfluence_Notify operation
Service operation name: Nnef_AMInfluence_Notify
Description: Forward the notification of change of service coverage event report to the AF.
Inputs, Required: AF Transaction Id, Event ID.
The AF Transaction Id identifies the AF request for AM policy influence data that the event report is related to.
The event that can be subscribed is the event for reporting change of coverage defined in clause 6.1.3.18 of TS 23.503 [20]
Inputs, Optional: Event information (as defined in clause 6.1.3.18 of TS 23.503 [20]).
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc20204675][bookmark: _Toc27895389][bookmark: _Toc36192492][bookmark: _Toc45193594][bookmark: _Toc47593226][bookmark: _Toc51835313][bookmark: _Toc98866206]* * * * Eights change * * * *
5.2.12.2.1	General
The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier: uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4, e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID, MTC Provider Information, AF Identifier

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE context in SMSF data
	SUPI
	-

	
	V2X Subscription data
	SUPI
	-

	
	ProSe Subscription data
	SUPI
	-

	
	User consent
	SUPI
	Purpose

	
	ECS Address Configuration Information (See Table 4.15.6.3d-1)
	SUPI, Internal group identifier or external group identifier or any UE
	DNN, S-NSSAI

	
	MBS Subscription data
	SUPI
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application Identifier
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 of TS 23.501 [2])
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI
	

	
	EAS Deployment Information
(See clause 7.1 of TS 23.548 [74])
	DNN and/or S-NSSAI
	Application Identifier and/or Internal Group Identifier

	
	AM policy influence request information (See clause 4.15.6.9.3)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 of TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 of TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 of TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 of TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	
	Network Slice Specific Control Data
(See clause 6.2.1.3 of TS 23.503 [20])
	S-NSSAI
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP Identifier that requests to apply the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4 of TS 23.503 [20].



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in clause 5.6.7, Table 5.6.7-1 of TS 23.501 [2]. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.
* * * * End of changes * * * *
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