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	Reason for change:
	An Editor's Note is left in Annex I on non-public Networks: "Security aspects for other NPN issues including PNiNPN are ffs." Since the Rel-16 work on non-public Networks is completed and the release is frozen, it is proposed to remove the Editor's Note.
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This Annex provides details on security for non-public networks. Most of the security procedures are the same as public networks so this annex only summarizes and specifies where there are exceptions to the normal procedures. 
The feature for support of non-public networks (NPN) by 5GS is described in clause 5.30 of 23.501 [2].
Editor's Note: Security aspects for other NPN issues including PNiNPN are ffs.
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