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1
Impacts

{For Normative work, identify the anticipated impacts. For a Study, identify the scope of the study}
	Affects:
	UICC apps
	ME
	AN
	CN
	Others (specify)

	Yes
	
	X
	X
	X
	

	No
	X
	
	
	
	X

	Don't know
	
	
	
	
	


2
Classification of the Work Item and linked work items

2.1
Primary classification

This work item is a …
	
	Feature

	
	Building Block

	
	Work Task

	X
	Study Item


2.2
Parent Work Item

	Parent Work Items 

	Unique ID
	Title

	
	


2.3
Other related Work Items and dependencies
	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	


Dependency on non-3GPP (draft) specification: none.
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Justification
Industrial IOT intends to achieve a closer integration of factory machines with the help of cellular networks. IIoT (Industrial IoT) refers to the extension and use of IOT in industrial sectors and applications, it also covers machine-to-machine (M2M) communication, big data, and machine learning. IIoT enables industries and enterprises to have better efficiency and “reliability” in their operations. The reliability aspect can be addressed because of the possibility to access inputs from multiple devices / sensors and formulate if there is an emergency in an IIoT scenario. 

IIoT encompasses industrial applications such as robotics, factories plants and machinery, medical deployments / plants etc. IIoT goes beyond consumer devices and is associated with the internetworking of physical devices usually associated with the IoT. IIoT is distinct as it is an intersection of information technology (IT) and operational technology (OT). OT refers to the networking of operational processes and industrial control systems (ICSs), including human machine interfaces (HMIs), supervisory control and data acquisition (SCADA) systems, distributed control systems (DCSs), and programmable logic controllers (PLCs). Such a system can help industries to grow tremendously due to the provision of data availability helping in decisions holistically. IIOT is also expected to help in providing data automatically for the health of the overall system. For ex: in a manufacturing plant, sensors can help tell us if there are any harmful gas leaks, water leaks or machine overload / failure points and needs a shutdown. Such situations are can be termed as “Machine emergency” in general. Such emergency sessions are the most fundamental and critical services offered by telecommunications networks in an IIoT deployment.

Using cellular networks for supporting IIoT will have to address issues of emergency handling at a factory / industrial setup. The existing emergency definition and handling mechanism in 3GPP caters to human emergencies and does not address machine emergencies. The introduction of IoT and especially IIoT (Industrial IoT) opens numerous types of emergencies that will have to be handled differently from human emergencies. If 3GPP plans to address the issues around IIoT, the first thing that needs handling is the issue of “Machine Emergency”.
Some studies are underway as part of the URLLC work to identify priorities in calls (more from a reliability perspective), but a formal definition of machine emergency is missing. Machine critical services also identify priorities pertinent to human emergencies but does not address “Machine Emergencies” that could arise in an Industrial setup or in a smart city deployment scenario.

Machine emergency will have to be handled at all levels of the network including RAN and the core network. Machine emergency could be related to a sensor / device, a piece of machinery critical to the plant, a production line or the plant itself (combination of multiple factors). Machine emergencies may differ based on the vertical in which a cellular (public / Private) network is deployed such as Industry 4.0, Railways, Power Grids etc. 

It must be understood that if a 5G cellular network is to be used for IIoT or in certain Smart City scenarios, there are local government and specific enterprise “emergency handling requirements” that may have to be adhered to.

Handling emergencies in a 3GPP network has so far meant handling human emergencies. The nature of handling human emergencies is very different from that of handling machine emergencies. It is important that 3GPP initiates a study of such possible emergencies and understand the support necessary in the RAN system and in the Core network.
4
Objective

The objective of this study item is to study the following areas for enhancing the mechanisms to handle “Machine Emergency” in 5G network for the purpose of IIOT and certain Smart City deployment requirements:
1. Investigate possible mechanisms to handle Machine emergency independent of Human emergency handling in 3GPP networks.
2. Investigate the different granular levels of “Machine Emergency” that covers:

· Scenarios that may arise from IIoT and Smart City use cases.
· Study regulatory definitions of “emergencies” for IIoT and Smart Cities as applicable and investigate solutions that can address these definitions. 
3. Investigate emergencies that may be derived either from alarms, logs or such data and once such an emergency is identified, investigate possible response mechanism within the 3GPP scope that may include combination of sensor data, user calls, video feeds etc. 
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Expected Output and Time scale

	New specifications {One line per specification. Create/delete lines as needed}

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	Internal TR
	XXX
	Study on handling Machine Emergency
	SA#96 (June 2022)
	SA#97 (Sep 2022)
	Satish Jamadagni, Reliance Jio, satish.jamadagni@ril.com


	Impacted existing TS/TR 

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks
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Work item Rapporteur(s)

Satish Jamadagni, Reliance Jio, satish.jamadagni@ril.com
7
Work item leadership

SA WG2
8
Aspects that involve other WGs
Co-ordination with SA2, RAN1, RAN2 where appropriate
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Supporting Individual Members

	Supporting IM name

	Reliance Jio

	Radisys

	Tejas Networks

	Saankhya Labs

	WiSig Networks

	IIT - Madras

	

	

	

	


