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	Reason for change:
	
TS 23.289 specifies the use of network slicing with the following necessary update of the Initial MC service UE configuration data as per Annex A2  
"Network slice identification and corresponding network slice credentials may be provided."
and the update of MC Service user profile 
"For the use of network slicing in the MC service context, the following minimum requirements in accordance with 3GPP TS 23.501 [7] shall be considered:
The user profile of an MC service user shall contain at least one network slice identity (S-NSSAI).
If Network Slice-Specific Authentication and Authorization is used, the MC service user profile shall provide the corresponding credentials for the network slice identity (S-NSSAI).
At least one S-NSSAI of the MC service user shall be marked as default S-NSSAI.
…"
In 5GS Network Slice-Specific Authentication and Authorization NSAAA applies to a UE and not to a user, so the requirement on MC user profile updates cannot be implemented, see subclause 5.15.10 of TS23.501   
“After a successful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the UE context in the AMF shall retain the authentication and authorization status for the UE for the related specific S-NSSAI of the HPLMN while the UE remains RM-REGISTERED in the PLMN, so that the AMF is not required to execute a Network Slice-Specific Authentication and Authorization for a UE at every Periodic Registration Update or Mobility Registration procedure with the PLMN.
A Network Slice-Specific AAA server may revoke the authorization or challenge the authentication and authorization of a UE at any time.”
Since the network slice cannot be configured per user and it is also part of the Initial MC service UE configuration data (see Annex 2 below), which is more appropriate, the network slice configuration per user is suggested to be removed.

[bookmark: _Toc70510115][bookmark: _Toc73952725]A.2	Initial MC service UE configuration data
The configuration data defined in 3GPP TS 23.280 [3] in Annex A.6 apply, with the following exceptions:
-	DNN and the corresponding DN credentials instead of the PDN credentials shall be used;
-	Network slice identification and corresponding network slice credentials may be provided.


	
	

	Summary of change:
	1) Removal of text indicating that the network slice is configured as part of the MC service user profile.
2) Corrections related to 5GS handling of slices.
3) Update annex 2 to make clear that network slice configuration is per MC service
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* * * * * * * FIRST CHANGE * * * * * * *
[bookmark: _Toc70510017][bookmark: _Toc73952627]4.2	Session connectivity
[bookmark: _Toc70510018][bookmark: _Toc73952628]4.2.1	General
The access from 5GS to the MC service environment takes place via the Data Network (DN) in accordance with 3GPP TS 23.501 [7]. A Data Network Name (DNN) as part of the 5GS user profile allows access to the Data Network with up to 8 connectivity sessions (PDU sessions) each with up to 64 communication flows (QoS flows). Different data networks require different DNNs.
* * * * * * * NEXT CHANGE * * * * * * *
[bookmark: _Toc70510035][bookmark: _Toc73952645]4.4	Network Slicing
[bookmark: _Toc70510036][bookmark: _Toc73952646]4.4.1	General
Network slicing in accordance with 3GPP TS 23.501 [7] can be used for several purposes such as to separate MC service users, UEs as well as applications in accordance with the various QoS requirements independent from 3GPP or non-3GPP access. One network slice can be assigned per PDU session and may benefit from a dedicated transmission resource allocation.
The corresponding slice information identifies a network slice across the 5G core, access network and the UE. In accordance with 3GPP TS 23.501 [7] standardized and non-standardized slice selection information can be used.
[bookmark: _Toc70510037][bookmark: _Toc73952647]4.4.2	Requirements
For the use of network slicing in the MC service context, the following minimum requirements in accordance with 3GPP TS 23.501 [7] shall be considered:
One network slice shall be assigned per PDU session and may benefit from a dedicated transmission resource allocation.
The user profile of an MC service userInitial MC service UE configuration shall contain at least one network slice identity (S-NSSAI) on a per HPLMN and optionally also per VPLMN basis.
If Network Slice-Specific Authentication and Authorization is used, the MC service user profileInitial MC service UE configuration or UE (pre)configuration shall provide the corresponding credentials for the network slice identity (S-NSSAI).
At least one S-NSSAI inof the MC service userInitial MC service UE configuration shall be marked as default S-NSSAI.
The use of network slices corresponding to non-standardized NSSAIs across PLMN boundaries requires harmonisation in order to guarantee their availability.
* * * * * * * NEXT CHANGE * * * * * * *
A.2	Initial MC service UE configuration data
The configuration data defined in 3GPP TS 23.280 [3] in Annex A.6 apply, with the following exceptions:
-	DNN and the corresponding DN credentials instead of the PDN credentials shall be used;
-	Network slice identification and corresponding network slice credentials may be provided per MC service.
* * * * * * * END CHANGE * * * * * * *

