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	Reason for change:
	SUPI is well defined by 2.2A of TS23.003 as following, where SUPI contains SUPI type. It is important that we avoid the introduction of any misunderstanding or redefining of SUPI in this specification.
[bookmark: _Toc19626453]2.2A	Subscription Permanent Identifier (SUPI)
The SUPI is a globally unique 5G Subscription Permanent Identifier allocated to each subscriber in the 5G System. It is defined in clause 5.9.2 of 3GPP TS 23.501 [119].
The SUPI is defined as:
-	a SUPI type: in this release of the specification, it may indicate an IMSI or a network specific identifier; and
-	dependent on the value of the SUPI type:
-	an IMSI as defined in clause 2.1; or
-	a network specific identifier, taking the form of a Network Access Identifier (NAI) as defined in clause 28.7.2.
NOTE:	Depending on the protocol used to convey the SUPI, the SUPI type can take different formats.

1) in A.7.0. of TS 33.501 the original text actually means P0 is set to IMSI or NAI based on the SUPI type. However the current wording might give the impression that another definition SUPI is provided that can exist without a SUPI type. TS 33.501 shall not redefine SUPI in conflict with TS 23.003, if SUPI type is not used then it is not SUPI anymore, it is just a subset of string of SUPI. 
2) In F.3 of TS 33.501, It is clearly mentioned UE shall use SUPI as the Identity for key derivation. There is a proposal in SP-200550 to further clarify what is the identity, however that proposal conflicts with the original text and introduces a non-backward compatible change. TS23.003 has a clear definition of SUPI which contains the SUPI type mandatorily as part of its definition. So as a reminder for implementation, a reference to TS 23.003 can be added here.
Encoding of SUPI refer to TS 25.971 and  this is the only CT protocol define encoding of SUPI.

	
	

	Summary of change:
	1) Correct the wording in Annex A.7.0 of TS 33.501, to clarify for P0= IMSI or NAI，which depend on the SUPI type.
2) Add a reference in F.3 of TS 33.501 that SUPI definition refers to TS 23.003. The encoding of SUPI is specified in TS 29.571.
3) Add TS29.571 in Reference 

	
	

	Consequences if not approved:
	It might lead to the misunderstanding that there are two different definitions of SUPI in 3GPP specifications which might cause different interpretations by ME and the network implementations and can lead to interoperability problems and failure of authentication
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**** START OF 1st CHANGES ****
[bookmark: _Toc19634993][bookmark: _Toc26876061][bookmark: _Toc35528829][bookmark: _Toc35533590]F.3	Subscriber identity and key derivation 
EAP-AKA' uses the subscriber identity (Identity) as an input to the key derivation when the key derivation function has value 1 ( i.e. MK = PRF'(IK'|CK',"EAP-AKA'"|Identity)). RFC 4187 [21] clause 7 describes that the Identity is taken from the EAP-Response/Identity or EAP-Response/AKA-Identity AT_IDENTITY attribute sent by the peer. This principle is not applied to the 5GS. 
If the AT_KDF_INPUT parameter contains the prefix "5G:", the AT_KDF parameter has the value 1 and the authentication is not related to fast re-authentication, then the UE shall use SUPI (as defined in clause 2.2A of TS 23.003 [19]) as the Identity for key derivation. The encoding of SUPI is specified in TS 29.571[x]. This principle applies to all full EAP-AKA' authentications, even if the UE sent SUCI in NAS protocol or if the UE sent SUCI in the respose to the EAP identity requests as described in Table F.2-1 or if no identity was sent because the network performed re-authentication. The only exception is fast re-authentication when the UE follows the key derivation as described in RFC 5448 [12] for fast re-authentication.
NOTE 1:	The fast re-authentication is not supported in 5GS. 
NOTE 2: 	The prefix "5G:" is part of serving network name as specified in clause 6.1.1.4.

**** END OF 1st CHANGES ****

**** START OF 2nd CHANGES ****
[bookmark: _Toc19634918][bookmark: _Toc26875986][bookmark: _Toc35528753][bookmark: _Toc35533514]A.7	KAMF derivation function
[bookmark: _Toc19634919][bookmark: _Toc26875987][bookmark: _Toc35528754][bookmark: _Toc35533515]A.7.0	Parameters for the input S to the KDF
When deriving a KAMF from KSEAF the following parameters shall be used to form the input S to the KDF. 
-	FC = 0x6D
-	P0 = IMSI or NAI (dependent on the value of the SUPI type)SUPI 
-	L0 = P0 length - number of octets in P0
-	P1 = ABBA parameter 
-	L1 = P1 length - number of octets in P1 
The input key KEY shall be the 256-bit KSEAF.
For P0, whenWhen the SUPI type is IMSI, P0SUPI shall be set to IMSI of the SUPI as defined in clause 2.2 of TS 23.003 [19]. WFor P0, when the SUPI type is network specific identifier, P0the SUPI shall be set to Network Access Identifier (NAI) of the SUPI as defined in clause 28.7.2 of TS 23.003 [19]. P0SUPI shall be represented as a character string as specified in B.2.1.2 of TS 33.220 [28], for both IMSI based SUPI as well as in NAI based SUPI.
For ABBA parameter values please refer to clause A.7.1.
**** END OF 2nd CHANGES ****
**** START OF 3rd CHANGES ****
[bookmark: _Toc19634943][bookmark: _Toc26866764]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
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