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1
Introduction

In order to improve the NWDAF initiated in Rel 15, the eNA (Enablers for Network Automation for 5G) feature specifies the data collected by NWDAF and the NWDAF output (i.e. statistics and predictions) to support network automation.
The eNA feature includes:

-
Architecture enhancements of 5G System to support network data analytics service

-
A framework to enable data collection and provide analytics to consumers

-
Extensions to existing Nnwdaf services to support the analytics that are required.
In addition, the eNA Work Item is applicable to the eV2XARC Work Item in which the V2X Application Server acting as an Application Function (AF) may consume relevant network data analytics provided by NWDAF for the purposes of adjustment of the application.
2
Description

Main impacts on the system by the eNA Work Item are as follows:
-
Non-roaming reference architecture for data analytics:
-
Data Collection architecture from any NF:
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Figure x-1: Data Collection architecture from any NF

-
Network Data Analytics Exposure architecture:
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Figure x-2: Network Data Analytics Exposure architecture

-
General data collection procedures and network data analytics exposure procedures

-
Collection method of data from 5G NFs, from AF via NEF and from OAM;
-
Analytics exposure to the registered Consumer NF, when the NF is an AF located outside the MNO domain, analytics are provided via NEF.
-
For each Analytics ID, the following was specified:

-
General description;
-
Input data consumed by NWDAF to derive the network data analytics;
-
Output Analytics including details of the parameters;
-
Procedure for NWDAF providing the network data analytics.
-
Possible usage of analytics by some consumer NFs is defined for the following Analytics ID:

-
Analytics ID = "Service experience"
-
If the Consumer NF is PCF, the PCF may check the 5QI values assigned to the Application, and may use this as input to calculate and update the authorized QoS for a service data flow template.
-
Analytics ID = "NF load information"
-
If the Consumer NF is AMF, based on the SMF Load, AMF could select a suitable SMF during the PDU Session Establishment or Modification procedure.

-
If the Consumer NF is SMF, based on the UPF Load, SMF could select a suitable UPF during the PDU Session Establishment or Modification procedure.
-
Analytics ID = "Network Performance"
-
If the Consumer NF is PCF, then PCF could help determine suitable background data transfer policies that fulfills Network Performance requirements t.
-
Analytics ID = "UE mobility"
-
If the Consumer NF is AMF, then AMF may use it to optimize the UE's paging strategy or to learn expected UE behavior parameters for deriving appropriate MICO mode configuration.

-
If the Consumer NF is SMF, based on the UE Moving Trajectory, the SMF could select a suitable UPF during the PDU Session Establishment or Modification procedure.
-
If the Consumer NF is UDM, the UDM may store the UE Mobility analytics as the subscription data for the UE and provision it to the AMF to help monitoring the UE's mobility behavior.
-
Analytics ID = "UE Communication"
-
If the Consumer NF is SMF, based on the UE Communication analytics, the SMF could select a suitable UPF during the PDU Session Establishment or Modification procedure.
-
If the Consumer NF is UDM, the UDM may store the UE Communication analytics as the subscription data for the UE and provision it to the SMF to help monitoring the UE's communication behavior.
-
Analytics ID = "Abnormal behaviour"
-
If the Consumer NF is PCF, based on different Exception IDs in the analytics, the PCF could make different policies, depending on operator defined policies. Some examples are provided for illustration purposes such as the PCF may use "Unexpected UE location" as input to adjust the Service Area Restrictions, "Suspicion of DDoS attack" to request the SMF to terminate the PDU session, "Wrong destination address" to perform gating of a service data flow and "Unexpected long-live/large rate flows" to perform QoS related policies such as gating or policing. In another abnormal behavior example, the AMF based on “Ping-Pong UE” Exception ID, may adjust the UE registration area.
-
Analytics ID = "User Data Congestion"
-
If the Consumer NF is an AF interfacing through NEF, the NEF could provide the User Data Congestion analytics to the AF to help optimize the application information.
-
Analytics ID = "QoS Sustainability"
-
If the Consumer is V2X Application Server acting as an AF, the V2X Application Server can use this analytics for the purposes of adjustment of the application, e.g. adjust inter-vehicle gap, change video codec parameters, etc.
-
NWDAF services to expose Network Data Analytics to the Consumer NFs are specified. Two models are defined:
-
Subscribe-Notify model, i.e. Nnwdaf_AnalyticsSubscription_Subscribe / Nnwdaf_analyticsSubscription_Notify, to allow provide continuous data analytics exposure from NWDAF to the Consumer NF;
-
Request-Response model, i.e. Nnwdaf_AnalyticsInfo_Request / Nnwdaf_AnalyticsInfo_Request response, to provide a one-time data analytics exposure response from the NWDAF to the requesting Consumer NF.
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