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[bookmark: _Toc27947745][bookmark: _Toc27948508]7.14.2	IP connectivity for on-network
[bookmark: _Toc27947746]7.14.2.1	Information flows for IP connectivity
[bookmark: _Toc27947747]7.14.2.1.1	MCData IPcon point-to-point request
Table 7.14.2.1.1-1 describes the information flow of the MCData IPcon point-to-point request sent from the MCData client to the MCData server and from the MCData server to the addressed MCData client.
Table 7.14.2.1.1-1: MCData IPcon point-to-point data request
	Information element
	Status
	Description

	MCData ID
	M
	The MCData identity of the originator MCData user;

	Functional alias
	O
	The associated functional alias of the originator MCData user;

	MCData ID
	M
	The MCData identity of the target MCData client IP connectivity is requested.

	Application Priority
	O
	Contains the required application priority for the IP data communication. If not present, the MCData applies the predefined default application priority after reception of MCData IPcon response.

	Location Information
	O
(see NOTE)
	Actual location information of the originating MCData user;

	Time Limit
	O
	Proposed time limit of the requested IP connectivity (1min- infinite);

	Establishment reason
	O
	IP connectivity establishment reason

	NOTE:	This information contains the latest available location information of the requesting MCData user that may be different to the latest available location information in the MC system.



[bookmark: _Toc27947748]7.14.2.1.2	MCData IPcon point-to-point response
Table 7.14.2.1.2-1 describes the information content of the MCData IPcon point-to-pointdata response as answer to MCData IPcon point-to-point data request.
Table 7.14.2.1.2-1: MCData IPcon point-to-point data response
	Information element
	Status
	Description

	MCData ID
	M
	The MCData identity of the targeted MCData user.

	MCData ID
	M
	The MCData identity of the requesting MCData user.

	Time Limit
	O
	Negotiated time (1 min – infinite)

	IP connectivity statusEstablishment reason
	M
	IP connectivity establishment reasonresult



[bookmark: _Toc27947749]7.14.2.2	IP connectivity point-to-point MCData transport service
[bookmark: _Toc27947750]7.14.2.2.1	General
IP connectivity service capabilities enables MCData unaware data host to use usual MCData service capabilities, e.g. data communication between them.authorization. This subsection describes the establishment of a point-to-point connection between two IP connectivity clients using the media plane for IP Data transmission.
[bookmark: _Toc27947751]7.14.2.2.2	Procedure
The procedure in figure 7.14.2.2.2-1 describes the case where an IP connectivity capable MCData client is initiating a point-to-point IP connectivity with another IP connectivity capable MCData client.
Pre-conditions:
-	The total data volume limit, e.g. daily time limit or total data volume per day does not restrict the establishment of an IP connectivity IP data exchange.
-	MCData clients are linked with individual data hosts.
-	MCData clients belong to the same MCData system.
-	The data hosts linked with the MCData clients already have an IP address allocated.
-	MCData clients have IP connectivity capabilities.
-	The linked data hosts are authorized to use the MCData clients to establish an IP connectivity.
NOTE: How the data host is authorized to use the MCData client is out of the scope of the present document.
-	The MCData server has subscribed to the MCData functional alias controlling server within the MC system for functional alias activation/de-activation updates.
-	MCData client 1 understands the correspondence between the IP addresses of target data hosts and MCData client 2. How this relationship is determined is out of scope of the present document.



Figure 7.14.2.2.2-1: Establishment of a point-to-point IP connectivity
1.	MCData client 1 has IP Data to send to MCData client 2 and initiates an IP connectivity point-to-point request.
2.	MCData client 1 sends a MCData IPcon point-to-point request towards the MCData server. The MCData IPcon point-to-point request contains the MCData ID of MCData client 2. MCData user at MCData client 1 may include its associated functional alias.
3.	MCData server checks whether MCData user at MCData client 1 is authorized to send an MCData IPcon point-to-point request and checks if MCData client 2 is authorised to receive the IP connectivity service.
4.	MCData server initiates the MCData IPcon point-to-point request towards the MCData client 2.
5.	MCData client 2 sends a MCData IPcon point-to-point response to the MCData server that contains the information if the request is accepted or the reason of rejection. If accepted, the MCData client 2 may include the data transmission time limit.
6.	MCData server forwards the MCData IPcon point-to-point response of MCData client 2 to MCData client 1.
7.	The MCData server applies transmission and reception control and the necessary policy to ensure that appropriate data is transmitted between the MCData clients.
8.	MCData client 1 and MCData Client 2 have successfully established media plane for data communication and MCData client 1 and MCData client 2 exchange IP Data.
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