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3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Auto-receive: A mechanism where data smaller than a configured size threshold are delivered to the receiving MCData client(s) from the MCData server i.e. without waiting for the receiving user to indicate a present need for the data.

Conversation identifier: A universally unique identifier that identifies a series of related MCData transactions.

Data stream: A sequence of data that is agnostic to any underlying media (e.g. audio, video, telemetry data), on which processing of data (e.g. semantic, syntactic, save or filter operation) can begin before all the content is received.
FD disposition: is one of "not downloaded" and "download completed".

Folder Identifier: A unique identifier that identifies a folder in the MCData message store
IP Data: Structured or unstructured payload that is transparent to the MCData transport service.
MCData client: An instance of an MC service client that provides the client application function for the MCData service.
MCData emergency communication: An MC service emergency group communication or MC service emergency private communication within the MCData service.
MCData group: An MC service group configured for MCData service.
MCData group affiliation: An MC service group affiliation for MCData.

MCData group communication: A one-to-many communication using an MCData service.

MCData group de-affiliation: An MC service group de-affiliation for MCData.
MCData ID: An instance of an MC service ID within the MCData service.
MCData imminent peril communication: An MC service imminent peril group communication within the MCData service.
MCData server: An instance of an MC service server that provides the server application function for the MCData service.
MCData service: A data communication service comprising at least one underlying generic capability (e.g. SDS, file distribution, data streaming) with strong security, high availability, reliability and priority handling to support applications for mission critical organizations and mission critical applications for other businesses and organizations (e.g. utilities, railways).
MCData UE: An MC service UE that can be used to participate in MCData services.

MCData user: An MC service user who is authorized for MCData services suite via an MCData UE.

Metadata: data associated with a stored message, consisting of information retrieved from the incoming message (e.g. MCData IDs, conversation ID) and other information.
Object: An MCData communication information (such as a message or a file) that is stored in the MCData message store with its associated metadata.

Object identifier: A unique identifier that identifies an object stored in the MCData message store.
Reception control: A mechanism that allows the MCData service to regulate data reception to the receiving MCData clients.
Reply identifier: A reference to the original MCData transaction to which the current transaction is a reply.
SDS data: A payload with limited size and variable content type used in SDS transactions.

SDS disposition: is one of "undelivered", "delivered" and "read".

Standalone communication: A unidirectional one-to-one or group data communication completed after one transaction.
Transaction identifier: A unique identifier that identifies a MCData transaction within a conversation.

Transmission control: A mechanism that allows the MCData service to regulate data transmission requests from the sending MCData users, either prior to or after active sending from the MCData UE.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.280 [2] apply:

Mission Critical

Mission Critical Applications

Mission Critical Service

Mission Critical Organization
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.282 [3] apply:
MCData system
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.280 [5] apply:
MC service client
MC service group
MC service group affiliation

MC service group de-affiliation
MC service ID

MC service server
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.203 [14] apply:

Dynamic PCC rule
***** Next change *****
5.8.3
EPS unicast bearer considerations for MCData

For an MCData session request, resources shall be requested utilising interaction with dynamic PCC. The MCData system shall request resources over Rx to a PCRF. The dedicated bearer for MCData media shall utilise the QCI value of 70 (as specified in 3GPP TS 23.203 [14]). The request of resources over Rx shall include an application identifier for MCData in order for the PCRF to evaluate the correct QCI.
The UE is required to support at minimum one bearer, which is used for MCData (see annex A in 3GPP TS 36.331 [15]).
Depending on operator policy, for media plane:

-
the MCData system may be able to request modification of the priority (ARP) of an existing bearer without the need to initiate a new dedicated GBR bearer; or

-
the EPS bearers for MCData communication may enable pre-emption of lower priority EPS bearers if the maximum number of bearers has been reached in favour of the newly initiated MCData EPS bearer, if the EPS bearer used for MCData communication has higher priority level (ARP) than the bearer(s) used for other application(s) and if the bearers for non MCData application are pre-emptable. In this case, the EPS bearer for MCData communication pre-empts one of the existing EPS bearers when the maximum number of bearers is established for other applications.

NOTE:
Operator policy takes into account regional/national requirements.
The EPS bearer for MCData emergency communication shall have highest priority level among MCData communication types. The EPS bearer for MCData imminent peril communication shall have higher priority level than one for MCData communication but lower than the priority level for MCData emergency communication.
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