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[bookmark: _Toc532369698][bookmark: _Toc311724612][bookmark: _Toc311820025][bookmark: _Hlk498704394]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
5GC	5G Core Network
AMF	Access and Mobility Management Function
CSC	Communication Service Customer
CSMF	Communication Service Management Function
CSP	Communication Service Provider
CP	Control Plane
IOC	Information Object Class
MANO	Management and Orchestration
MSMnS	Management Service
NF	Network Function
NFV	Network Functions Virtualisation
NRM	Network Resource Model
NSaaS	Network Slice as a Service
NSI	Network Slice Instance
NSMF	Network Slice Management Function
NSSI	Network Slice Subnet Instance
NSSMF	Network Slice Subnet Management Function
NSST	Network Slice Subnet Template
NST	Network Slice Template
TN	Transport Network
VNF	Virtualized Network Function
UP	User Plane
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[bookmark: _Toc532369722]5.1.16	Network slice subnet instance management capability exposure
	Use case stage
	Evolution/Specification
	<<Uses>>
Related use

	Goal 
	Enable authorized NSS management service consumer to obtain network slice subnet management capability (e.g. obtaining measurement, updating resource allocations). 
	

	Actors and Roles
	NSS management service consumer (e.g., the operator or NSMF or NSSMF)
	

	Telecom resources
	NSS management service provider (e.g., NSSMF)
Network slice subnet instance
NF(s)
	

	Assumptions
	NSS management service consumer is authorized to obtain the allowed management capability from NSS management service provider.
	

	Pre-conditions
	NSSI is created.
	

	Begins when 
	NSS management service consumer wants to obtain the network slice subnet management capability.
	

	Step 1 (M)
	NSS management service consumer sends a request to NSS management service provider to obtain the network slice subnet instance management capability.
The information indicating which specific management capability need to be obtained may be included in the request.
	

	Step 2 (M)
	NSS management service provider processes this request.
	

	Step 3 (M)
	NSS management service provider provides the required exposure interfaces to NSS management service consumer.
	

	Ends when 
	All the steps identified above are successfully completed.
	

	Exceptions
	One of the steps identified above fails.
	

	Post-conditions
	NSS management serviceMS consumer obtained the allowed network slice subnet instance management capability.
	

	Traceability 
	REQ-PRO_NSSI-FUN-15
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[bookmark: _Toc532369764]7.2	Procedure of Network Slice Instance Allocation
The Figure 7.2-1 illustrates the procedure of creating a new NSI or using an existing NSI to satisfy the required network slice related requirements. 
[image: Generated by PlantUML]
Figure 7.2-1: Network Slice Instance Allocation Request procedure
1)	Network Slice Management Service Provider (NSMS_Provider) receives an AllocateNsi request (see AllocateNsi operation defined in clause 6.5.1) from Network SliceNS MSManagement Service Consumer (NSMS_Consumer) with network slice related requirements (see ServiceProfile defined in claue 6.3.3 in TS 28.541[6]).
2)	Based on the network slice related requirements, the NSMS_Provider decides whether to use an existing NSI or create a new NSI. If the network slice related requirements allow the requested NSI to be shared and if an existing suitable NSI can be reused, the NSMS_Provider may decide to use the existing NSI. 
3a) If using an existing NSI and the existing NSI needs to be modified to satisfy the network slice related requirements, the NSMS_Provider invokes the procedure to modify the existing NSI as described in clause 7.6.
3b-1) If creating a new NSI, the NSMS_Provider derives the network slice subnet related requirements from the received network slice related requirements. Before NSMS_Provider derives the network slice subnet related requirements, NSMS_Provider may invoke corresponding network slice subnet capability information querying procedure as descried in clause 7.7.1.
3b-2)	The NSMS_Provider invokes the NSSI allocation procedure as described in clause 7.3.
3b-3)	The NSMS_Provider creates the MOI for NSI and configures the MOI with the DN of MOI for the NSSI, other configuration information  may be configured for the created MOI.
NOTE:	The detailed configuration information is described in network slice NRM (see NetworkSlice IOC defined in clause 6.3.1 in TS 28.541 [6]).
4) The NSMS_Provider sends NSI allocation result (see AllocateNsi operation defined in clause 6.5.1) to the NSMS_Consumer. If an existing NSI is modified or a new NSI is created successfully to satisfy the network slice related requirements, the result includes the relevant network slice instance information (see NetworkSlice IOC defined in clause 6.3.1 in TS 28.541 [6]):
-	DN of the MOI for NSI.
Otherwise the result may include the reason of failure, for example, the required latency or user number cannot be satisfied, or the physical resource is not enough.
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