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* * * First Change * * * *
10.1.1.1
MC service configuration on primary MC system
Depicted in figure 10.1.1.1-1 is a MC service configuration time sequence of the data related to specific MC service, representing the general lifecycle of MC service UE using an MC service.
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Figure 10.1.1.1-1 MC service UE configuration time sequence and associated configuration data 
The MC service UE is provided with initial UE configuration via a bootstrap procedure that provides the MC service UE's clients (e.g. MC service client, group management client, configuration management client, identity management client, key management client, functional alias management client) with critical information needed to connect to the MC system. This includes PDN connection information corresponding to the configured MC services on the MC service UE (see "EPS bearer considerations" in the 3GPP TS 23.379 [16]) and on-network server identity information for all application plane servers with which the MC service UE needs to interact. See annex A.6 for more information.

The MC service UE is provided with UE configuration, MC service user profile configuration and group configuration via online configuration. While the MC service UE is using the MC service it may receive online configuration updates. If the MC service user profile configuration contains multiple MC service user profiles for an authenticated MC service user, then the MC service client and MC service server set the active MC service user profile to the configured pre-selected MC service user profile after MC service authorization (which can be updated by the MC service user using the procedure specified in subclause 10.1.4.6). The active MC service user profile can be changed by the MC service user to a different MC service user profile during MC service service (see MC service TSs).
The MC service is configured with the service configuration (not shown in the figure 10.1.1.1-1) which the MC service enforces during the entire phase of MC service UE using the MC service.
Editor's note:
The extent of MC services available to an MC service UE with an unauthenticated MC user or unauthorized MC service user is described as ‘limited services’ in 3GPP TS 33.180 and is FFS.
Editor's note:
The decision by the MC service UE to continue use of initial configuration data after MC service authorisation or discontinue its use in favour of configuration data obtained after MC service authorisation is FFS.

* * * Second Change * * * *
10.1.1.2
MC service configuration for migration to partner MC system

Figure 10.1.1.2‑1 depicts a general MC service configuration time sequence of the data related to MC service, representing the general lifecycle of MC service UE which obtains MC service when migrated to a partner MC system. The MC service user can only receive MC service from one MC system at a time.
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Figure 10.1.1.2‑1 MC service UE configuration sequence for migration
The MC service user and MC service UE first follow the MC service UE configuration and MC service user authorization steps described in subclause 10.1.1.1 to obtain one or more MC service user profiles from the primary MC system. Each user profile received from the primary MC system contains a list of partner MC systems to which migration is permitted using that user profile, together with the access information needed to communicate with the application plane servers of the partner MC system. See Annex A.3 for more information. The MC service user also obtains the necessary security parameters needed to authenticate and become service authorized on the partner MC system; the process for this is specified in 3GPP TS 33.180 [25].  At this point, the MC UE is configured sufficiently for the partner system so that the MC service user is capable of utilizing ‘limited services’ as described in 3GPP TS 33.180 [25].
NOTE 1:
The above steps which enable migration to take place may be carried out some time in advance of migration. The MC service user could repeatedly obtain migrated MC service, e.g. on successive days while located in the area of the partner MC system, without needing to obtain the initial configuration afresh in advance of each period of migrated MC service. The user profile from the primary MC system must be retained to provide the access information to permit this.

To initiate migration, the desired partner system from those listed in the chosen user profile is selected, and the access information provided in the user profile is used to initiate communication with the partner MC system. 

NOTE 2:
Selection of the relevant partner MC system could be performed as a result of a manual action by the user or automatically by an application in the MC service UE, e.g. according to the current location of the MC service UE or according to the serving PLMN of the MC service UE.

The MC service user performs user authentication to the partner MC system as specified in 3GPP TS 33.180 [25]. The MC service UE performs signalling plane migration.

NOTE 3:
The security aspects of the signalling plane migration are outside the scope of the present document.

The user profile or profiles for that MC service user which are to be used for service when migrated to the partner MC system are then downloaded to the configuration management client in the MC service UE by the partner MC system, and these downloaded profile or profiles are used by the MC service user during the ensuing period of MC service on the partner MC system. 

NOTE 4:
The user profile obtained from the primary MC system is simply used to provice access information for the partner MC system and is not otherwise used by the MC service client during migrated MC service.

Group configuration for the MC service groups listed in the user profile are then obtained by the group management client in the MC service UE. After these configuration steps, the MC service user obtains service authorization on the partner MC system.

Once service authorized, further configuration changes may be provided by the partner MC system during the period of operational MC service, in accordance with subclause 10.1.1.1. The partner MC system enforces the use of the user profiles and group configuration that have been provided by the configuration process described in this subclause.

* * * Third Change * * * *
A.6
Initial MC service UE configuration data

The initial MC service UE configuration data is essential to the MC service UE to successfully connect to the MC system. The initial MC service UE configuration data can be the same or different across MC service UEs.

Data in table A.6-1 is provided to the MC service UE's clients (e.g. MC service client, group management client, configuration management client, identity management client, key management client) during the bootstrap process (see subclause 10.1.1), and can be configured on the MC service UE offline using the CSC-11 reference point or via other means e.g. as part of the MCPTT client's provisioning on the UE, using a device management procedure. 
Table A.6-1: Initial MC service UE configuration data (on-network)

	Reference
	Parameter description

	Subclause 10.1.1
	PDN connectivity information

	
	> HPLMN ID and optionally VPLMN ID to which the data pertains

	
	> MC services PDN

	
	>> APN

	
	>> PDN access credentials

	
	> MC common core services PDN

	
	>> APN

	
	>> PDN access credentials

	
	> MC identity management service PDN

	
	>> APN

	
	>> PDN access credentials

	Subclause 10.1.1
	Application plane server identity information

	
	> Identity management server

	
	>> Server URI

	
	> Configuration management server

	
	>> Server URI

	
	> Key management server

	
	>> Server URI

	
	>> KMSUri for security domain managed by KMS

	
	> Indication of whether the UE shall use IPv4 or IPv6 for on-network MCPTT

	
	> MCPTT Server

	
	>> Server URI

	
	> Indication of whether the UE shall use IPv4 or IPv6 for on-network MCData

	
	> MCData Server

	
	>> Server URI

	
	> Indication of whether the UE shall use IPv4 or IPv6 for on-network MCVideo

	
	> MCVideo Server

	
	>> Server URI
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