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*********First Change***********
10.1.5.5.1
Dynamic data associated with a group in MC service server
There may be dynamic data associated with a group. The following dynamic data is known to the MC service server and provided when requested:

Table 10.1.5.5.1-1: Dynamic data associated with a group
	Parameter description

	Status i.e. indication of potential emergency or in-peril status of the group, together with the identification of the user who has performed the last modification of this status.

	Affiliation status of each MC service ID of the group corresponding to the MC service and the Contact URI(s) from which the user affiliated.

	Contact URIs used for designation of the group e.g. aliases of group broadcast, group regroup group URIs.

	Media description for group media, including transport and multiplexing information.

	Group call ongoing.


10.1.5.5.2
Affiliation status in group management server
The affiliation status in the form of a list of MC service IDs of affiliated group members corresponding to the MC service for that group is available in group management server. The group management server can subscribe to this information from the MC service server in Table 10.1.5.5.1-1. Table 10.1.5.5.2‑1 describes the affiliation status contained in the group management server.

Table 10.1.5.5.2-1: Affiliation status in group management server
	Parameter description

	MC service group ID

	List of affiliated group members

	> MCPTT

	>> MCPTT ID

	> MCVideo

	>> MCVideo ID

	> MCData

	>> MCData ID


Editor's note:
The support for affiliation status in the group management server of an MC service user logged into multiple UEs is FFS.
*********Next Change***********
10.1.5.6
Subscription and notification for dynamic data associated with a group
An authorized user can request the current dynamic data for an MC service group on request. The dynamic data is described in subclause 10.1.5.5.1. 
The group management server can subscribe for affiliation status associated with a group at the MC service server. The affiliation status in the group management server is described in subclause 10.1.5.5.2.
*********Next Change***********
10.1.5.6.1.1
Subscribe group dynamic data request
Table 10.1.5.6.1.1-1 describes the information flow subscribe group dynamic data request from the MC service client to the MC service server and from the group management server to the MC service server.

Table 10.1.5.6.1-1: Subscribe group dynamic data request 
	Information element
	Status
	Description

	MC service group ID
	M
	The MC service group ID for which dynamic data is requested.


10.1.5.6.1.2
Subscribe group dynamic data response
Table 10.1.5.6.1.2-1 describes the information flow subscribe group dynamic data response from the MC service server to the MC service client and from the MC service server to the group management server. This information flow from the MC service server to the MC service client is sent individually addressed on unicast or multicast.
Table 10.1.5.6.1.2-1: Subscribe group dynamic data response 
	Information element
	Status
	Description

	MC service group ID
	M
	The MC service group ID for which dynamic data is requested.

	Status
	M
	Success or failure of the request


10.1.5.6.1.3
Notify group dynamic data request
Table 10.1.5.6.1.3-1 describes the information flow notify group dynamic data response from the MC service server to the MC service client and from the MC service server to the group management server. This information flow from the MC service server to the MC service client may be sent individually addressed or group addressed on unicast or multicast (see subclause 10.7.3.4.1).
Table 10.1.5.6.1.3-1: Notify group dynamic data request 
	Information element
	Status
	Description

	MC service group ID
	M
	The MC service group ID for which dynamic data is requested.

	Group dynamic data
	M
	Dynamic data associated with the group


10.1.5.6.1.4
Notify group dynamic data response
Table 10.1.5.6.1.4-1 describes the information flow notify group dynamic data response from the MC service client to the MC service server and from the group management server to the MC service server.

Table 10.1.5.6.1.4-1: Notify group dynamic data response 
	Information element
	Status
	Description

	MC service group ID
	M
	The MC service group ID for which dynamic data was received


*********Next Change***********
10.1.5.6.3
Procedure for subscription and notification for affiliation status associated with a group by the group management server
The procedure for subscription for affiliation status associated with an MC service group by the group management server is described in figure 10.1.5.6.3-1 and is used by the group management server to obtain the affiliation status (implicit and explicit) from the MC service server.
Pre-conditions:

-
The MC service server is the MC service server within the MC system where the group is defined.
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Figure 10.1.5.6.3-1: Subscription for group affiliation status 
1.
The group management subscribes to the group affiliation status stored in the MC service server using the subscribe group dynamic data request.
2.
The MC service server provides a subscribe group dynamic data response to the group management server indicating success or failure of the request.
The procedure for notification of group affiliation status as shown in figure 10.1.5.6.3-2 is used by the MC service server to inform the group management server about the updates to the group affiliation status.

Pre-conditions:

-
The group management server has subscribed to the affiliation status in the MC service server.
-
The affiliation status associated with a group subscribed to by the group management server has been updated at the MC service server.
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Figure 10.1.5.6.3-2: Notification of group affiliation status 
1.
The MC service server provides the affiliation status via a notification to the group management server which has subscribed for the group affiliation status.
2.
The group management server provides a notify group dynamic data response to the MC service server.

*********Next Change***********
10.8.3.1
MC service group affiliation procedure

Procedure for affiliation to MC service group(s) for a single MC service is described in figure 10.8.3.1-1.

Pre-conditions:

1.
MC service client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MC service client is allowed to be affiliated;
2.
MC service server may have retrieved the user subscription and group policy e.g. which user(s) are authorized to affiliate to what MC service group(s), priority, and other configuration data;
3.
MC service client may have indicated to the group management server that it wishes to receive updates of group configuration data for MC service groups(s) for which it is authorized (as described in subclause 10.1.5.3);
4.
The MC service client triggers the affiliation procedure. This is an explicit affiliation caused either by the MC service user or determined by a trigger event such as the MC service UE coming within a permitted geographic operational area of an MC service group; and
5.
The group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates.
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Figure 10.8.3.1-1: MC service group affiliation procedure

1.
MC service client of the MC service user requests the MC service server to affiliate to an MC service group or a set of MC service groups.

2a.
MC service server checks if the group policy is locally cached. If the group policy is not locally cached on the MC service server then MC service server requests the group policy from the group management server.

2b.
MC service server receives the group policy from the group management server.

3.
Based on the group policy and user subscription, the MC service server checks if the MC service group(s) is enabled and if the MC service client is authorised to affiliate to the requested MC service group(s). The MC service server also performs the check for the maximum limit of the total number (N2) of MC service groups that the user can be affiliated to simultaneously.
4.
If the user of the MC service client is authorised to affiliate to the requested MC service group(s) then the MC service server stores the affiliation status of the user for the requested MC service group(s).

5.
MC service server confirms to the MC service client the affiliation (5a) and updates the group management server with the affiliation status of the user for the requested MC service group(s) (5b).

NOTE:
Steps 5a and 5b can occur in any order or in parallel.

*********Next Change***********
10.8.3.2.2
Procedure

The procedure for affiliation to MC service group(s) which is defined in a partner MC system where topology hiding is not required for a single MC service is described in figure 10.8.3.2.2-1.

Pre-conditions:

1.
The MC service client has already been provisioned (statically or dynamically) with the group information, or a pointer to the group information, that the MC service client is allowed to be affiliated;
2.
The MC service server of the primary MC system may have locally cached the MC service group affiliation status of the MC service user;
3.
The MC service server of the partner MC system may have retrieved the group related information from the group management server;
4.
The MC service client may have indicated to the group management server of the partner MC system that it wishes to receive updates of group configuration data for MC service group(s) for which it is authorized (as described in subclause 10.1.5.3);
5.
The MC service user triggers the affiliation procedure. This is an explicit affiliation caused by the MC service user;and

6.
The group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates.
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Figure 10.8.3.2.2-1: Affiliation for an MC service group defined in partner MC system where topology hiding is not required

1.
The MC service client requests the MC service server of the primary MC system to affiliate to an MC service group or a set of MC service groups.
2.
The MC service server of the primary MC system checks if the MC service client is authorized to affiliate to the requested MC service group(s) based on the user subscription. The MC service server also performs the check for the maximum limit of the total number (N2) of MC service groups that the user can be affiliated to simultaneously.
3.
Based on the group information included in the request, the MC service server of the primary MC system, it determines to send group affiliation request to the corresponding MC service server of the partner MC system. The request may be routed through intermediate signalling nodes.

4a.
The MC service server of the partner MC system checks if the group policy is locally cached. If the group policy is not locally cached on the MC service server then MC service server subscribes to the group policy from the group management server.

4b.
The MC service server of the partner MC system receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the MC service server of the partner MC system checks if the MC service group(s) is not disabled and if the user of the MC service client is authorised to affiliate to the requested MC service group(s).

6.
If the user of the MC service client is authorised to affiliate to the requested MC service group(s) then the MC service server of the partner MC system stores the affiliation status of the user for the requested MC service group(s).

7.
The MC service server of the partner MC system sends the affiliation status result of requested MC service group(s) to the MC service server of the primary MC system (7a) and updates the group management server with the affiliation status of the user for the requested MC service group(s) (7b).

NOTE:
Steps 7a and 7b can occur in any order or in parallel.

8.
The MC service server of the primary MC system stores the affiliation status of the user for the requested MC service group(s).

9.
The MC service server of the primary MC system sends the group affiliation status result for the requested MC service group(s) to the MC service client. 

*********Next Change***********
10.8.4.2
MC service group de-affiliation procedure

The procedure for revoking the affiliation with an MC service group for a single MC service is described in figure 10.8.4.2-1.

Pre-conditions:

1.
MC service server has already subscribed to the MC service group information from group management server and has stored the data of MC service group(s) to which the MC service user is affiliated to;
2.
The MC service client triggers the de-affiliation procedure. This is an explicit de-affiliation requested either by the MC service user or determined by a trigger event such as the MC service UE moving outside a permitted geographic operational area of an MC service group;and
NOTE:
The geographical operational area beyond which de-affiliation occurs may be larger than the geographical operational area within which affiliation is permitted, to avoid repeated affiliation and de-affiliation by a user on the edge of an operational area.
3.
The group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates.
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Figure 10.8.4.2-1: MC service group de-affiliation procedure
1.
MC service client requests the MC service server to de-affiliate from an MC service group or a set of MC service groups.

2.
Based on the user subscription and stored group policy, the MC service server checks if the user of the MC service client is authorized to de-affiliate from the requested MC service group(s) and if the user of the MC service client has affiliated to the requested MC service group(s).

3.
If the user of the MC service client has affiliated to the requested MC service group(s), is authorized to de-affiliate from the requested MC service group(s) then the MC service server removes the affiliation status of the user for the requested MC service group(s).

4.
MC service server provides to the MC service client the group de-affiliation response (4a) and updates the group management server with the de-affiliation status of the user for the requested MC service group(s) (4b).

NOTE:
Steps 4a and 4b can occur in any order or in parallel.
10.8.4.3
De-affiliation from MC service group(s) defined in partner MC service system

The procedure for de-affiliation from affiliated MC service group(s) which is defined in partner MC service system for a single MC service is described in figure 10.8.4.3-1.

Pre-conditions:
1.
The primary/partner MC service servers have already subscribed to the group information from group management server and stored the data of MC service group(s) to which the MC service user intends to de-affiliate; and

2.
The group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates.
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Figure 10.8.4.3-1: De-affiliation from an MC service group defined in partner MC service system
1.
The MC service client requests the primary MC service server to de-affiliate from an MC service group or a set of MC service groups.

2.
The primary MC service server checks if the MC service client is authorized to de-affiliate from the requested MC service group(s) based on the user subscription. The primary MC service server performs the check if the user has affiliated to the MC service groups. 

3.
Based on the MC service group information included in the request, the primary MC service server determines to send MC service group de-affiliation request to the corresponding partner MC service server. The request may be routed through some intermediate signalling nodes.

4.
Based on the stored group policy, the partner MC service server checks if the MC service group is not disabled and if the user of the MC service client has affiliated to the requested MC service group(s) and is authorized to de-affiliate from the requested MC service group(s).

5.
If the user of the MC service client has affiliated to the requested MC service group(s) and is authorized to de-affiliate to the requested MC service group(s), then the partner MC service server removes the affiliation status of the user for the requested MC service group(s). 

6.
The partner MC service server sends the MC service group de-affiliation response to primary MC service server (6a) and updates the group management server with the de-affiliation status of the user for the requested MC service group(s) (6b).

NOTE:
Steps 6a and 6b can occur in any order or in parallel.

7.
The primary MC service server will remove any information stored about the user's affiliation with requested MC service group(s) of partner MC service system.
8.
The primary MC service server sends the MC service group de-affiliation response to the MC service client.

10.8.4.4
MC server initiated group de-affiliation procedure

The procedure for the MC service server to trigger a de-affiliation with an MC service group is described in figure 10.8.4.4-1.
Pre-conditions:
1.
The MC service user has previously affiliated to the group, and the MC service server has stored the status of MC service group affiliation;
2.
Following a relevant trigger condition, e.g. the user moving outside the permitted geographical operational area of the MC service group, or the permitted geographical operational area is modified, causing  user outside of  the permitted geographical operational area, the MC service server de-affiliates the user from the MC service group; and

3.
The group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates.
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Figure 10.8.4.4-1: MC service server initiated group de-affiliation procedure

1.
The MC service server determines the MC service client could be de-affiliated to the group again due to the trigger event, e.g. the permitted geographical operational area is modified, causing the user outside of the permitted geographical operational area of the MC service group, the MC service server needs to de-affiliate the MC Service user from the group.

2.  The MC service server changes the affiliation status of the user.
3.   The MC service server updates the group management server with the de-affiliation status of the user for the requested MC service group(s).

4.  The MC service server provides a de-affilication notification with the group information to the MC service client.

10.8.4.5
MC server initiated group de-affiliation from group defined in partner MC service system

The procedure for the MC service server to trigger a de-affiliation from an MC service group which is defined in partner MC service system is described in figure 10.8.4.5-1.
Pre-conditions:
1.
The MC service user has previously affiliated to the group, and the MC service server has stored the status of MC service group affiliation;
2.
Following a relevant trigger condition (e.g. the user moving outside the permitted geographical operational area of the MC service group, or the permitted geographical operational area is modified), the de-affiliation for the MC service user is initiated by the MC service server from the MC service group;
3.
The primary/partner MC service servers have already subscribed to the group information from group management server and stored the data of MC service group(s) to which the MC service user intends to de-affiliate; and

4.
The group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates.
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Figure 10.8.4.5-1: MC service server initiated group de-affiliation from group in partner system procedure
1.
The MC service server determines the MC service client could be de-affiliated to the group due to the trigger event, e.g. the permitted geographical operational area is modified, causing the user outside of the permitted geographical operational area of the MC service group, the MC service server needs to de-affiliate the MC Service user from the group.

2.
Based on the stored MC service group information, the primary MC service server determines to send MC service group de-affiliation request to the corresponding partner MC service server. The request may be routed through some intermediate signalling nodes.
3.
Based on the stored group policy, the partner MC service server checks if the MC service group is not disabled and if the user of the MC service client has affiliated to the requested MC service group(s) and is authorized to de-affiliate from the requested MC service group(s).
4.
If the user of the MC service client has affiliated to the requested MC service group(s) and is authorized to de-affiliate to the requested MC service group(s), then the partner MC service server removes the affiliation status of the user for the requested MC service group(s).

5.
The partner MC service server sends the MC service group de-affiliation response to primary MC service server (5a) and updates the group management server with the de-affiliation status of the user for the requested MC service group(s) (5b).
NOTE:
Steps 5a and 5b can occur in any order or in parallel.
6.  The primary MC service server changes the affiliation status of the user.
7.  The MC service server provides a de-affilication notification with the group information to the MC service client.
*********Next Change***********
10.8.5.1.1
Authorized user remotely changes another MC service user's affiliated MC service group(s) – mandatory mode

The procedure for an authorized user to remotely change another MC service user's affiliated MC service group(s) for a single MC service without requiring the target user's approval is described in figure 10.8.5.1.1-1.

Pre-conditions:

1.
The MC service client 1 (authorized user 1) has already been provisioned (statically or dynamically) with the target MC service user's information and its group information, that target MC service user 2 is allowed to be affiliated or de-affiliated;
2.
The primary MC service server may have retrieved the user/group policy e.g. information regarding user(s) authorization to affiliate or to de-affiliate to MC service group(s), priority, and other related configuration data; and
3.
The group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates.
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 Figure 10.8.5.1.1-1: Remotely change MC service group affiliation – mandatory mode
1.
When an authorized user requires one or more MC service users to change the affiliation to an MC service group or set of MC service groups, the MC service client 1 of the authorized user 1 sends MC service group affiliation change request with the indication of mandatory mode to the primary MC service server. The information used to indicate the change of the affiliation relationship between the target MC service user 2 and the MC service group(s) shall be included.
2.
The primary MC service server shall check if the MC service user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MC service group(s). The primary MC service server shall check if the target MC service user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MC service server also performs the check for the maximum limit on the total number (N2) of MC service groups that the user can be affiliated to simultaneously.

3a.
The primary MC service server checks if the group policy is locally cached. If the group policy is not locally cached on the MC service server, then, the MC service server subscribes to the group policy from the group management server.

3b.
The primary MC service server receives the group policy from the group management server via notification and locally caches the group policy information.

4.
Based on the group policy, the primary MC service server checks if the target MC service user 2 is authorized to affiliate or de-affiliate to the MC service group(s). 

5.
If the target MC service user 2 is authorized to affiliate or de-affiliate to the MC service group(s) then the primary MC service server stores the new requested affiliation status of the target MC service user 2 for the MC service group(s).

6.
If the requested affiliation status is a change from the current affiliation status, then the primary MC service server updates the group management server with the affiliation status of the MC service user 2 for the MC service group(s).
7a.
If the requested affiliation status is a change the primary MC service server sends the MC service group affiliation change request with the indication of mandatory mode to MC service client 2 of the target MC service user 2. The target MC service user 2 receives the latest information about the affiliated MC service groups. The MC service client 2 may subscribe to the affiliated MC service groups information with the group management server.

7b. The MC service user 2 provides a response to the primary MC service server by sending an MC service group affiliation change response.

8.
The primary MC service server sends the MC service group affiliation change response to MC service client 1. If the requested affiliation status was not changed (see 7a), then the MC service server creates an appropriate (accept) MC service group affiliation change response to send to MC service client 1.
NOTE:
Steps 6, 7a, 7b and 8 can occur in any order or in parallel, with the restriction that step 7b can only occur after step 7a occurred.

*********Next Change***********
10.8.5.2.1
Authorized user remotely changes another MC service user's affiliated MC service group(s) defined in partner MC system – mandatory mode

The procedure for the authorized user to remotely change another MC service user's affiliated MC service group(s) defined in partner MC systems for a single MC service without requiring the target user's approval is described in figure 10.8.5.2.1-1.

Pre-conditions:

1.
The MC service client 1 (authorized user) has already been provisioned (statically or dynamically) with the target MC service user 2's information and group information, that the target MC service user 2 is allowed to be affiliated or de-affiliated;
2.
The MC service client 1 (authorized user 1), MC service client 2 (target MC service user 2), and the primary MC service server belong to the same MC system;
3.
The partner MC service server may have retrieved the group related information from the group management server;
4.
The primary MC service server may have retrieved the user policy e.g. user related information regarding user(s) authorization to affiliate or to de-affiliate to MC service group(s), priority, and other related configuration data; and

5.
The partner group management server has subscribed to the MC service server within the MC system where the group is defined for affiliation status updates.
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Figure 10.8.5.2.1-1: Remote change MC service group affiliation defined in partner MC system – mandatory mode

1.
When an authorized user requires one or more MC service users to change the affiliation to an MC service group or set of MC service groups, the MC service client 1 of the authorized user 1 sends MC service group affiliation change request with the indication of mandatory mode to the primary MC service server. The information (i.e. target MC service user(s) ID, MC service group(s) ID, requested affiliation status) used to indicate the change of the affiliation relationship between the target MC service user 2 and the MC service group(s) shall be included.
2.
The primary MC service server shall check if the MC service user 1 is authorized to initiate the change of the affiliation relationship between the target user 2 and the MC service group(s). The primary MC service server shall check if the target MC service user(s) are authorized for the requested affiliation relationship based on the user subscription. The primary MC service server also performs the check for the maximum limit on the total number (N2) of MC service groups that the user can be affiliated to simultaneously.

3.
Based on the MC service group information included in the request, the primary MC service server determines to send MC service group affiliation change request to the corresponding partner MC service server (group host server).
4a.
The partner MC service server checks if the group policy is locally cached. If the group policy is not locally cached on the partner MC service server then the partner MC service server subscribes to the group policy from the group management server.

4b.
The partner MC service server receives the group policy from the group management server via notification and locally caches the group policy information.

5.
Based on the group policy, the partner MC service server checks if the target MC service user 2 is authorized to affiliate to the MC service group(s). It is possible that the target MC service user 2 affiliates to one or more MC service groups and also de-affiliates from one or more MC service groups. 

6.
If the target MC service user 2 is authorized to affiliate or de-affiliate to the MC service group(s) and if the requested affiliation status is different to the current affiliation status, then the partner MC service server stores the new affiliation status of the target MC service user 2 for the MC service group(s).

7.
The partner MC service server updates the group management server with the affiliation status of the target MC service user 2 for the MC service group(s). 

8.
The partner MC service server sends the MC service group affiliation change response to the primary MC service server.

NOTE:
Steps 7 and 8 can occur in any order or in parallel.
9.
If the requested affiliation status is different to the current affiliation status, then the primary MC service server stores the new affiliation status of the target MC service user 2 for the MC service group(s).

10a.
If the requested affiliation status is different to the current affiliation status, then the primary MC service server sends the MC service group affiliation change request with the indication of mandatory mode to MC service client 2 of the target MC service user 2. The target MC service user 2 receives the latest information about the affiliated MC service groups. Further the MC service client 2 may subscribe for the affiliated MC service groups information with the group management server.

10b.
The target MC service client 2 provides an MC service group affiliation change response to the MC service server.
11.
The primary MC service server sends the MC service group affiliation change response to MC service client 1 (authorized user). If the requested affiliation status was not changed (see 10a), then the MC service server creates an appropriate (accept) MC service group affiliation change response to send to MC service client 1.

*********Next Change***********
A.4
Group configuration data

The group configuration data is stored in the group management server. The group management server is used to configure the group configuration data to the MC service UE (CSC-2) and the MC service server (CSC-3).

A single group can support one or multiple MC service configurations. Hence, the MC service group configuration data is divided into common group configuration data and MC service specific group configuration data.

The group configuration data can be configured offline using the CSC-12 reference point.
The common group configuration data are specified in table A.4-1. Tables A.4-1 and A.4-2 contain the group configuration required to support the use of on-network MC service. Tables A.4-1 and A.4-3 contain the group configuration required to support the use of off-network MC service.
The MC service related group configuration data specific to each MC service is specified as follows:

-
MCPTT related group configuration data is specified in 3GPP TS 23.379 [16];

-
MCVideo related group configuration data is specified in 3GPP TS 23.281 [12]; and

-
MCData related group configuration data is specified in 3GPP TS 23.282 [13];
Table A.4-1: Common group configuration data (on and off network)
	Reference
	Parameter description
	MC service UE
	MC service Server
	Group management server

	[R-5.17-004],

[R-6.4.3-001],

[R-6.4.3-002],

[R-6.9-004] and

[R-5.1.3-002] of 3GPP TS 22.280 [3]
	MC service group ID
	Y
	Y
	Y

	[R-5.17-004],

[R-6.4.3-001],

[R-6.4.3-002] and

[R-6.9-004] of 3GPP TS 22.280 [3]
	Group Alias (Contact URIs)
	Y
	Y
	Y

	
	List of group members (see NOTE 1) (see NOTE 8)
	
	
	

	[R-5.1.3-001],
[R-5.1.5-001],

[R-6.4.5-005] and
[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCPTT
	
	
	

	
	>> MCPTT ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of the MCPTT ID (see NOTE 3)
	N
	Y
	Y

	[R-6.2.2-001] and

[R-7.6-007] of 3GPP TS 22.280 [3]
	>> User priority for the group
	N
	Y
	Y

	[R-5.1.3-001] of 3GPP TS 22.280 [3]


	>> Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MC service administrator).
	N
	Y
	Y

	[R-5.1.3-001],

[R-5.1.5-001],

[R-6.4.5-005] and

[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCVideo
	
	
	

	
	>> MCVideo ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of the MCVideo ID (see NOTE 3)
	N
	Y
	Y

	[R-6.2.2-001] and

[R-7.6-007] of 3GPP TS 22.280 [3]
	>> User priority for the group
	N
	Y
	Y

	[R-5.1.3-001] of 3GPP TS 22.280 [3]


	>> Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MC service administrator).
	N
	Y
	Y

	[R-5.1.3-001],

[R-5.1.5-001],

[R-6.4.5-005] and

[R-6.4.5-006] of 3GPP TS 22.280 [3]
	> MCData
	
	
	

	
	>> MCData ID (see NOTE 2)
	N
	Y
	Y

	3GPP TS 33.180 [25]
	>> KMSUri for security domain of  the MCData ID (see NOTE 3)
	N
	Y
	Y

	 [R-6.2.2-001] and

[R-7.6-007] of 3GPP TS 22.280 [3]
	>> User priority for the group
	N
	Y
	Y

	[R-5.1.3-001] of 3GPP TS 22.280 [3]

	>> Participant type for the group (group membership information). The particpant type values are defined and configured by the Mission Critical Organisation (e.g.first responder, second responder, dispatcher, dispatch supervisor, MC service administrator).
	N
	Y
	Y

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	[R-5.16.2-001] and

[R-5.16.2-002] of 3GPP TS 22.280 [3]
	Group's owner (Mission Critical Organisation)
	Y
	Y
	Y

	Subclause 8.3.2, 10.2.3
	MC service specific configuration (see NOTE 4)
	
	
	

	
	> MCPTT configuration (see NOTE 5)
	
	
	

	
	> MCVideo configuration (see NOTE 6)
	
	
	

	
	> MCData configuration (see NOTE 7)
	
	
	

	
	List of subordinate groups
	
	
	

	[R-5.2.2-002] of 3GPP TS 22.280 [3]
	> MC service group ID
	N
	Y
	Y

	
	 Group broadcast information
	
	
	

	[R-5.2.2-001] of 3GPP TS 22.280 [3]
	Level within group hierarchy
	N
	Y
	Y

	[R-5.2.3-001] of 3GPP TS 22.280 [3]
	Level within user hierarchy
	N
	Y
	Y

	NOTE 1:
The list of group members is provided to an authorized user only upon request and not by default.

NOTE 2:
MC service IDs for all configured MC services shall be provided for the configured group member. 

NOTE 3:
If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration data (on-network) configured in table A.6-1.

NOTE 4:
An MC service specific configuration shall be provided for all of the MC services for which the group is enabled. At least one MC service shall be enabled for a group.

NOTE 5:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.379 [16].

NOTE 6:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.281 [12].

NOTE 7:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.282 [13].

NOTE 8:
The list of group members comprises all group members in primary and in partner MC systems of the MC service group.


Table A.4-2: Common group configuration data (on‑network)
	Reference
	Parameter description
	MC service UE
	MC service Server
	Group management server

	[R-6.1-001] of 3GPP TS 22.280 [3]
	Maximum number of group members (Nc6)
	N
	Y
	Y

	[R-6.1-003] of 3GPP TS 22.280 [3]
	Enabled/disabled group (basic status)
	Y
	Y
	Y

	[R-6.6.1-006] of 3GPP TS 22.280 [3]
	Temporary group indication
	Y
	Y
	Y

	[R-6.4.5-005] of 3GPP TS 22.280 [3]
	List of authorised users who can request the list of members of an MC service group
	Y
	Y
	Y

	
	> MCPTT IDs
	
	
	Y

	
	> MCVideo IDs
	
	
	Y

	
	> MCData IDs
	
	
	Y

	
	MC service specific configuration
	
	
	

	
	> MCPTT configuration (see NOTE 1)
	
	
	

	
	> MCVideo configuration (see NOTE 2)
	
	
	

	
	> MCData configuration (see NOTE 3)
	
	
	

	[R-6.4.9-006] of 3GPP TS 22.280 [3]
	Geographic area within which affiliation to the group is permitted (see NOTE 4)
	Y
	Y
	Y

	[R-6.4.9-006] of 3GPP TS 22.280 [3]
	Geographic area outside which de-affiliation from the group is mandatory (see NOTE 4)
	Y
	Y
	Y

	Subclause 10.2.5
	List of authorised users who can retrieve the group information
	
	
	

	
	> MCPTT IDs
	
	
	Y

	
	> MCVideo IDs
	
	
	Y

	
	> MCData IDs
	
	
	Y

	Subclause 5.2.3
	Associated relay service code (as specified in 3GPP TS 23.303 [14])
	Y
	N
	Y

	Subclause 5.2.9 of 3GPP TS 23.280 [16
	List of partner MC systems from which interconnection is permitted for the group
	
	
	

	Subclause 5.2.9 of 3GPP TS 23.280 [16
	> Identity of partner MCPTT system
	
	Y
	Y

	Subclause 5.2.9 of 3GPP TS 23.280 [16
	> Identity of partner MCVideo system
	
	Y
	Y

	Subclause 5.2.9 of 3GPP TS 23.280 [16
	> Identity of partner MCData system
	
	Y
	Y

	NOTE 1:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.379 [16].

NOTE 2:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.281 [12].

NOTE 3:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.282 [13].
NOTE 4:
The geographic area may consist of a union of regions that are non-contiguous or contain holes.


Editor's note: the identity of the partner MC system is FFS

Table A.4-3: Common group configuration data (off‑network)
	Reference
	Parameter description
	MC service UE
	MC service server
	Group management server

	Subclause 8.1.3.2
	Prose layer-2 group ID (as specified in 3GPP TS 23.303 [14])
	Y
	N
	Y

	Subclause 8.1.3.2
	ProSe group IP multicast address (as specified in 3GPP TS 23.303 [14])
	Y
	N
	Y

	Subclause 8.1.3.2
	Indication of whether the UE shall use IPv4 or IPv6 for the MC service group (as specified in 3GPP TS 23.303 [14])
	Y
	N
	Y

	
	MC service specific configuration
	
	
	

	
	> MCPTT configuration (see NOTE 1)
	
	
	

	
	> MCVideo configuration (see NOTE 2)
	
	
	

	
	> MCData configuration (see NOTE 3)
	
	
	

	NOTE 1:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.379 [16].

NOTE 2:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.281 [12].

NOTE 3:
This parameter is a parent parameter whose child parameters are defined in 3GPP TS 23.282 [13].


_1604853613.vsd

_1605108532.vsd
�

MC service client



_1605108694.vsd

_1605108843.vsd
�

MC service client 1
(Authorized user 1)


Primary MC service server


1. MC service group affiliation change request 


2. Authorization check based on user subscription and limit check 


Group management server 


�

3a. Subscribe group policy 


5. Store group affiliation status


6. Notify group dynamic data request


8. MC service group affiliation change response


4. Authorization check based on the group policy 


�

3b. Notify group policy 


7a. MC service group affiliation change request


MC service client 2 
(Target user 2)


7b. MC service group affiliation change response



_1605108960.vsd
�

MC service client 1
(Authorized user 1)


Partner Group management server


Partner MC service server 2 (Group host server)


Primary MC service
 server 


4a. Subcribe group policy


4b. Notify group policy 


7. MC service group affiliation change response 


9. Update group affiliation status


2. Authorization check based on subscription and limit check


11. MC service group affiliation change response


5. Authorization check based on group policy 


 8. Notify group dynamic data request


6. Update group affiliation status


1. MC service group affiliation 
 change request 


MC service client 2 
(Target MCPTT user 2)


3. MC service group affiliation  change request 


10a. MC service group affiliation change request


10b. MC service group affiliation change response



_1605108756.vsd

_1605108632.vsd
�

MC service client


Partner MC service server


Primary MC service server


�

2. Authorization check based on user subscription


�

7.Remove MC service group affiliation


�

�

1. MC service group de-affiliation request


3. MC service group de-affiliation request


Group management server


4. Authorization check based on group(s) policy


5. Remove MC service group affiliation


6a.MC service group de-affiliation response


6b.Notify group dynamic data request


8.MC service group de-affiliation response



_1605108380.vsd
�

MC service client



_1605108470.vsd
�

MC service Client


Partner MC service server


Primary MC service server


�

2.Authorization check based on user subscription and N2 limit check


�

8.Store group affiliation status


�

�

1.MC service group affiliation request


3.MC service group affiliation request


Group management server


5.Authorization check based on group policy


4a.Subscribe group policy


4b.Notify group policy


6.Store group affiliation status


7a.MC service group affiliation response


7b.Notify group dynamic data request


9.MC service group affiliation response



_1604853890.vsd

_1540941921.vsd
�

MC service client


Partner MC service server


Primary MC service server


�

2. Authorization check based on user subscription


�

7.Remove MC service group affiliation


�

�

1. MC service group de-affiliation request


3. MC service group de-affiliation request


Group management server


4. Authorization check based on group(s) policy


5. Remove MC service group affiliation


6a.MC service group de-affiliation response


6b.Group de-affiliation status update
(user ID, group ID(s))


8.MC service group de-affiliation response



_1553078030.vsd

_1555285194.vsd

_1540941984.vsd
�

MC service client 1
(Authorized user 1)


Primary MC service server


1. MC service group affiliation change request 


2. Authorization check based on user subscription and limit check 


Group management server 


�

3a. Subscribe group policy 


5. Store group affiliation status


6. Group affiliation status update (target user ID, group ID) 


8. MC service group affiliation change response


4. Authorization check based on the group policy 


�

3b. Notify group policy 


7a. MC service group affiliation change request


MC service client 2 
(Target user 2)


7b. MC service group affiliation change response



_1540942212.vsd
�

MC service client 1
(Authorized user 1)


Partner Group management server


Partner MC service server 2 (Group host server)


Primary MC service
 server 


4a. Subcribe group policy


4b. Notify group policy 


7. MC service group affiliation change response 


9. Update group affiliation status


2. Authorization check based on subscription and limit check


11. MC service group affiliation change response


5. Authorization check based on group policy 


 8. Group affiliation status update
(target user ID, group ID(s)) 


6. Update group affiliation status


1. MC service group affiliation 
 change request 


MC service client 2 
(Target MCPTT user 2)


3. MC service group affiliation  change request 


10a. MC service group affiliation change request


10b. MC service group affiliation change response



_1537014549.vsd
�

MC service Client


Partner MC service server


Primary MC service server


�

2.Authorization check based on user subscription and N2 limit check


�

8.Store group affiliation status


�

�

1.MC service group affiliation request


3.MC service group affiliation request


Group management server


5.Authorization check based on group policy


4a.Subscribe group policy


4b.Notify group policy


6.Store group affiliation status


7a.MC service group affiliation response


7b.Group affiliation status update (MC service user ID, MC service group ID(s))


9.MC service group affiliation response



_1540941863.vsd
�

MC service client



_1537014467.vsd
�

MC service client



