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	Reason for change:
	At present, when the UE requests the establishment of a PDU session over n3GPP access, it is not clear whether the UE provides or not the UE Integrity Protection Data Rate capability in the 5GSM Capability IE, since such IE is meaningful for the 3GPP access and not for n3GPP access.

However, if the UE does not provide the capability and the policy for the PDU session indicates that Integrity Protection is “required”, when the PDU session is handed over to the 3GPP access the SMF does not have sufficient information to determine whether the handover should be allowed or not, as highlighted by CT1 in the LS in C1-186852.
 

	
	

	Summary of change:
	It is proposed that, even though the UE Integrity Protection Data Rate capability in the 5GSM Capability IE applies only to a 3GPP access, the UE provides the capability in PDU Session Establishment request independently of the access over which the UE sends the request message.

	
	

	Consequences if not approved:
	Unclear how a PDU session, established over n3GPP and for which Integrity Protection is “required”, can be handed over from n3GPP access to 3GPP access.
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	Other comments:
	


* * * First Change* * * *
5.4.4b
UE 5GSM Core Network Capability handling

The UE 5GSM Core Network Capability is included in PDU Session Establishment Request.

The UE shall indicate in the UE 5GSM Core Network Capability whether the UE supports:

-
"IP", "IPv4", "IPv6", "IPv4v6" or "Ethernet" PDU Session Type;

-
Reflective QoS;

-
Multi-homed IPv6 PDU Session (only if the Requested PDU Type was set to "IPv6" or "IPv4v6").

The 5GSM Core Network Capability is transferred, if needed, from V-SMF to H-SMF at PDU Session Establishment.

The 5GSM Core Network Capability is also included in the PDU Session Modification if the Reflective QoS and/or Multi-homed IPv6 PDU Session is present, and at inter-system change from EPC to 5GC.

The UE shall provide the UE Integrity Protection Data Rate capability in the 5GSM Capability IE independently of the Access Type over which the UE sends the PDU Session Establishment Request. The UE Integrity Protection Data Rate capability indicates the maximum data rate up to which the UE can support UP integrity protection.

* * * End of Changes * * *
