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1
Scope

This document defines the stage 2 service description for emergency services in the IP Multimedia Core Network Subsystem (IMS), including the elements necessary to support IP Multimedia (IM) emergency services and IM emergency services for eCall. ITU‑T Recommendation I.130 [4] describes a three-stage method for characterisation of telecommunication services, and ITU‑T Recommendation Q.65 [3] defines stage 2 of the method.

This document covers also the Access Network aspects that are crucial for the provisioning of IMS emergency services. Other 3GPP specifications that are related to the IMS emergency services are TS 23.228 [1] on IMS in general, including fixed broadband access aspects, TS 23.060 [2] describing GPRS (UTRAN): TS 23.401 [28] describing EPS (UTRAN and E-UTRAN); TS 23.402 [29] describing Non 3GPP access (WLAN) to EPC; TS 23.271 [5] that covers location services; TS 23.216 [31] and TS 23.237 [32] describing Single Radio Voice Call Continuity (SRVCC) and Dual Radio Voice Call Continuity (DRVCC) for IMS Emergency session, TS 23.292 [45] describing the use of IMS services when using CS access for the media bearer and TS 23.501 [aa] and TS 23.502 [bb] describing support of emergency services and location for 5GS. TS 25.301 [6] contains an overall description of the UMTS Terrestrial Radio Access Network; TS 36.300 [30] contains an overall description of the Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal Terrestrial Radio Access Network (E-UTRAN); and TS 38.300 [cc] contains an  overall description of the Next Generation Radio Access Network (NG-RAN). Other non-3GPP specifications that are related to the IMS emergency services include 3GPP2 cdma2000 HRPD IP‑CAN, as specified in 3GPP2 X.S0060 [25] when the UE is connected to a PDS core network and 3GPP2 X.S0057‑A [39] when the UE is connected to an EPC core network.

The emergency support in different IP-CANs is described in the Informative Annex E.
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2
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[31]
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3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

[33]
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[34]
3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia telephony; Media handling and interaction".

[35]
3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".

[36]
ETSI TS 181 019 V2.0.0: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Business Communication Requirements".

[37]
ETSI TS 182 024 v.2.1.1: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Hosted Enterprise Services; Architecture, functional description and signalling".

[38]
ETSI TS 182 025 v.2.1.1: "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Business trunking; Architecture and functional description".

[39]
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[40]
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4.3
Location information for Emergency Sessions

Location information is needed for 2 main reasons in emergency services. The initial purpose of the location information is to enable the IMS network to determine which PSAP serves the area where the UE is currently located, so that the IMS network can route the emergency session to the correct PSAP. The second purpose is for the PSAP to get more accurate or updated location information for the terminal during or after the emergency session where required by local regulation.

4.3.1
General Location Information Principles

The following general principles shall apply regarding the handling of location information:

-
If the UE has location information available, the UE shall include the location information in the request to establish an emergency session. The location information may consist of network location information, that is the Location Identifier, and/or the Geographical location information.

-
The P‑CSCF may query the IP‑CAN to obtain location identifier.

-
If a trusted AS is used for the emergency session, the AS may provide the location identifier.

-
When an emergency session is coming from a private network, it is assumed that the private network includes the initial location information in the request to establish an emergency session and subsequent location information as requested.


The E‑CSCF, if required, may query the LRF for additional location information. If the E‑CSCF does not receive location information in the emergency service request, it may query the LRF for location information.

-
The E‑CSCF shall be able to query the LRF to validate the location information if provided initially by the UE.

-
For WLAN access, the LRF may query HSS for NPLI if the UE is not roaming. In some regions, for example in the North American region [45], if the BSSID of the serving WLAN is available, the LRF may query a database subject to national regulations and operator policies for the dispatchable location associated with the BSSID of the WLAN Access Point.
-
The E‑CSCF routes the emergency request to the PSAP/Emergency Centre that corresponds to the type of emergency service requested and to the type of emergency service requested and to the current location of the UE or to a default PSAP/Emergency Centre. The access dependent variations of this approach are described in the respective access specific annexes, for the cases where the UE is using GPRS (UTRAN), EPS (UTRAN and E-UTRAN), 5GS (NG-RAN), fixed broadband access or a WLAN access to EPC for the emergency service.

-
The E‑CSCF forwards the SIP request containing the UE's location information to the PSAP/Emergency Centre via PS domain or via BGCF/MGCF through the CS domain. The location information can contain explicit location information and/or a reference key to allow the PSAP to retrieve location at a later stage.

4.3.2
Void
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4.4
IP-CAN

The following are the expectations on the IP-CAN for IMS emergency services:

-
Except for emergency services over WLAN access to EPC, it shall be possible to access the IP-CAN without sufficient security credentials.

-
It shall be possible to reject requests from UE without sufficient security credentials to establish bearer resources.

-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, it shall be possible for the IP-CAN to prioritise emergency services traffic. PCC (Policy and Charging Control) methods may be used to inform the IP-CAN and request appropriate handling of the emergency service. The QoS information for emergency traffic is specified in TS 23.203 [20].

-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, the IP-CAN shall ensure that the IP flows using the requested resources are only for communication with the network entities involved in the support of the emergency services. Applicable service data flow filters for emergency traffic need to be defined by the operator according to the details described in TS 23.203 [20].

-
In the case that the IP-CAN receives a request to establish bearer resources for emergency services, the IP-CAN may provide additional identifier(s) to IMS network (e.g. IP-CAN level's subscriber ID).

-
The IP-CAN may support emergency services free of charge. Applicable PCC rules need to be defined by the operator according to the details described in TS 23.203 [20].

-
The IP-CAN may provide emergency numbers to the UE in order to ensure that local emergency numbers are known to the UE (see TS 22.101 [8]).

If the IP-CAN is a GPRS (UTRAN) network, the detailed procedures are described in TS 23.060 [2]. If the IP-CAN is an EPS (UTRAN and E-UTRAN) network, the detailed procedures are described in TS 23.401 [28] and TS 23.060 [2] and in Annex H. If the IP- CAN corresponds to WLAN access to EPC, the detailed procedures are described in TS 23.402 [29] and in Annex J. If the IP-CAN is a 5GS (NG-RAN) network, the detailed procedures are described in TS 23.502 [bb] and in Annex H.
The emergency support in different IP-CAN scenarios is described in the Informative Annex E.
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7.2
IMS Registration for Emergency Session

The IMS emergency registration procedure shall follow the procedures as described in clause 5.2.2.3 of TS 23.228 [1] with the following modifications:

-
The UE shall initiate an IMS emergency registration when all of the following conditions are met:

-
either the UE is not already IMS registered or the UE is IMS registered but is roaming outside its home network;

-
the UE has sufficient credentials to authenticate with the IMS network;

-
the UE is able to detect emergency session.

The UE shall also initiate an IMS emergency registration when it receives an "IMS emergency registration required" response as a result of the emergency session request:

-
If the UE initiates an IMS emergency registration, it shall first initiate an emergency access to the IP-CAN if emergency access has been defined for the particular type of IP-CAN. This is to ensure that the session attempt is handled in the VPLMN when the UE is roaming and provides appropriate priority treatment and access to appropriate network elements (e.g. to a particular PDG or UPF and P‑CSCF in the VPLMN).

-
If the UE had already performed an emergency access when it receives an "IMS emergency registration required" response as a result of an emergency registration or emergency session request, it shall perform an emergency access followed by an emergency registration using a different VPLMN if available to prevent looping.

-
The UE shall use an indication in the emergency registration request. This indication may be used to inform the home network that roaming restrictions may not be applied.

-
The user's home network should ignore roaming restrictions for emergency registration requests.

P‑CSCF handles the registration requests with an emergency indication like any other registration request.

The S‑CSCF in the home network may modify the received registration expiration value from the request according to local regulation or operator policy in the serving system. The subsequent registration flows are like any other registration with the considerations defined in clauses 6.2.4 and 6.2.9.
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Annex E (Informative):
Emergency support in different IP-CANs

Support for emergency services in the IP Multimedia Core Network can be provided by certain IP-CANs according to table E.1, which shows the level of possible emergency support in this version of the specification. The UE may be able to use also other IP-CANs that are not included in table E.1 to access emergency services in the IP Multimedia Core Network, but the support of such access technologies is out of scope of this specification.

Table E.1: Support for IMS Emergency Services by Different IP-CANs

	IP-CAN
	Normal Access
	Emergency support
	Insufficient Security Credentials

	GPRS (UTRAN)
	X
	X
	X

	Fixed Broadband
	X
	X
	X

	cdma2000 HRPD/PDS
	X
	X
	X

	cdma2000 HRPD/EPC
	X
	X
	X

	EPS (UTRAN and E-UTRAN)
	X
	X
	X

	WLAN access to EPS
	X (NOTE 1)
	X
	-

	5GS (NG-RAN)
	X
	X
	X

	NOTE 1:
Emergency Sessions use a normal access to EPC only in case of emergency sessions not detected by the UE and nevertheless served by the IMS network.


The term "normal access" in table E.1 means that the IP-CAN is not made aware of the UE intent to establish an emergency services session and therefore provides no special emergency support e.g. call priority.

The term "emergency support" in the table means that the IP-CAN is made aware of the UE intent to establish an emergency services session, or at least of the priority nature of the access, so that the access network is able to handle the emergency call with appropriate priority.

The term "insufficient security credentials" in the table means that the IP CAN is able to allow a UE with no UICC card or a UICC card with insufficient credentials to obtain IP bearer access for emergency services in the IP Multimedia Core Network.
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Annex H (Normative):
IMS emergency services using UTRAN, E-UTRAN and NG-RAN radio access network

H.1
General

This annex includes additional requirements and clarifications when the IP-CAN is a PS Domain supporting UTRAN, E-UTRAN or NG-RAN radio access network.

If a PLMN supports other emergency numbers than those listed in TS 22.101 [8], the UE is connected to the PLMN using UTRAN, E-UTRAN or NG-RAN radio access network and the UE needs to know these other emergency numbers, then such emergency numbers shall be provided to the UE via the mobility management procedures as described in TS 24.301 [33] and TS 24.008 [13]. 
Editor's note:
delivery of emergency numbers using mobility management procedures for 5GS will be defined in stage-3 specifications. 
For registration requests received from an emergency PDN connection or emergency PDU session, the P-CSCF shall reject any IMS registration which is not for the emergency purpose.

eCall is only supported with E-UTRAN and E-UTRA connected to 5GC. UE configured for eCall Only Mode can receive a PSAP call back for a limited duration following the termination of the eCall due to its specific mobility management procedures requirement as defined in TS 22.101 [8].

H.2
UE specific behaviour

For the specific case where the UE has selected to make an emergency call over EPS, GPRS or 5GS the UE shall use the following procedures:

-
A UE shall establish an emergency PDN connection or emergency PDU session and perform an IMS emergency registration before initiating a UE detectable emergency session via UTRAN, E-UTRAN or NG-RAN.

-
A UE shall not establish an emergency PDN connection or emergency PDU session if the UE initiated a non UE detectable emergency session and is subsequently informed by the network that the ongoing session is an emergency session.

NOTE 1:
If SRVCC is required in the network, an operator could download the local emergency numbers to avoid non UE detectable emergency sessions since UTRAN and E-UTRAN will not be able to identify emergency SRVCC handling without an emergency PDN connection.
-
If the UE initiates a non UE detectable emergency session, and the session initiation request is rejected by the P‑CSCF with an indication that this is an emergency session, the UE shall select a domain according to the requirements for domain priority and selection in clause H.5 when applying the requirements in clause 7.1.2.

-
If the UE has not been authenticated in the PS domain, the UE shall initiate an IMS emergency session establishment without registration according to clause 7.4.

-
The UE shall include the latest available Cell Global Identification (CGI) in the IMS emergency request establishing the emergency call.

NOTE 2:
When using UTRAN, the UE is not always able to read the current cell identity and in some cases the UE can be connected to several cells simultaneously.
-
If the UE is required to include an equipment identifier (according to clauses 4.1 and 6.1) the equipment identifier shall be the IMEI.

-
For the media supported during IMS emergency sessions in TS 22.101 [8] clause 10.4, media codec and format support is specified in TS 26.114 [34].

-
UE shall only perform eCall procedure over IMS as specified in clause 7.7.1 when it detects the "eCall supported" indication as defined in TS 23.401 [28] and TS 23.501 [aa].
-
When PS access is available, but the UE does not detect the "eCall supported" indication as defined in TS 23.401 [28] and TS 23.501 [aa], and there is no CS access available, the UE shall establish a regular IMS emergency call.

H.3
High Level Procedures for IMS emergency calls

For the high level procedures (as described in clause 7.1.1) the following statements apply for UE detected emergency calls when PS domain with UTRAN, E-UTRAN or NG-RAN access is used:

-
the bearer registration to the IP-CAN is the PS attach or PS Registration procedure;

-
the IP-CAN bearer resource is the PDP context for GPRS, EPS Bearer for EPS and QoS Flow for 5GS, and the TS 23.060 [2], the TS 23.401 [28] and the TS 23.501 [aa] respectively describe how to indicate that the request is for emergency;

-
the release of reserved bearer resources is the release of a PDP context, an EPS Bearer or a QoS Flow.

For the high level procedures (as described in clause 7.1.2) the following statements apply for Non UE detectable emergency calls when PS domain with UTRAN, E-UTRAN or NG-RAN access is used:

-
The P-CSCF rejects the session initiation request with an indication that this is an emergency session; or

-
the P-CSCF allows the session initiation request to continue and the E-CSCF informs the UE that it is an emergency session. Such a session will not use an emergency PDN connection or emergency PDU session and will not have SRVCC or SRVCC for IMS emergency session support.

For the IMS Emergency Session Establishment without Registration (as described in clause 7.4), P-CSCF retrieves the additional subscriber related identifier(s) from IP-CAN via PCC in TS 23.203 [20] when PS domain with UTRAN and E-UTRAN access is used.

H.4
Location handling

The applicable location solutions are specified in TS 23.271 [5] for control plane with UTRAN and E-UTRAN access, in TS 23.501 [aa] and TS 23.502 [bb] for control plane with NG-RAN access and in SUPL 2.0 (OMA AD SUPL[15], OMA TS ULP [16]) for user plane. For SUPL, SUPL Initiation Function using UDP/IP (OMA AD SUPL [15]) shall be supported by the SET.

If the operator policy requires network provided location using PCC-based solutions for the UE location (e.g. serving cell), the P-CSCF retrieves location information from the access network and includes it in the emergency service request, as described in TS 23.228 [1]. The UE location is marked as being network provided to distinguish it from location information that the UE provided.

If the operator policy requires network provided location using the LRF-based solution for the UE location (e.g. serving cell), the P-CSCF forwards the emergency request to E-CSCF. The E-CSCF retrieves location information from LRF as described in clause 6.2.2.

Operator policies in the P-CSCF and E-CSCF should be aligned to ensure that the E-CSCF doesn't attempt to retrieve location information from the LRF if network-provided location information is present in the initial emergency request. However, as described in clause 6.2.2, the E-CSCF may request the LRF to retrieve additional location information (e.g. the UE's geographical location information).

H.5
Domain Priority and Selection Rules for Emergency Session Attempts

This clause details the domain priority and selection (see clause 7.3) for UE that attempts to make an emergency session for UTRAN, E-UTRAN or NG-RAN radio access networks based on the UE attach status to CS or PS domains and the network support for IMS emergency and IMS voice over PS.

The following table (Table H.1) defines these rules based on the UE (last 2 columns) for different initial conditions (first 4 columns) when an emergency session is initiated and when the UE is not in limited service state.

For NG-eCall (eCall over IMS) domain selection in clause H.6 applies. This clause is not applicable for NG-eCall.

Table H.1: Domain Selection Rules for emergency session attempts for UTRAN, E-UTRAN and NG-RAN radio access networks

	
	CS Attached
	PS Attached
	VoIMS
	EMS
	First EMC Attempt 
	Second EMC Attempt

	A
	N
	Y
	Y 
	Y
	PS
	CS if available and supported

	B
	N
	Y
	N
	Y
	PS or CS if the emergency session includes at least voice.

PS if the emergency session contains only media other than voice.
	PS if first attempt in CS

CS if first attempt in PS

	C
	N
	Y
	Y or N
	N
	CS or PS for another 3GPP RAT with EMS set to “Y” if available and supported and if the emergency session includes at least voice.
PS for another 3GPP RAT with EMS set to “Y” if available and supported if the emergency session contains only media other than voice.
	
PS if first attempt in CS

CS if first attempt in PS

	D
	Y
	N
	Y or N
	Y or N
	CS if the emergency session includes at least voice.

PS if available and EMS is "Y" and emergency session contains only media other than voice.
	PS if available and EMS is "Y"

	E
	Y
	Y
	Y
	Y
	If the emergency session includes at least voice, follow rules in TS 22.101 [8] which say to use the same domain as for a non-EMC (NOTE 2)
PS if the emergency session contains only media other than voice.
	PS if first attempt in CS

CS if first attempt in PS

	F
	Y
	Y
	Y or N
	N
	CS if the emergency session includes at least voice.
	PS for another 3GPP RAT if available and supported and EMS is "Y".

	G
	Y
	Y
	N
	Y
	CS if the emergency session includes at least voice.

PS if the emergency session contains only media other than voice.
	PS

	EMC =
Emergency Session. EMC includes also normal calls initiated in the CS domain that are treated by the CS CN as emergency calls.
VoIMS =
Voice over IMS over PS sessions support as indicated by IMS Voice over PS session supported indication as defined in TS 23.401 [28], TS 23.060 [2] and TS 23.502 [bb].

EMS =
IMS Emergency Services supported as indicated by Emergency Service Support indicator as defined in TS 23.401 [28], TS 23.060 [2] and TS 23.502 [bb].

NOTE 1:
If the UE selects the CS domain and initiates a normal call using the dialled local emergency number (see clause 7.1.2), and the UE enters limited service state (e.g. due to a Location Registration failing), then the UE camps on an acceptable cell (see TS 23.122 [41]) and may proceed with the EMC by initiating an emergency call in limited service state.

NOTE 2:
Use of the same domain as for a non-EMC is restricted to UTRAN, E-UTRAN and NG-RAN access (e.g. excludes WLAN).
NOTE 3:   A UE in dual registration mode as defined in TS 23.501 [aa] that is registered to both EPC and 5GC assumes attachment, for the purpose of the “PS Attached” column, to whichever of EPC or 5GC indicates EMS as “Y”. When both EPC and 5GC indicate EMS as “Y”, the UE shall assume attachment to EPC when camped on or connected to E-UTRA connected to EPC and to 5GC when camped on or connected to NR or E-UTRA connected to 5GC.
NOTE 4:  The other 3GPP RAT for row C and row F can be any of UTRA, E-UTRAN connected to EPC, E-UTRA connected to 5GC or NR connected to 5GC that is supported by the UE and differs from the RAT to which the UE is currently attached in the PS domain (or is assumed to be attached based on Note 3). 


H.6
eCall over IMS

This clause details the domain priority and selection (see clause 7.3) for a UE that attempts to make an eCall over IMS session using E-UTRAN or E-UTRA connected to 5GC radio access networks based on the availability of the CS or PS domains and the network support for IMS emergency, eCall over IMS and IMS voice over PS.

The following table (Table H.2) defines these rules based on the UE (last 2 columns) for different initial conditions (first 4 columns) when an eCall over IMS session is initiated and when the UE is not in limited service state.

Table H.2: Domain Selection Rules for eCall over IMS session attempts for E-UTRAN radio access networks

	
	PS Available
	VoIMS
	EMS
	ECL
	First eCall Attempt 
	Second eCall Attempt

	A
	Y
	Y
	Y
	Y
	PS
	CS if available

	B
	Y
	Y
	Y
	N
	CS if available
	PS (UE establishes IMS emergency session)

	C
	Y
	Y or N
	N
	N
	CS if available
	No attempt is made in the PS domain

	D
	Y
	N
	Y
	Y
	PS or CS if available
	CS if first attempt in PS

PS if first attempt in CS

	E
	Y
	N
	Y
	N
	CS if available
	PS (UE establishes IMS emergency session)

	F
	N
	
	-
	-
	CS if available
	

	VoIMS  =
Voice over IMS over PS sessions support as indicated by IMS Voice over PS session supported indication as defined in TS 23.401 [28].

EMS    =
IMS Emergency Services supported as indicated by Emergency Service Support indicator as defined in TS 23.401 [28].

ECL     =
eCall Over IMS support as indicated by the eCall support indicator defined in TS 23.401 [28] and TS 23.501 [aa] for E-UTRA connected to 5GC only.


>>>End of Changes <<<

