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	Feature / Item:
	MCSec / 730047

	Affects:
	UE/MS:

X
	CN:

X
	GERAN:


	UTRAN:


	E-UTRAN:



	Expected Completion Date:
	TSG SA Meeting #76 – June 2017

	Service(s) impacted:
	Rel-14 MCX Services

	Specification(s) affected:
	TS 33.180

	Task(s) within work which are not complete:
	Enhanced authentication of privileged command-and-control signalling within MCX.
Security for multiple security domains within MCX

Enhancements to MCX signalling security.

Security of new eMCPTT feature 'Temporary Group call – user regroup' and 'First to answer call'.

MCData security. 

	Consequences if not included in Release 14:
	No security or incomplete security for the MCX features mentioned above. 


Abstract of document:

Based on Stage 2 work of SA6 within TS 23.379, 23.280, 23.281 and 23.282 there are still a number of MCX features that require a security functionality to be defined. In a number of these cases, defining the remaining security functionality is dependent on input from both SA6 and CT1.

If this exception is not granted in Rel-14, MCX will have features without security. 

Contentious Issues:

None
