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Abstract of the contribution: This contribution proposes the solution to support energy efficiency in 3GPP next generation system’s session management
Introduction
NFV enables operators to be able to dynamically manage the usage of the hardware such as the hosts to optimise the energy consumption by consolidating the required virtual and physical resources based on the traffic density or network load conditions.  This contribution proposes to add the potential solutions to Section 6 of TR21.866 which enable live migration of VNF’s and the corresponding virtual resources such as virtual machines to reduce the number of the hosts only sufficient to run the required VNF’s to meet the traffic demand and QoS requirements 
Proposal:
****************************************Start of change *******************************************
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3
Definitions, symbols and abbreviations
3.2
Abbreviations
EEOE
Energy Efficiency Optimization Entity

LCM
Life Cycle Management

MANO
Management and Orchestration

NFVO
Network Function Virtualisation Orchestrator

POP
Point of Presence

VM
Virtual Machine
VIM
Virtualised Infrastructure Manager

VNF
Virtualised Network Function

VNFC
Virtual Network Function Component

VNFD
Virtual Network Function Descriptor

VNFM
Virtual Network Function Manager

6
Potential Solutions for Energy Efficiency Improvement
6.X
Solution X: Virtual Network Resources Control for Energy Efficiency
6.X.1
General
Figure 6.x.1-1 depicts a virtualised network with interconnected host machines to run the software images, e.g. the virtual machines, of the virtualised network functions (VNFs) which are created and managed by the NFV’s Management and Orchestration function.
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5.X.2
The Attach Procedure 

Figure 5.x.2-1 shows the UE attach procedure with energy efficiency control in the Access Network.

Figure 6.x.1-1: NFV enabled Virtual Network Support with EE Policy Control
The NFV MANO on-demand support of energy efficiency enables the energy aware VNF creation, placement, migration and scheduling depending on the traffic conditions according to the operators’ EE policies. According to the EE requirements defined Section 4, the  key issue in Section 5.1  and the solution in Section 6.3, the EE policies are defined by the operators to govern the energy efficiency control operations  in the relevant network functions and assess the achievable energy efficiency in line with the pre-defined EE KPI.
The NFV PoPs  running in the physical hosts implement the different network functions , e.g. the MME, SGW and PGW functions in EPC. In the next generation system, the NFV PoP can realize the network functions in the control plane and the user plane in both (Radio) Access Network and the Core network. For example, NFV PoPs can contain the virtualised network functions (VNF) to realise the following NF’s in the control plane of next generation system core;
· AMF
Core Access and Mobility Management Function

· AUSF
Authentication Server Function
· DSF
Data Storage network Function
· NEF
Network Exposure Function

· NRF
NF Repository Function

· PCF
Policy Control Function

· SMF
Session Management Function

· UDM
Unified Data Management

and the VNF’s to realise the User plane Function (UPF). 
Depending on the definitions of the (R)AN functions and their split, the MAC, RRC, RLC, PDCP functions can be virtualised as VNF’s or VNFCs in a VNF.
6.X.2
The Virtual Network Function Instantiation with EE Control Policy
Figure 6.x.2-1 shows a diagram to integrate the EE control policies with the network virtualization processs.






Figure 6.x.2-1: Network Virtualization with Energy Efficiency Control Policies
A set of network function instantiation  parameters  with EE control policies description including the EE KPI’s (see Section 5.1) are provided by operators and sent to NFV MANO for virtualizing the network functions into VNFs, each of which is described with VNF descriptor (VNFD) including the EE control  policies rules to apply to the VNF. EE control policy rules contain the information as defined in Section 6.3.3 govern the energy efficiency control operations by the VNFC’s in the relevant VNF instance  and the output of power consumption per the defined EE KPI. Depending on the operators’ requirements, it may be necessary to apply EE policies to multiple VNFs to govern the energy efficiency control across the different network functions such as synchronising energy efficiency control operations in different network elements to maximise system-wide energy efficiency. 
6.X.3
The Resource Migration with EE Control

Figure 6.x.3-1 shows a NextGen system architecture which supports two parallel PDU sessions via the UPFA and UFAB to two different Data Networks, DNA and DNB.
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Figure 6.3.x-1: The NextGen system architecture supporting two parallel PDU sessions
Figure 6.3.x-2 shows an example of VNFA virtualizing the functions of UPFA. with support of EE control policies. Depending on the operators’ instantiation request, the UPFA and UFAB may be virtualised and instantiated as VNFA and VNFB running on the same or two host machines. VNFA and VNFB  have two VNF components, 
· VNFC-UPFA/VNFC-UPFB for handling the PDU sessions to perform the user plane functions such as data packet routing and forwarding to/from the data network A and B, respectively.  
· VNFC-EEOEA/ VNFC-EEOEB  of virtualised EE Optimisation Entities to perform energy efficiency control functions to enforce the EE control policies. 
According to the EE control framework as defined in Section 5.1 and 6.3 in TR21.866, an energy efficiency optimisation entity is “embedded” in the relevant subsystems or network element or site.  As an example,  VNFC-EEOEA is the virtualised EEOE to enforce EE control policies associated with the VNFC-UPFA such as the monitoring/reporting EE statistics and the activation/deactivation of EE operations etc according to the traffic conditions in VNFC-UPFA. 
Note: Figure 6.3.x-2 shows a case where the VNFC-UPFA is associated with a VNFC-EEOEA for managing its energy efficiency control related operations to enforce the EE control policies.  The EEOE functions can also be embedded in a multi-purpose VNFC or shared between multiple VNFCs

Figure 6.3.x-2: Virtualized Network Function for User Plane Function in NextGen System














Figure 6.3.x-3: VNF Instantiation with resource consolidation/migration 
It is also recognised that the parallel PDU sessions for other UE’s to communicate with data network A and B may also be supported by the same or separate VNF’s running on the same or different host machines A and B.  
Figure 6.3.x-3 shows a general VNF instantiation procedure with live resource consolidation/migration according to the EE control policies. 

1. OSS sends operators defined VNF request to the NFV Orchestrator (NFVO)
2. NVFO validates the instantiation request and generates and stores the VNF descriptor and send the descriptor to the VNF Manager.
3. VNFM parses the VNF descriptor.

4. VNFM sends the VNF Life Cycle Management Request[X] to NVF MANO
5. VNFM performs the authorisation of the LCM request and selects the appropriate Virtualised Infrastructure Manager. 

6. VNFM sends the LCM response to the VNFM.

7. VNFM sends the AllocateComputeRequest including the required virtual resources for computing, storage, and  network resources to the selected VIM.

8. VIM selects the appropriate hosts capable to support the required virtual resources

According to the EE control policy rules, the traffic load on host machines running the instances of VNFA and VNFB are monitored by EE optimisation entity VNFC-EEOE.  And if host B traffic load  is below the designated threshold of traffic density or other EE control policies such as the time of the day etc, then the virtual machine of VNFB can be migrated to Host A so that the Host B can enter power saving mode to reduce power consumption.
Note: live migration of virtual resources should not compromise the QoS/QoE as required on the PDU session connected to  Data Network B  through UFAB, according to the EE control framework as described in Section 5.1 and Section 6.3
9. VIM sends  CreateVM commands to create the  Virtual Machines A and B as NVF instances corresponding to the functions of VNFA and VNFB.
****************************************End of change*******************************************
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