Page 1



SA WG2 Meeting #118
S2-166856
14 - 18 November 2016, Reno, Nevada, USA
(revision of S2-166805)
	CR-Form-v11.1

	CHANGE REQUEST

	

	
	23.167
	CR
	0305
	rev
	3
	Current version:
	14.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	x
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Update with SEW2 capabilities

	
	

	Source to WG:
	Nokia

	Source to TSG:
	SA WG2

	
	

	Work item code:
	SEW2 
	
	Date:
	2016-10-10

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)

	
	

	Reason for change:
	SEW2 in REL-14 has completed the work which has removed the limitations that was put in place in SEW1 for REL 13. For some reasons, TS 23.167 has not been updated so all the limitations from SEW1 are still left in REL-14 of this specification.  

	
	

	Summary of change:
	Add description that SEW2 supports both trusted (S2a) and untrusted (S2b) WLAN access for emergency session. Clarifies that the use of WLAN access to IMS without S2a or S2b for emergency session is not defined. Remove the limitation set from SEW1.

	
	

	Consequences if not approved:
	Incorrect specifications. Mis-align with Rel-14 defined capabilities in TS 23.402 and TS 23.237.

	
	

	Clauses affected:
	J.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


** start **
Annex J (normative):
IMS emergency services using WLAN access to EPC

J.1
General

This annex includes additional clarifications when the IP-CAN corresponds to a WLAN access to EPC.
Both trusted WLAN access (S2a) and Untrusted WLAN access (S2b) to EPC for emergency sessions are supported. 
NOTE:
This annex only applies to EPC access using S2a or S2b.
The UE may issue an Emergency session over WLAN access to EPC only when 3GPP access for emergency call is not possible or available (e.g. no 3GPP coverage).








Further details on the procedures defined for WLAN access to EPC support of support emergency sessions are defined in TS 23.402 [29].
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