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5.2.3.3.1
Triggers for SGW-CDR charging information addition

The "List of Traffic Data Volumes" attribute of the SGW-CDR consists of a set of containers, which are added when specific trigger conditions are met, and identify the volume count per QCI/ARP pair, separated for uplink and downlink traffic, on encountering that trigger condition. 
Table 5.2.3.3.1.1 identifies which conditions are supported to trigger SGW-CDR charging information addition.

Table 5.2.3.3.1.1: Triggers for SGW-CDR charging information addition

	Trigger Conditions
	Description/Behaviour

	QoS Change
	A change in the QoS shall result that open "List of Traffic Data Volumes" containers being closed and added to the CDR and new IP-CAN bearer specific container is opened.

	Tariff Time Change
	On reaching the Tariff Time Change open "List of Traffic Data Volumes" containers shall be closed and added to the CDR.

	User Location Change
	A change in the User Location Info (e.g. ECGI, TAI, RAI, SAI or CGI) shall result that open "List of Traffic Data Volumes" containers being closed and added to the CDR, if location reporting is required, and a report of User Location Change is received.

	User CSG Information change
	A change in the User CSG info (e.g. CSG ID, access mode or CSG membership indication) shall result that open "List of Traffic Data Volumes" containers being closed and added to the CDR, if CSG information reporting is required, and a report of User CSG information change is received.

	Change of UE presence in Presence Reporting Area
	A change of UE presence in Presence Reporting Area shall result that open "List of Traffic Data Volumes" containers being closed and added to the CDR, if such reporting is required, and a report that user enters/leaves the area is received.

	CDR Closure
	Open "List of Traffic Data Volumes" containers shall be closed and added to the SGW-CDR.


Volume container identifies the uplink/downlink volume since the closure of the last container. 
The "Serving Node Address" attribute of the SGW-CDR consists of a list of serving node (e.g. S4-SGSN/MME) addresses. New serving node address is added to the list when e.g. S4-SGSN/MME changes.

When Charging Event (ACR) is triggered by table 5.2.3.3.1.1 conditions, the Change-Condition sub-field associated to the added volume container, indicating the appropriate condition, shall be present, excluding CDR Closure case.

When Charging Event (ACR) is triggered by CDR Closure condition, this Change-Condition sub-field associated to the added volume container shall be omitted, except when CDR closure is due to "maximum number of charging condition changes", where it shall be present with the original condition change.
When Charging Event (ACR) is triggered by "User CSG Information change" as a Change condition, the following shall apply for the added volume container: 

-
When User enters in a CSG cell or a hybrid cell: the CSG ID, access mode and CSG membership indication (when hybrid), shall be provided together with this "User CSG Information change" Change-Condition.
-
User leaves a CSG cell or a hybrid cell: this "User CSG Information change" Change-Condition shall be provided without any CSG ID, access mode and CSG membership indication, unless the user is entering a new CSG cell or hybrid cell. 

	Next change


5.2.3.4.1
Triggers for PGW-CDR charging information addition

IP-CAN bearer specific offline charging is achieved with IP-CAN bearer specific rating group/service identifier defined in clause 5.3.1.1.
The "List of Service Data" attribute of the PGW-CDR consists of a set of containers, which are added when specific trigger conditions are met. Each container identifies the configured counts (volume separated for uplink and downlink, elapsed time or number of events) per rating group or combination of the rating group and service id within the same 
IP-CAN bearer, on encountering that trigger condition. For envelope reporting, the containers represent complete and closed time envelopes determined by mechanisms defined in TS 32.299 [50].
 Table 5.2.3.4.1.1 identifies conditions that may be supported as recording triggers under consideration of additional Debit / Reserve Units triggers. 

Some of the triggers are non-exclusive (e.g. IP-CAN bearer modification with a couple of reasons, IP-CAN bearer modification reasons that cause PGW-CDR closure).

Table 5.2.3.4.1.1: Triggers for PGW-CDR charging information addition "List of Service Data"

	Trigger Conditions
	Description/Behaviour

	IP-CAN bearer modification
	A change of IP-CAN bearer conditions (e.g. QoS change, SGSN/S-GW/ePDG change, user location change, user CSG information change, change of UE presence in a Presence Reporting Area) shall result in a set of "List of Service Data" containers, i.e. all active service data flow containers, being added to the CDR as described in clause 5.2.1.3.

In a tight interworking between online and offline charging the specified quota re-authorisation triggers armed by OCS are supported.

	Tariff Time Change
	On reaching the Tariff Time Change a set of "List of Service Data" containers, i.e. all active service data flow containers, shall be added to the CDR.

In a tight interworking between online and offline charging the Debit / Reserve Units tariff time change from OCS is supported.

	Failure Handling procedure triggering
	When the Credit Control Failure Handling mechanism is triggered a "List of Service Data'”, i.e. all active service data flow containers shall be added to the CDR.

The causes are only relevant in case of simultaneously usage of an active Debit / Reserve Units session.

	Service data flow report
	In case of independent online and offline charging a "List of Service Data" container for the service data flow shall be added when:

· expiry of time limit;

· expiry of volume limit; 

· expiry of unit limit;

· termination of service data flow.

	
	In case of tight interworking online and offline charging a "List of Service Data" container for the service data flow shall be added when:

· time threshold reached;

· volume threshold reached; 

· unit threshold reached;

· time quota exhausted;

· volume quota exhausted;

· unit quota exhausted; 
· expiry of quota validity time;
· termination of service data flow:

· re-authorization request by OCS.

	CDR Closure
	All active "List of Service Data" containers shall be added to the PGW-CDR. 
Note: 
The trigger condition is a common value that has to be used for CDR closure together with detailed reason.


The first traffic container identifies the data traffic since the IP-CAN bearer was opened. Subsequent data traffic containers store the configured counts accrued since the closure of the last container. 

For envelope reporting, each envelope contains information about the data volume transferred in both uplink and downlink and / or the number of events that occurred for the duration that envelope is open. Only completed time envelopes shall be added to the PGW-CDR. The determination of completed envelopes are defined in TS 32.299 [50]. The triggers listed in the previous table 5.2.3.4.1.1 shall not apply to envelope reporting. Envelopes that are not complete when a partial PGW-CDR is closed shall be added to the next PGW-CDR.

The "Serving node Address" attribute of the PGW-CDR consists of a list of SGSN/S-GW/ePDG/TWAG addresses. 
New SGSN/S-GW/ePDG address is added to the list when SGSN/S-GW/ePDG changes.
When Charging Event (ACR) is triggered by table 5.2.3.4.1.1conditions, the Change-Condition sub-field associated to the added container, indicating the appropriate condition, shall be present, excluding CDR Closure case.

When Charging Event (ACR) is triggered by CDR Closure condition, this Change-Condition sub-field associated to the added container shall be omitted, except when CDR closure is due to "maximum number of charging condition changes", where it shall be present with the original condition change.
When Charging Event (ACR) is triggered by "User CSG Information change" as a Change condition, the following shall apply for the added volume container: 

-
When User enters in a CSG cell or a hybrid cell: the CSG ID, access mode and CSG membership indication (when hybrid), shall be provided together with this "User CSG Information change" Change-Condition.
-
User leaves a CSG cell or a hybrid cell: this "User CSG Information change" Change-Condition shall be provided without any CSG ID, access mode and CSG membership indication, unless the user is entering a new CSG cell or hybrid cell.
	Next change


5.2.3.9.2
Triggers for TDF-CDR charging information Addition
TDF session specific offline charging is achieved with TDF session specific rating group/service identifier defined in clause 5.2.1.9.2.
The "List of Service Data" attribute of the TDF-CDR consists of a set of containers, which are added when specific trigger conditions are met. Each container identifies the configured counts (volume separated for uplink and downlink, elapsed time or number of events) per rating group or combination of the rating group and service id within the same TDF session, on encountering that trigger condition. For envelope reporting, the containers represent complete and closed time envelopes determined by mechanisms defined in  TS 32.299 [50]. 
Table 5.2.3.9.2.1 identifies conditions that may be supported as recording triggers under consideration of additional Debit / Reserve Units triggers. 

Some of the triggers are non-exclusive (e.g. TDF session modification with a couple of reasons, TDF session modification reasons that cause TDF-CDR closure).

Table 5.2.3.9.2.1: Triggers for TDF-CDR charging information addition "List of Service Data"

	Trigger Conditions
	Description/Behaviour

	TDF session modification
	A change of TDF session conditions (e.g. SGSN/S-GW/ePDG change, user location change, user CSG information change, change of UE presence in a Presence Reporting Area) shall result in a set of "List of Service Data" containers, i.e. all active application containers, being added to the CDR as described in clause 5.2.1.9.

In a tight interworking between online and offline charging the specified quota re-authorisation triggers armed by OCS are supported.

	Tariff Time Change
	On reaching the Tariff Time Change a set of "List of Service Data" containers, i.e. all active application containers, shall be added to the CDR.

In a tight interworking between online and offline charging the Debit / Reserve Units tariff time change from OCS is supported.

	Failure Handling procedure triggering
	When the Failure Handling mechanism is triggered a "List of Service Data'”, i.e. all active application containers shall be added to the CDR.

The causes are only relevant in case of simultaneously usage of an active Debit / Reserve Units session.

	Application traffic report
	In case of independent online and offline charging a "List of Service Data" container for the application shall be added when:

-
expiry of time limit;

-
expiry of volume limit; 

-
expiry of unit limit;

-
termination of application traffic.

	
	In case of tight interworking online and offline charging a "List of Service Data" container for the application shall be added when:

-
time threshold reached;

-
volume threshold reached; 

-
unit threshold reached;

-
time quota exhausted;

-
volume quota exhausted;

-
unit quota exhausted; 

-
expiry of quota validity time;

-
termination of application traffic:

-
re-authorization request by OCS.

	CDR Closure
	All active "List of Service Data" containers shall be added to the TDF-CDR. 

NOTE: 
The trigger condition is a common value that has to be used for CDR closure together with detailed reason.


The first traffic container identifies the data traffic since the TDF session was opened. 
Subsequent data traffic containers store the configured counts accrued since the closure of the last container. 

For envelope reporting, each envelope contains information about the data volume transferred in both uplink and downlink and / or the number of events that occurred for the duration that envelope is open. Only completed time envelopes shall be added to the TDF-CDR. The determination of completed envelopes are defined in TS 32.299 [50]. The triggers listed in the previous table 5.2.3.9.2.1 shall not apply to envelope reporting. Envelopes that are not complete when a partial TDF-CDR is closed shall be added to the next TDF-CDR.

The "Serving node Address" attribute of the TDF-CDR consists of a list of SGSN/S-GW/ePDG/TWAG addresses. 
New SGSN/S-GW/ePDG address is added to the list when SGSN/S-GW/ePDG changes.
When Charging Event (ACR) is triggered by table 5.2.3.9.2.1 conditions, the Change-Condition sub-field associated to the added container, indicating the appropriate condition, shall be present, excluding CDR Closure case.

When Charging Event (ACR) is triggered by CDR Closure condition, this Change-Condition sub-field associated to the added container shall be omitted, except when CDR closure is due to "maximum number of charging condition changes", where it shall be present with the original condition change.
When Charging Event (ACR) is triggered by "User CSG Information change" as a Change condition, the following shall apply for the added volume container: 

-
When User enters in a CSG cell or a hybrid cell: the CSG ID, access mode and CSG membership indication (when hybrid), shall be provided together with this "User CSG Information change" Change-Condition.

-
User leaves a CSG cell or a hybrid cell: this "User CSG Information change" Change-Condition shall be provided without any CSG ID, access mode and CSG membership indication, unless the user is entering a new CSG cell or hybrid cell.

	Next change


5.2.3.10.2
Triggers for PGW-CDR charging information addition when IP-CAN session charging is active

The "List of Traffic Data Volumes" attribute of the PGW-CDR consists of a set of containers, which are added when specific trigger conditions are met, and identify the volume counter per QCI/ARP pair, separated for uplink and downlink traffic, on encountering that trigger conditions. Table 5.2.3.10.2.1 identifies which conditions are supported to trigger PGW-CDR charging information addition for the "List of Traffic Data Volumes" attribute.

The "List of Service Data" attribute of the PGW-CDR consists of a set of containers, which are added when specific trigger conditions are met. Each container identifies the configured counts (volume separated for uplink and downlink, elapsed time or number of events) per rating group or combination of the rating group and service id within the same 
IP-CAN bearer, on encountering that trigger condition. For envelope reporting, the containers represent complete and closed time envelopes determined by mechanisms defined in TS 32.299 [50]. Table 5.2.3.10.2.2 identifies conditions that may be supported as recording triggers under consideration of additional Debit / Reserve Units triggers. 

Some of the triggers are non-exclusive (e.g. IP-CAN bearer modification with a couple of reasons, IP-CAN bearer modification reasons that cause PGW-CDR closure).

Table 5.2.3.10.2.1: Triggers for PGW-CDR charging information addition for List of Traffic Volumes when charging per IP-CAN session is active

	Trigger Conditions
	Description/Behaviour

	End of dedicated bearer in P-GW
	The end of a dedicated bearer in P-GW shall result that open "List of Traffic Data Volumes" containers for the dedicated bearer are closed and added to the CDR.

	Serving node change
	A serving node (e.g., SGSN/S-GW/ePDG ) change in the P-GW shall result that all open "List of Traffic Data Volumes" containers are closed and added to the CDR. New containers are opened for each bearer.

	QoS Change
	A change in the QoS shall result that open "List of Traffic Data Volumes" containers for the effected bearer being closed and added to the CDR and new IP-CAN bearer specific container is opened if the IP-CAN bearer is still active.

	Tariff Time Change
	On reaching the Tariff Time Change open "List of Traffic Data Volumes" containers shall be closed and added to the CDR.

	User Location Change
	A change in the User Location Info (e.g. ECGI, TAI, RAI, SAI or CGI) shall result that open "List of Traffic Data Volumes" containers being closed and added to the CDR, if location reporting is required, and a report of User Location Change is received.

	User CSG Information change
	A change in the User CSG info (e.g. CSG ID, access mode or CSG membership indication) shall result that open "List of Traffic Data Volumes" containers being closed and added to the CDR, if CSG information reporting is required, and a report of User CSG information change is received.

	Change of UE presence in Presence Reporting Area
	A change of UE presence in Presence Reporting Area shall result that open "List of Traffic Data Volumes" containers being closed and added to the CDR, if such reporting is required, and a report that user enters/leaves the area is received.

	Traffic volume report
	A "List of Traffic Data Volumes" container for an IP-CAN bearer shall be added when:

-
expiry of time limit per IP-CAN bearer;

-
expiry of data volume limit per IP-CAN bearer.

	CDR Closure
	Open "List of Traffic Data Volumes" containers shall be closed and added to the PGW-CDR.


Table 5.2.3.10.2.2: Triggers for PGW-CDR charging information addition for "List of Service Data" when charging per IP-CAN session is active

	Trigger Conditions
	Description/Behaviour

	IP-CAN bearer modification except QoS change
	A change of IP-CAN bearer conditions (e.g. SGSN/S-GW/ePDG change, user location change, user CSG information change, change in UE presence in Presence Reporting Area) shall result in a set of "List of Service Data" containers, i.e. all active service data flow containers, being added to the CDR as described in clause 5.2.1.10.2.

In a tight interworking between online and offline charging the specified quota re-authorisation triggers armed by OCS are supported.

	Tariff Time Change
	On reaching the Tariff Time Change a set of "List of Service Data" containers, i.e. all active service data flow containers, shall be added to the CDR.

In a tight interworking between online and offline charging the Debit / Reserve Units tariff time change from OCS is supported.

	ASR or Failure Handling procedure triggering
	When the Debit / Reserve Unitssession is terminated with ASR or Failure Handling mechanism is triggered a "List of Service Data'”, i.e. all active service data flow containers shall be added to the CDR.

The causes are only relevant in case of simultaneously usage of an active Debit / Reserve Units session.

	Service data flow report
	In case of independent online and offline charging a "List of Service Data" container for the service data flow shall be added when:

· expiry of time limit per rating group;

· expiry of volume limit per rating group; 

· expiry of unit or data event limit per rating group;

· termination of service data flow and this is the last service data flow for the rating group or combination of rating group and service identifier.

	
	In case of tight interworking online and offline charging a "List of Service Data" container for the service data flow shall be added when:

· time threshold reached;

· volume threshold reached; 

· unit threshold reached;

· time quota exhausted;

· volume quota exhausted;

· unit quota exhausted; 
· expiry of quota validity time;
· termination of service data flow:

· re-authorization request by OCS.

	CDR Closure
	All active "List of Service Data" containers shall be added to the PGW-CDR. 

Note: 
The trigger condition is a common value that has to be used for CDR closure together with detailed reason.


The first traffic container identifies the data traffic since the IP-CAN session was opened. 
Subsequent data traffic containers store the configured counts accrued since the closure of the last container. 

For envelope reporting, each envelope contains information about the data volume transferred in both uplink and downlink and / or the number of events that occurred for the duration that envelope is open. Only completed time envelopes shall be added to the PGW-CDR. The determination of completed envelopes are defined in TS 32.299 [50]. The triggers listed in the previous table shall not apply to envelope reporting. Envelopes that are not complete when a partial PGW-CDR is closed shall be added to the next PGW-CDR.

The "Serving node Address" attribute of the PGW-CDR consists of a list of SGSN/S-GW/ePDG/TWAG addresses. 
New SGSN/S-GW/ePDG address is added to the list when SGSN/S-GW/ePDG changes.
When Charging Event (ACR) is triggered by table 5.2.3.10.2.1 or 5.2.3.10.2.2 conditions, the Change-Condition sub-field associated to the added container, indicating the appropriate condition, shall be present, excluding CDR Closure case.

When Charging Event (ACR) is triggered by CDR Closure condition, this Change-Condition sub-field associated to the added container shall be omitted, except when CDR closure is due to "maximum number of charging condition changes", where it shall be present with the original condition change.
When Charging Event (ACR) is triggered by "User CSG Information change" as a Change condition, the following shall apply for the added volume container: 

-
When User enters in a CSG cell or a hybrid cell: the CSG ID, access mode and CSG membership indication (when hybrid), shall be provided together with this "User CSG Information change" Change-Condition.

-
User leaves a CSG cell or a hybrid cell: this "User CSG Information change" Change-Condition shall be provided without any CSG ID, access mode and CSG membership indication, unless the user is entering a new CSG cell or hybrid cell.

	Next change


5.3.2.2.0
Introduction
 Debit / Reserve Units Request[Initial]  / update / termination is used to convey charging information related to the IP-CAN bearer and service data flows collected in the PCEF. Debit / Reserve Units Response is used by the OCS to return quotas for rating groups or to instruct the PCEF on the further handling of the IP-CAN bearer (terminate, continue, reroute, etc.). The Debit / Reserve Units Request includes details such as C redit-Control Type, Served IMSI, Sequence Number etc. The Debit / Reserve Units Response includes details such as Credit-Control quotas and session management instructions (continue, terminate, interim interval, etc). Not all of the charging information to be collected is static, and other charging information is directly dependent on dynamic Packet-Switched service usage.

FBC online charging is employed if it is activated for the IP-CAN bearer. The charging method in the PCC rule defines whether service data flow requires the online charging. The PCEF shall request the quota prior to service delivery. 
If only certain quotas are authorised by the OCS (e.g. due to insufficient credit), the rating groups for which no quota was authorised are handled according the received Result Code value. The quota supervision mechanism is further described in TS 32.299 [50]. Details on FBC can be found in TS 23.203 [215] and TS 29.212 [216].

 Debit / Reserve Units Request[Initial]  is sent to the OCS during the IP-CAN bearer activation. The OCS supplies a IP-CAN bearer authorisation and may supply volume, time or events quotas for the rating groups, based on the information provided by the PCEF, e.g. QoS, APN.

When start of the service data flow is detected and no valid quota exist, a  Debit / Reserve Units Request[Update]  is sent to request quota for the rating group unless the rating group is e.g. blacklisted. See TS 32.299 [50] for further information. 

When a change of charging condition occurs and corresponding re-authorization trigger is armed, all MSCC instances are reported to the OCS with a  Debit / Reserve Units Request[Update]  with Reporting-Reason AVP value set to RATING_CONDITION_CHANGE together with Trigger-Type AVP indicating the accurate reason for the change.
When "User CSG Information change" occurs as a change of charging condition, how the changes (i.e. User entering/leaving a CSG cell or a hybrid cell he is member or not) are reported is further detailed in TS 32.299 [50].  

At IP-CAN default bearer establishment, the OCS may provide, if not already determined by the PCRF, the "Presence Reporting Area identifier" identifying the PRA to be reported when it subscribes to "Change of UE presence in Presence Reporting Area". The PCEF shall ignore any "Presence Reporting Area identifier" provided during IP-CAN de fault bearer establishment or during the lifetime of both default and dedicated bearer after establishment procedure.

The OCS may subscribe to "Change of UE presence in Presence Reporting Area" re-authorization event trigger, during IP-CAN bearer establishment (i.e. CCA answer to CCR initial), or during the lifetime of the IP-CAN bearer. In case no "Presence Reporting Area identifier" is provided by the OCS, the trigger subscription refers to the Presence Reporting Area identifier selected by the PCR F. 

When the initial UE presence status in PRA resulting from subscription by the OCS is received by the PCEF, and the PCEF has previously requested quota, all MSCC instances are reported to the OCS with a CCR update, indicating th is initial status . If PCEF has not previously requested quota, th is initial status of UE presence in Presence Reporting Area will be sent towards the OCS on CCR update triggered for quota request when service usage is started.

When Ro specific chargeable event (e.g. threshold reached, QHT expires, quota exhaustion, validity time reached, forced re-authorization) occurs required MSCC instances are reported to OCS with a  Debit / Reserve Units Request[Update]  with corresponding Reporting Reason value. See TS 32.299 [50] for further information.

When tariff time change is encountered, the Tariff Change Usage is used within the Used Service Units to distinguish usage before and after the tariff time change. The MSCC instances are sent to the OCS in next Debit / Reserve Units Request.
The OCS may specify the behaviour on consumption of the final granted units known as termination action. 
The required termination action is indicated with Final Unit Action and possible values are TERMINATE and REDIRECT. See TS 32.299 [50] for further information.

TS 23.203 [215] specifies that it shall be possible to request online charging quotas for each charging key. 
Each quota allocated to a Debit / Reserve Units session has a unique Rating Group value. TS 23.203 [215] also specifies that PCEF shall report charging information for each combination of the charging key and service identifier when service identifier level reporting is present. As defined in TS 23.203 [215] the service identifier is a piece of information which provides the most detailed identification, specified for FBC, of a service data flow. 
The charging key is a piece of information used for rating purposes as defined in TS 23.203 [215]. 
The charging key and Service Identifier are mapped into the Rating Group and the Service Identifier  respectively as defined in RFC 4006 [402]. 

The subsequent clauses identify in detail the conditions for reporting online charging information, management of user and Credit-Control sessions and PS domain quota supervision.
	Next change


5.3.2.2A.0
Introduction

For ABC supported within the TDF, i.e. ADC rules based charging defined in TS 23.203 [215] and TS 29.212 [216],  Debit / Reserve Units Request[Initial]  / update / termination is used to convey charging information related to the application traffic detected in the TDF. Debit / Reserve Units Response is used by the OCS to return quotas for rating groups or to instruct the TDF on the further handling of the application traffic (terminate, continue, reroute, etc.). The Debit / Reserve Units Request includes details such as Credit-Control Type, Served IMSI and Sequence Number etc. The Debit / Reserve Units Response includes details such as Credit-Control quotas and session management instructions (continue, terminate, interim interval, etc). 

ABC online charging is employed if it is activated for the TDF session defined in TS 23.203[215]. 
The charging method in the ADC rule defines whether application traffic requires online charging. The TDF shall request the quota prior to service delivery. If only certain quotas are authorised by the OCS (e.g. due to insufficient credit), the rating groups for which no quota was authorised are handled according the received Result Code value. The quota supervision mechanism is further described in TS 32.299 [50].

 Debit / Reserve Units Request[Initial]  is sent to the OCS during the TDF session activation. The OCS supplies application traffic authorisation and may supply volume, time or event quotas for the rating groups, based on the information provided by the TDF, e.g. APN.

When start of the application traffic is detected and no valid quota exist in current Ro session, a  Debit / Reserve Units Request[Update]  is sent to request quota for the rating group unless the rating group is e.g. blacklisted. See TS 32.299 [50] for further information. 

When a change of charging condition occurs and corresponding re-authorization trigger is armed, all MSCC instances are reported to the OCS with a  Debit / Reserve Units Request[Update]  with Reporting Reason value set to RATING_CONDITION_CHANGE together with Trigger-Type AVP indicating the accurate reason for the change. 
When "User CSG Information change" occurs as a change of charging condition, how the changes (i.e. User entering/leaving a CSG cell or a hybrid cell he is member or not) are reported is further detailed in TS 32.299 [50].
At TDF session establishment, the OCS may provide, if not already determined by the PCRF, the "Presence Reporting Area identifier" identifying the PRA to be reported when it subscribes to "Change of UE presence in Presence Reporting Area". The TDF shall ignore any "Presence Reporting Area identifier" provided during the lifetime of the TDF session after establishment procedure.

The OCS may subscribe to "Change of UE presence in Presence Reporting Area" re-authorization event trigger, during TDF session establishment (i.e. CCA answer to CCR initial), or during the lifetime of the TDF session. In case no "Presence Reporting Area identifier" is provided by the OCS, the trigger subscription refers to the Presence Reporting Area identifier selected by the PCRF. 

When the initial UE presence status in PRA resulting from subscription by the OCS is received by the TDF, and the TDF has previously requested quota, all MSCC instances are reported to the OCS with a CCR update. If TDF has not previously requested quota, this initial status of UE presence in Presence Reporting Area will be sent towards the OCS on CCR update triggered for quota request when service usage is started.
When Ro specific chargeable event (e.g. threshold reached, QHT expires, quota exhaustion, validity time reached, forced re-authorization) occurs required MSCC instances are reported to OCS with a  Debit / Reserve Units Request[Update]  with corresponding Reporting-Reason AVP value. See TS 32.299 [50] for further information.

When tariff time change is encountered, the Tariff Change Usage is used within the Used Service Units to distinguish usage before and after the tariff time change. The MSCC instances are sent to the OCS in next CCR.
The OCS may specify the behaviour on consumption of the final granted units known as termination action. The required termination action is indicated with Final Unit Action and possible values are TERMINATE and REDIRECT. 
See TS 32.299 [50] for further information.

TS 23.203 [215] specifies that it shall be possible to request online charging quotas for each charging key. Each quota allocated to a Debit / Reserve Units session has a unique Rating Group value. TS 23.203 [215] also specifies that TDF shall report charging information for each combination of the charging key and service identifier when service identifier level reporting is present. As defined in TS 23.203 [215] the service identifier is a piece of information which provides the most detailed identification, specified for ABC. The charging key is a piece of information used for rating purposes as defined in TS 23.203 [215]. The charging key and Service Identifier are mapped into the Rating Group and the Service Identifier respectively as defined in RFC 4006 [402]. 

The subsequent clauses identify in detail the conditions for reporting online charging information, management of user and Credit-Control sessions and PS domain quota supervision.

	End of changes


