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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

The present document … 
To be added.
2
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-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".

[3]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".
[4]
3GPP TS 26.346: " Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs".
[5]
IETF RFC 5052: "Forward Error Correction (FEC) Building Block".
[6]
IETF RFC 5053: "Raptor Forward Error Correction Scheme for Object Delivery".
[7]
IETF RFC 3695: "Compact Forward Error Correction (FEC) Schemes".
[8]
IETF RFC 5053: "Raptor Forward Error Correction Scheme for Object Delivery".
[9]
3GPP TS 26.247: "Transparent end-to-end Packet-switched Streaming Service (PSS); Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH)".
[10]
IETF RFC 2616: " Hypertext Transfer Protocol -- HTTP/1.1".
3
Definitions and abbreviations
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

4
Use Cases
4.1
Introduction

4.2
Service Announcement for Services in-venue and outside

4.2.1
Description

An operator wants to offer a set of MBMS user services depending on the interest in areas. Typically, the interest is high inside of venues. Live coverage of the event is also of interest outside of the venue.

The operator may want to offer some Live Video services during events inside of the venue and also outside of the venue. An example for a Live Video Service is a camera feed from the match. 

In-Venue events are typically advertised in advance so that the audience has a chance to buy tickets. Services and offerings are also planned and scheduled in advance. Devices are desired to have all relevant service access information locally available as required via broadcast, in order to limit / avoid dependency on the unicast. 

4.2.2
Characteristics

-
Several MBMS User Services are offered inside of a venue (together with other venue specific services) and out side

-
Devices receive service announcement information prior to an event and keep the information until end of validity 

-
All UEs are informed of all services all the time and devices filter the list. The list of services advertised in a given area could be limited (location-based) or nationwide if the number of services is not large.

-
The operator may activate reception reporting (for QoE reporting) for the Live DASH service. An appropriate Associated Delivery Procedure Description (ADPD) Fragment is provided to that effect.
4.3
Service Announcement updates for live streaming 

4.3.1
Description

Sub Case 1: An operator wants to update already announced MBMS user services. For instance, the football match final was planned to include penalty shooting, but one team was a clear winner after the regular match duration. The operator wants to update the service announcement and provide the correct service end-time. A more precisely defined schedule information and MPD@mediaPresentationDuration allows for a more graceful shut down of the presentation playback.

Sub Case 2: Another example, which requires service announcement updates for live streaming services is ad-insertion: The operator may insert an advertisement into the DASH stream and therefore needs to update the MPD containing an new period.

4.3.2
Characteristics

-
The operator needs to send service announcement updates to all devices, which are currently not consuming the content. The devices should have the correct access information when activating the reception

-
Devices need to frequently check for all service announcement updates, even if only consuming content for one of the services. This reduces the latency in acquiring a new service since the relevant MBMS metadata fragments are locally cached.

-
The operator needs to send updated service announcement information quickly to those devices that are currently consuming the service. 

-
Devices are not required to monitor the SDCH while receiving content on another bearer. However, user experience may improve, when the UE supports reception of multiple MBMS bearers simultaneously

-
Updating all devices with the latest service announcement information depends on the device SDCH checking frequency.
4.4
Service Announcement updates for Non-Real Time services

4.4.1
Description 

Sub Case 1: The operator has scheduled a file delivery service such as an Digital Signage Service. The operator realizes prior to the event but after first service announcement, that the delivered NRT content is larger than initially planned. The broadcast session duration should be updated and the operator provides new schedule information.

Sub Case 2: The operator has initially scheduled the file delivery service for a certain time slot. Due to another, higher priority service, the operator needs to change the schedule for the NRT file delivery service by updating the schedule.

4.4.2
Characteristics

-
The operator needs to send service announcement updates to all devices, which are currently not consuming the content. The devices should have the correct access information when activating the reception.
4.5
Application Update Use Case

4.5.1
Use Case

The user is interested in software updates for his smartphone or some of the applications in his smartphone. Because those applications are very popular, the operator wants to avoid that a significant amount of downloads of the same resource occur at the same time over the unicast channel. Updates to applications are usually made available within an app store by application providers. Firmware updates are usually notified to a UE user via a dedicated tool. As such multiple management authorities may be managing a subset of the device. In the case that (one or all the) Management Authorities are interested in leveraging a 3rd party MBMS platforms from an operator or service provider, the updated resources can be delivered over MBMS for more economical resource usage. The UEs are informed about file updates of interest to them. The UEs then join the dedicated MBMS service to receive these updates.

4.5.2
Implication on Profile

The profile on file download should contain the following tools for the support of the app update use case:

-
Pre-configured USD for keep-updated service

-
Registration/de-registration for keep updated service

-
Notification using OMA PUSH about upcoming file distribution

-
OMA DM Client Authority Delegation to authorize retrieval and access to the app and firmware updates 

In addition, it is recommended that API functionality should be studied to support the use case. The usage of OMA DM Client API Framework 1.0 should also be considered to allow applications and services to use management objects installed on the device. 
5
Profile Definition 

5.1
Introduction

The following criteria are considered when defining a profile:

-
A profile should be backed by one or more use cases

-
A profile should refer only to features and behaviours that are already defined in TS 26.346 [4].
5.2
Delivery Profile

5.2.1
FDT Attributes and Elements

5.2.1.1
Introduction

Characterization of the relevant FDT attributes and elements of the Download Delivery Profile is described in this clause. FDT attributes and elements are categorized at the FDT-Instance level (i.e. the FDT-Instance element of the FDT) and at the File level (i.e. the File element of the FDT).

5.2.1.2
Common FDT-Instance and File Attributes

The following FDT attributes, defined at both the FDT-Instance and File levels, should be carried in the FDT sent by the FLUTE sender, under either the File-Instance or File element, and should be supported by the FLUTE receiver: 

-
Content-Type

-
FEC-OTI-FEC-Encoding-ID

-
FEC-OTI-Maximum-Source-Block-Length

-
FEC-OTI-Encoding-Symbol-Length

-
FEC-OTI-Scheme-Specific-Info

The following FDT parameters, defined at both the FDT-Instance and File levels, should not be carried in the FDT sent by the FLUTE sender, in either the File-Instance or File element, and are optional to support by the FLUTE receiver:

-
Content-Encoding attribute

-
FEC-OTI-FEC-Instance-ID attribute (not applicable to Rel-9 FEC schemes)

-
FEC-OTI-Max-Number-of-Encoding-Symbols attribute (not applicable to Rel-9 FEC schemes)

-
Group element
5.2.1.3
FDT-Instance specific Attributes and Elements

The following parameters, defined at the FDT-Instance level, should not be carried in the FDT sent by the FLUTE sender, and are optional to support by the FLUTE receiver: 

-
Complete attribute

-
mbms2008:FullFDT attribute

-
mbms2012:Base-URL-1 element 

-
mbms2012:Base-URL-2 element

-
MBMS-Session-Identity-Expiry element
5.2.1.4
FDT File specific Attributes and Elements

The following attributes, defined at the File level, should be carried in the FDT sent by the FLUTE sender, and should be supported by the FLUTE receiver, subject to the qualifications indicated below:

-
Content-Location

-
The value of this attribute should not contain "//", except when used as part of the URL format (i.e. following "scheme" concatenated with ":" (e.g. http://). In addition, FLUTE sender must
 apply URL safe encoding by proper escaping/encoding of reserved characters to generate a well-formed URL.
-
TOI

-
Content-Length

-
Content-MD5

-
Should not be included for DASH-formatted services.
The following element may be carried in the FDT sent by the FLUTE sender, and should be supported by the FLUTE receiver:

-
mbms2007:Cache-Control
The following attributes may be carried in the FDT sent by the FLUTE sender, and should be supported by the FLUTE receiver. These attributes should only be present for the purpose of replacing/overriding corresponding attributes at the FDT-Instance level.

-
Content-Type

-
FEC-OTI-FEC-Encoding-ID

-
FEC-OTI-Maximum-Source-Block-Length

-
FEC-OTI-Encoding-Symbol-Length

-
FEC-OTI-Scheme-Specific-Info

The following attributes should not be carried in the FDT sent by the FLUTE sender, and are optional to support by the FLUTE receiver:

Transfer-Length

-
mbms2009:Decryption-KEY-URI

-
mbms2012:FEC-Redundancy-Level

-
mbms2012:Alternate-Content-Location-1

-
mbms2012:Alternate-Content-Location-2

-
MBMS-Session-Identity

Figure 1 illustrates the 3GPP FLUTE FDT Schema for which the specified usage for the Download Delivery Profile is described in this clause.
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Figure 1: 3GPP FLUTE FDT Schema

5.2.2
Version and Delimiter Schema

This specification defines two XML Schema elements necessary for the UE and the network side to maintain forward and backward compatibility: schemaVersion and delimiter. These elements are used by the following schemas: USBD, Schedule Description, Filter Description and FDT. This Download Delivery Profile supports schemaVersion = "1" for the FDT. As indicated in Annex J.2, the supported delimiter element has value = "0" as set by the network, and the element content should be ignored by the UE.

5.2.3
RTSP Control of FLUTE Sessions

"FLUTE session setup and control with RTSP" as specified in clause 7.5 of this specification is optional to support by the UE.

5.2.4
Other Aspects of FLUTE Delivery

Regarding Application Layer FEC support, the two FEC schemes referenced in this specification, the Compact No-Code FEC scheme as specified in RFC 5052 [5], and the Raptor FEC scheme as specified in RFC 5053 [6] are optional to implement by the BM-SC and mandatory to support by the UE. File fragmentation into blocks is supported. In the case of the Compact No-Code FEC scheme, the blocking algorithm as defined in RFC 3695 [7] should be used. For the Raptor FEC scheme, specification of the blocking algorithm should comply with the recommendations on the derivation of the relevant parameters as defined in RFC 5053 [8].

As indicated in clause 7.2.4 of this specification, congestion control is not used for FLUTE delivery in MBMS, and therefore, FLUTE channelization should be provided by a single FLUTE channel with single rate transport.

Regarding FLUTE session description, an instance of Session Description fragment, comprising an SDP file, will contain all parameters as defined in clause 7.3 of this specification.

The LCT Header Extension "EXT_FTI" as defined by ALC in [10], for the purpose of communicating FEC Object Transmission Information, should be used in FLUTE packets that carry symbols of FDT Instance(s). FEC Object Transmission Information in FLUTE packets which carry symbols of content files should be conveyed by the FEC-OTI parameters in the FDT, and for which the expectations on network usage and UE support are specified in clauses 5.2.1.1 and 5.2.1.2.

The means to signal the end of the FLUTE session or the end of individual file transmissions is provided by the Schedule Description fragment, via the session schedule and file schedule elements. The LCT header's 'Close Session' flag (A) and 'Close Object' flag (B) should be set by the network to "0", and the UE should ignore these flags.

Timing related fields in LCT corresponding to Sender Current Time (SCT) and Expected Residual Time (ERT), either in the form of the T and R flags in the LCT header, or carried in the LCT Extension Header 'EXT_TIME', are not used in the Download Delivery Profile. The network should set these flags/fields to zero, and the UE should ignore them.
6
MBMS as a Transport Protocol
To be added.
7
Application Programming Interface (API) Aspects 

7.1
Architectures

7.1.1
Service Layer Architecture and Scope

Figure 2 shows a service architecture for DASH-based streaming services over MBMS. This use case is explained exemplary, but considered also as the most relevant one. On the network side, a content provider uses DASH formats and provides these formats to a BM-SC. The BM-SC is controlled by an eMBMS provisioning system. The lower layers support the physical delivery of the data through regular LTE unicast as well as MBMS broadcast bearers. The MBMS client receivers the data and provides the data to the DASH client, but also communicates with an application in the device. The application may for example be a dedicated app or a common browser and the application is controlled by JavaScript. The MBMS client provides the information to the DASH client.

Today TS 26.346 defines the interface between the BMSC and the MBMS client for both unicast and broadcast related services and functions. The interface between the MBMS client and the application are not specified. The focus of TRAPO and API are the interfaces between the application and the MBMS client as well as the mapping of the methods and API calls to the transport protocol between the MBMS client and the BMSC.

The DASH client may be viewed as part of the application, or it may be considered as a separate entity. As 3GPP defines interfaces into a DASH client in TS 26.247 [9] it is proposed to separate the DASH client function in the architecture.


[image: image4.emf] 


Figure 2: Service Architecture for DASH-over-MBMS

7.1.2
Client Architecture

A more refined client architecture is provided below in Figure 3 and two functions are provided, the streaming application and the file download application.

Different high-level functions are defined:

-
An application function that includes a streaming and/or file download application.

-
The multimedia subsystem that includes a DASH client (as well as codecs and other associated functions).
-
The DRM agent for providing secure processing of content.
-
Underlying eMBMS transport function.
-
The MBMS client that includes different functions according to TS 26.346.  

[image: image5.emf] 


Figure 3: MBMS Client Architecture

The specific interfaces MBMS-API and HTTP may be considered in scope of TRAPO and API, but HTTP is mostly defined by TS26.247 and possibly new work in the SAND work in MPEG. 

Therefore, the most relevant interfaces for the MEPRO work is MBMS-API in order to get access to the MBMS service layer functions in a simple manner.

7.1.3
Deployment Scenarios

Different use cases and deployment scenarios may be considered:

1)
The application and DASH client are on the same device as the MBMS client and the LTE modem.

2)
The application and DASH client are on a different device than as the MBMS client and the LTE modem. The latter scenario is shown in Figure 4. In this case MBMS-API and HTTP will be supported as network protocols. Whereas for HTTP this already exists, for MBMS-API this is an open questions.


[image: image6.emf] 


Figure 4: MBMS Client and Application in separate devices
7.2
Use Cases and Scenarios

7.2.1
Overview

In the following some use cases and scenarios that are considered relevant are provided. In particular, the focus of the presentation is on the interaction between application and MBMS client. Three different relevant use cases and scenarios are addressed, i.e.:

-
Service Discovery and Bootstrapping

-
DASH-based streaming content and service change

-
File download
7.2.2
Service Discovery and Bootstrapping

In the following service discovery and bootstrapping is discussed. The call flow in Figure 5 provides a call flow that includes the Application, the MBMS client, the lower layer eMBMS service and the BMSC. Assume an application is aware of an MBMS-based application and it registers with the MBMS client. The MBMS client will then activate and download all User Service Description information and informs the MBMS client about the available services. The service information is as follows:

-
Service Id (unique identifier assigned by BM-SC)

-
Service class

-
Service language

-
Service Availability

-
List of service names (language and name)

-
MPD URI (for DASH streaming services)
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Figure 5: Service Discovery and Bootstrapping

The relevant APIs for service announcement are the Application Registration and the available service list as indicated in bold and red.

7.2.3
DASH-based streaming content and service change

For the DASH-based streaming content a call flow is provided in Figure 6. It is assumed that the application has access to the service information including the service ID and the MPD URL.

The following steps are carried out according to Figure 6.
-
Start Streaming service based on the serviceID

-
This triggers actions in the MBMS client and eMBMS service to open a FLUTE session.

-
Once completed, the application obtains a service start notification

-
The application starts the service calling the DASH client with the appropriate MPD URL as known from the service announcement.

-
The MBMS client and DASH client act by providing and consuming MPDs and Segments for the DASH client

-
The application may provide a stop message for the streaming service using the ID

-
The MBMS client will process accordingly and terminate the session.

In summary the following notifications from the MBMS client to the Application may be provided:

-
Service started



-
Service stopped

-
Service error

-
Service stalled
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Figure 6: DASH Streaming Service with relevant APIs

7.2.4
File Download Service

For a file download service, a call flow is provided in Figure 7. It is assumed that the application has access to the service information according to the previous section including the service ID and some file identifiers (URLs, directories, etc.).

The following steps are carried out according to Figure 7:
-
After service discovery, the Application would request the MBMS client to receive files. Examples include that the application is interested to receive files to show program guide or the application is interested to download a weekly/daily magazine:
-
The MBMS client initiates all the communication and setup and downloads the file, including ADPs.

-
The MBMS client provides a file download notification to the application.
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Figure 7: File Download Service

7.2.5
Other services and Scenarios

Other services and scenarios may be considered on application level. This includes:
-
service updates (MBMS client sends a service update notification to the application)

-
information on broadcast coverage

-
Broadcast unicast handoffs

-
MooD redirections
7.2.6
Supported Use cases

In summary, the following use cases are considered in the above scenarios:

-
Play streaming service

-
Switching streaming service 

-
Starting file download service

-
Receiving MPD updated notification

-
Receiving file available notification

-
Receiving service update notification 

-
Receiving broadcast coverage notification

-
Receiving stalled notification 

-
Configured service class
7.3
User Plane APIs

The following functionalities are considered relevant on the interface:

-
Regular object delivery

-
Unicast broadcast handoff

-
Adjustment of availability times

-
Partial file handling

-
Cache status

-
Others
As part of the study of the user plane API interface, the present document will:

-
address the relevant functionalities between the MBMS client and a generic user agent when HTTP is used as the API

consider reuse of existing functionalities as much as possible with the following preference:

-
Defined in 3GPP

-
Defined in IETF

-
Defined in MPEG SAND
8
MBMS Reception Reporting of DASH QoE Metrics
Editor's Note: this section is pending on the agreement of the update the MEPRO WID.
8.1
Current QoE Reporting Behaviour
The MBMS reception reporting ('RR') and DASH QoE ('DQ') metrics reporting procedures are currently separately defined in TS 26.346 and TS 26.247, respectively. These are depicted in Figure 1 from a high-level, architectural perspective.
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Figure 8: Architecture and Interaction Model of MBMS Reception Reporting and DASH QoE Metrics Reporting Procedures

As shown in the diagram, the two processes are independent from one another, and feature different client functions responsible for collecting and sending different types of measurements to different network servers. The MBMS client collects reception statistics according to metrics specified in the Session Description fragment, in accordance to the types applicable to the download delivery method as specified in clause 8.4 of TS 26.346, and performs reception reporting according to the directives in the Associated Delivery Procedure Description (ADPD) fragment of the user service announcement. It provides the corresponding report to the Reception Reporting server as designated in the ADPD. In DQ metrics reporting, the DASH MPD, or Media Presentation Description metadata fragment in the case of DASH-over-MBMS, specifies the parameters to be collected by the DASH client and uploaded to the DASH server.
8.2
Desired QoE Reporting Optimization

The objective is to link these two mechanisms by integrating the DQ procedure with the RR procedure. The MBMS client should collect the DQ metrics and submit those to the same network server to which reception reports are sent, possibly combined with the reception report as an aggregated document. The construction of the MPD's Metrics.Reporting@reportingServer attribute passed to the DASH client should point to the appropriate report server. The appropriate reporting server URL could be specified in different ways. For example, the content provider or the MBMS operator which produces the MPD may set that URL. Alternatively, the MBMS client, upon receiving the Media Presentation Description metadata fragment, could modify the reception server URL to point to the local HTTP server in the UE. It may also be possible to consider the use of MPEG SAND messages to identify the proper reporting server location to which the DQ metrics report should be sent, which could be the local HTTP server in the UE, or the reception report server in the BM-SC. In the case of using SAND messages, security issues such as encryption, authentication and assumed trust relationships will be addressed.

When DQ metrics reports are sent to the local HTTP server in the MBMS client, the MBMS client should:

-
Accept POST commands related to DQ metrics submitted by the DASH client;

-
Embed the DQ metrics file in a corresponding reception report message.

As said, the desired functionality is for the MBMS client to receive DQ metrics reports from the DASH client to be combined with nominal reception reports to be sent to the RR server. Modification of the decoupled RR and DQ metrics reporting architectures previously shown in Figure 8 is illustrated in Figure 9. 
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Figure 9: DASH QoE Metrics Reporting via MBMS Reception Reporting

Besides the required MPD change, the ADPD will need to be modified, for example, by adding under the postReceptionReport element, a flag to indicate whether DASH QoE metrics should be collected by the MBMS client. Additional attributes may be added under postReceptionReport to signal, for example, which DQ metrics to be collected and reported. Alternatively, the list of desired QoE attributes could be specified in the Session Description, similar to the existing use of the SDP to define MBMS-specific QoE measurements as described in TS 26.346.

The content provider and/or the DASH-over-MBMS service provider may also require that DQ metrics reports are to be sent to a nominal DQ metrics report server, which could be accomplished in different ways:

The DASH client may post the report directly to the local HTTP server associated with the MBMS client (to a localhost based location) and the MBMS client may duplicate the report to the external DQ metrics report server. This is shown as the duplicated method in arrow B of Figure 2.

The MBMS client may intercept the DQ measurement report and forward it to the external server. This is shown as the proxied method in arrow B of Figure 2.
The DASH client may issue multiple reports: one to the MBMS client and another to an external DQ metrics report server. The reports may pertain to the same or different metrics, and based on either the same or different collection and upload directives. This is shown as arrow A in Figure 2.
8.3
Current QoE Metrics and Reporting Formats
8.3.1
DASH QoE Metrics in the MPD

The MPD may contain, at the root level, the element Metrics which specifies information on QoE metrics to be reported by the DASH client. The high level MPD Schema is shown in Figure 10.
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Figure 10: High Level MPD Schema Containing Metrics Element

The data structure of Metrics is shown in Figure 11.
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Figure 11: XML Data Structure of MPD.Metrics Element

The metrics attribute contains a set of quality metric keys for metrics to be collected and reported by the DASH client. As indicated in TS 26.247, these metrics may include:

- 
List of HTTP Request/Response Transactions, 

- 
List of Representation Switch Events, 

- 
Average Throughput, 

-
Initial Playout Delay, 

- 
Buffer Level, 

- 
Play List, and 

- 
MPD Information.

The quality reporting scheme is signalled using the Reporting element in the Metrics element. The URN defined for the Reporting@schemeIdUri is "urn:3GPP:ns:PSS:DASH:QM10". The scheme information for the 3GP-DASH quality reporting scheme is represented by a data structure comprising extension attributes in a separate namespace ("urn:3GPP:ns:PSS:AdaptiveHTTPStreaming:2009:qm"), whose XML syntax is shown in Figure 12 below.

The Range element indicates the time period during which quality metric collection is requested. When not present, quality metric collection is requested for the entire duration of the content. For a Live service, the wall-clock time value for the start of quality metric collection is given by @startTime + MPD@availabilityStartTime. 
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Figure 12: Syntax of Quality Reporting Scheme Information

The DASH client decides whether QoE metrics reporting should be performed in accordance to the value of @samplePercentage. The attribute @reportingServer identifies the server to which the reports should be sent, and @reportingInterval indicates the time(s) that reports should be sent.

8.3.2
DASH QoE Report Format and Protocol

The QoE report is formatted as an XML document whose schema is shown in Figure 13.
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Figure 13: XML Schema of Quality Report Message

The DASH client will send QoE reports to the report server as indicated in the ThreeGPQualityReporting element using the HTTP (RFC 2616 [10]) [2] POST request, the message body of which contains an XML-formatted Quality Report document according to the schema shown in Figure 4.

8.3.3
Similarities and Differences between DASH QoE and MBMS Reception Reporting

Similarities in QoE metrics and reporting scheme between DASH QoE and MBMS Reception Reporting should be considered in devising the means to integrate the two mechanisms. Similar characteristics to both schemes include the target percentage of clients that should perform QoE reporting, the location of the network server to which the reports should be sent, and temporal parameters pertaining to when reporting should be sent to the report server. With respect to the QoE metrics to be reported as defined in TS 26.346, it can be seen that the MBMS QoE metrics pertain to the transport level, whereas the DASH QoE metrics apply at the level of the media/content carried in the DASH format. 

Also common between the two reporting mechanisms is the use of HTTP POST as the means to convey the contents of the XML-formatted QoE report document to the corresponding report server.
8.4
Potential Solutions 
8.4.1
Modifications to the ADPD

8.4.1.1
Method 1 – New Attributes Under postReceptionReport Element

The postReceptionReport element in the ADPD indicates the parameters associated with reception reporting by the MBMS client. This element should be extended to carry the parameters associated with DASH QoE metrics reporting, including the full or subset of DASH QoE metrics as defined in TS 26.247. An example schema of the modified postReceptionReporting element is shown in Figure 14. 
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Figure 14: Modification to postReceptionReport element to include DASH QoE Reporting
As shown in the figure, a new flag (@DASHQoEReporting) is added to indicate whether DASH QoE metrics should be collected by the MBMS client for reception reporting. If the flag is set to "true", then other conditionally mandatory attributes will further indicate:

-
whether the report should be compressed (@DASHQoECompression);

-
the set of DASH QoE metrics to be collected and reported (@DASHQoEMetrics);

-
whether DASH QoE reporting should be synchronized, i.e. provided during the nominal time of MBMS reception reporting;

-
optionally, target probability that the QoE report should be transmitted (@DASHQoESamplePercentage).

The set of DASH QoE metrics to be sent, represented by (@DASHQoEMetrics) should correspond to the same or subset of DASH QoE parameters as defined in TS 26.247. The optional presence of @DASHQoESamplePercentage could be used to represent conditional probability of DASH QoE report transmission relative to the (probabilistic) occurrence of reception reporting.

8.4.1.2
Method 2 – New Element Under postReceptionReport Element

An alternative change to the ADPD is shown in Figure 15.
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Figure 15: Alternative Modification to postReceptionReport element to include DASH QoE Reporting
In this method, a new DASHQoEProcedure element is added as child of postReceptionReport. Added under DASHQoEProcedure element are child elements pertaining to DASH QoE metrics processing and reporting. If DASHQoEProcedure is present, then DASH QoE collection and reporting may be required in accordance to the value of the child elements of DASHQoEProcedure.

8.4.2
Synchronization of DASH QoE Reporting with Reception Reporting

The DASHQoESync flag in either method 1 or 2 above is used to define whether and how the DASH QoE metrics reporting should be synchronized with the MBMS Reception Reporting. The following outcomes are possible, depending on the synchronization flag value:

Scenario 1: The DASHQoESync sync flag is set to "true", and DASHQoESamplePercentage is absent. Assuming that the MBMS Reception Report procedure is active, then a DASH QoE metrics report should be attached to each reception report transmission.

Scenario 2: the sync flag is set to "true", and sample percentage for DASH QoE reporting, PDQ, is present. Assuming that the MBMS Reception Report procedure is active and associated with sample percentage PRR, the likelihood of DASH QoE reporting should be determined by the conditional probability, i.e. [PDQ | PRR] = PDQ x PRR, assuming the independence of random number generation in producing the two reporting probability values in the UE. For example, if reception reporting sample percentage = 50 and DASH QoE reporting sample percentage = 50, the probability of DASH QoE metric report would be 0.5 x 0.5 = 0.25 or 25%.

Scenario 3: the sync flag is set to "false", and sample percentage for DASH QoE reporting, PDQ, is present. In this case, independently of reception reporting activity, the probability for DASH QoE reporting is given by its sample percentage value.

8.4.3
Aggregation of DASH QoE Reports with Reception Reports

MBMS reception reports and DASH QoE measurement reports may be combined into a single aggregate document using the existing procedure allowed for reception reporting defined in TS 26.346, by making use of the MIME multipart/mixed file format [2]. Two options are possible:

1)
Option 1: The Internet Media Type (content type) is used to differentiate between the two types of reports, e.g. text/xml for nominal reception report files, and text/xml-DQ for DASH QoE metrics report files

2)
Option 2: The same text/xml media type may be used for both. The server can differentiate the report types by the XML header portion of the report.

An example of Option 1 is shown below. Here, the MIME multipart message which contains as separate body parts the Reception Report and the DASH QoE Report delineates the two parts by a boundary, named "separator" in the "Content-Type: " header. This boundary is placed between the parts at the beginning and end of the body of the message, as follows:

POST http://www.exampleserver.com/rr HTTP/1.1

Host: 192.68.1.1

User-Agent: Mozilla/5.0(Linux; U; Android 4.0.3 ….)

Content-Length: 12345

Content-Type: multipart/mixed; boundary=separator

Connection: Keep-Alive

<…other HTTP headers>

--separator

Content-Type: text/xml

<XML document of the MBMS Reception Report>

--separator

Content-Type: text/xml-DQ

<XML document of the DASH QoE Metrics Report>

--separator--

8.4.4
Modification to MPD

The MPD's Metrics.Reporting@reportingServer may need to be constructed to point to the MBMS client to allow posting of DASH QoE metrics reports to the local HTTP server in the UE. For example, the MBMS client may overwrite the BaseURL in the Media Presentation Description fragment to "localhost/", before forwarding the MPD to the DASH client. Alternatively, the HTTP URL of the report server in the MPD, nominally pointing to an external network server, can be unchanged should the MBMS client act as a proxy for all HTTP requests of the DASH client. In this case, the DASH QoE report could be terminated at the MBMS client.
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