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4.2
System overview

Figure 2 gives an overview of functions for MBMS user services based on the MBMS download and the MBMS streaming delivery methods. The figure includes the MBMS User service provision phases (arrow on the right side of the figure). The Phase "MBMS User Service activation / deactivation" is an individual phase and is generally triggered by a user action. The break in the sequence indicates that the service activation phases are independent from the session start/stop and the data transfer phases. The service provider initiates the establishment of the MBMS User Plane (Session Start/Stop and the Data Transfer Phases) when there is content to be transmitted.
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Figure 2: MBMS system overview

The MBMS Bearer Services are embedded in MBMS User Service procedures. The major part of the data is transferred via the MBMS Bearer Service. MBMS User Services include Associated-Delivery procedures (e.g. file repair) to augment the original MBMS Bearer sessions. Security functions are incorporated into the overview figure. One dedicated user authentication procedure is depicted in conjunction with the MBMS Bearer Service Activation procedure within the Session Establishment phase.
The figure contains client and network functions. Interactions, which are only applicable for the MBMS Multicast Mode, are marked accordingly.
	Next Change


7.1
Service Discovery/Announcement

Below an example for an aggregated service announcement document using multipart MIME type "multipart/related" (RFC2557) is described. 

MIME-Version: 1.0

Content-Type: multipart/related; boundary=D8119DDD2D264D4480E57277; type=" application/mbms-user-service-description+xml"
Content-Length: <length of the stream>

--D8119DDD2D264D4480E57277

Content-Type: application/mbms-user-service-description+xml

<?xml version="1.0" encoding="UTF-8"?>

<bundleDescription 
   xmlns="urn:3GPP:metadata:2005:MBMS:userServiceDescription"
   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"
   xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"
   xsi:schemaLocation="urn:3GPP:metadata:2005:MBMS:userServiceDescription USD-schema-Main.xsd">

   <userServiceDescription   serviceId="urn:3gpp:1234567890coolcat">

      <name lang="EN">something in english</name>

      <serviceLanguage>EN</serviceLanguage>

      <deliveryMethod
 sessionDescriptionURI="fragmentdir/session1.sdp">

      
<sv:delimiter>0</sv:delimiter>



<sv:delimiter>0</sv:delimiter>

      </deliveryMethod>
      <deliveryMethod 
              sessionDescriptionURI="fragmentdir/session2.sdp"
              associatedProcedureDescriptionURI="fragmentdir/procedureX.xml">

      
<sv:delimiter>0</sv:delimiter>



<sv:delimiter>0</sv:delimiter>

      </deliveryMethod>

      <sv:delimiter>0</sv:delimiter>


  <sv:delimiter>0</sv:delimiter>

   </userServiceDescription>

   <sv:schemaVersion>2</sv:schemaVersion>
</bundleDescription>

--D8119DDD2D264D4480E57277

Content-Type: application/sdp

Content-Location: fragmentdir/session1.sdp

v=0

o=ghost 2890844526 2890842807 IN IP4 192.168.10.10

s=3GPP MBMS Streaming SDP Example

i=Example of MBMS streaming SDP file

u=http://www.infoserver.example.com/ae600

e=ghost@mailserver.example.com

c=IN IP4 224.1.2.3

t=3034423619 3042462419

b=AS:77

a=mbms-mode:broadcast 123869108302929 1
a=source-filter: incl IN IP6 * 2001:210:1:2:240:96FF:FE25:8EC9

a=FEC-declaration:0 encoding-id=1

m=video 4002 RTP/AVP 97 96 100

b=TIAS:62000

b=RR:0

b=RS:600

a=rtpmap:96 H263-2000/90000

a=fmtp:96 profile=3;level=10

a=framesize:96 176-144

a=rtpmap: 97 rtp-mbms-fec-tag/90000

a=fmtp:97 opt=96; FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="

a=rtpmap: 100 rtp-mbms-fec-symbols/10000

a=fmtp:100 FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="; min-buffer-time=2600

m=audio 4004 RTP/AVP 99 98 101

b=AS:15

b=RR:0

b=RS:600

a=rtpmap:98 AMR/8000

a=fmtp:98 octet-align=1

a=rtpmap: 99 rtp-mbms-fec-tag/8000

a=fmtp: 99 opt=98;FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="

a=rtpmap: 101 rtp-mbms-fec-symbols/10000

a=fmtp:101 FEID=129;FIID=12435;FOTI="1SCxWEMNe397m24SwgyRhg=="; min-buffer-time=2600


--D8119DDD2D264D4480E57277

Content-Type: application/sdp

Content-Location: fragmentdir/session2.sdp

v=0

o=user123 2890844526 2890842807 IN IP6 2201:056D::112E:144A:1E24

s=File delivery session example

i=More information

t=2873397496 2873404696

a=mbms-mode:broadcast 1234

a=FEC-declaration:0 encoding-id=128; instance-id=0

a=source-filter: incl IN IP6 * 2001:210:1:2:240:96FF:FE25:8EC9

a=flute-tsi:3

m=application 12345 FLUTE/UDP 0

c=IN IP6 FF1E:03AD::7F2E:172A:1E24/1

a=lang:EN

a=FEC:0


--D8119DDD2D264D4480E57277—

Content-Type: application/mbms-associated-procedure-description+xml

Content-Location: fragmentdir/procedureX.xml

<?xml version="1.0" encoding="UTF-8"?> 

<associatedProcedureDescription

  xmlns="urn:3gpp:metadata:2005:MBMS:associatedProcedure"

  xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" 

  xsi:schemaLocation="urn:3gpp:metadata:2005:MBMS:associatedProcedure associatedprocedure.xsd">

  <postFileRepair

    offsetTime="5"

    randomTimePeriod="10">

    <serviceURI>http://mbmsrepair.operator.umts/</serviceURI>

    <serviceURI>http://mbmsrepair1.operator.umts/</serviceURI>

    <serviceURI>http://mbmsrepair2.operator.umts/</serviceURI>




  </postFileRepair>

  <postReceptionReport

    offsetTime="5"

    randomTimePeriod="10"

    reportType="StaR-all"

    samplePercentage="100"

    forceTimeIndependence="0">

    <serviceURI>http://mbmsrepair.operator.umts/</serviceURI>

  </postReceptionReport>

   <sv:schemaVersion>1</sv:schemaVersion>
</associatedProcedureDescription>

--D8119DDD2D264D4480E57277--

	Next Change


7.2.1.2
Announced Metadata Fragments

The MBMS User Service is active from the 5th of August until the 18th of December. The MBMS bearers are activated, if there is any video clip to distribute. Video clips are mostly distributed during weekends, seldom during the week.

To activate the video clip service, the client has received the following metadata fragments through a service announcement procedure:

User Service Description Fragment:

<?xml version="1.0" encoding="UTF-8"?>

<bundleDescription 

   xmlns="urn:3GPP:metadata:2005:MBMS:userServiceDescription"

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

   xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"
   xsi:schemaLocation="urn:3GPP:metadata:2005:MBMS:userServiceDescription USD-schema-Main.xsd">
   <userServiceDescription serviceId="urn:VideoClipDistr-1">

     <deliveryMethod 

       sessionDescriptionURI="http://example.org/videoclip-distr.sdp"

       associatedProcedureDescriptionURI="http://www.example.com/default-repair-settings.xml">

       <sv:delimiter>0</sv:delimiter>


   <sv:delimiter>0</sv:delimiter>

     </deliveryMethod>

     <sv:delimiter>0</sv:delimiter>

     <sv:delimiter>0</sv:delimiter>
   </userServiceDescription>
   <sv:schemaVersion>2</sv:schemaVersion>

</bundleDescription>
Session Description Fragment:

v=0

o=user123 3332188800 3343766400 IN IP4 192.168.1.1

s=VideoClip Distribution Service example

i=More information

t=3332188800 3343766400

a=mbms-mode:broadcast 1234

a=FEC-declaration:0 encoding-id=1

a=source-filter: incl IN IP4 * 192.168.1.1

a=flute-tsi:116

m=application 12345 FLUTE/UDP 0

c=IN IP4 224.20.20.4

b=64

a=lang:DE

a=FEC:0

The t= lines includes the session start and session stop information. Session start is 3332188800 (== 5th of August 2005) and session stop is 3343766400 (== 18th of December 2005).

The User service description and the session description fragments are used to activate the MBMS bearer service with multicast IP address 224.20.20.4 and TMGI 1234. The user service uses in this use-case an MBMS broadcast bearer service. The bearer service remains active until the 18th of December.
File Repair Procedure Fragment:

The post delivery file repair procedure is configured with a back-off window of 40 seconds. It was assumed, that a group of 5 000 UEs need 10 kByte each of repair data, assuming that the file repair server can provide repair data with a capacity of 10 Mbps.
<?xml version="1.0" encoding="UTF-8"?>

<associatedProcedureDescription 

   xmlns="urn:3gpp:metadata:2005:MBMS:associatedProcedure"
   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

   xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"
   xsi:schemaLocation="urn:3gpp:metadata:2005:MBMS:associatedProcedure associatedprocedure.xsd">


<postFileRepair offsetTime="5" randomTimePeriod="40">


  <serviceURI>http://mbmsrepair.operator.umts/path/repair-service</serviceURI>


  <serviceURI>http://mbmsrepair2.operator.umts/path/repair-service</serviceURI>


</postFileRepair>

   <sv:schemaVersion>1</sv:schemaVersion>
</associatedProcedureDescription>

7.2.1.3
Reception of a video clip

The download transmission session starts on the 7th of August 2005, 19:18h in this use-case. The download transmission session contains only one FLUTE file delivery table (FDT), one file and an update of the Associated Delivery Procedure Description (ADPD) instance. The size of the file is 300 kbyte. The file transmission is FEC protected using the MBMS FEC code. A redundancy overhead of 16 % is added to the file transmission. The FDT instance and ADPD instance are not FEC protected because they are too small in size to benefit from FEC protection. To ensure their reliable delivery, FDT instance and ADPD instance may be transmitted repeatedly.
Note that ADPD has critical information relevant to point-to-point file repair and delivery verification reports. If the ADPD is sent in-band alone and is lost during in-band FLUTE transmission, then point-to-point file repair is not possible. Hence it is recommended to provide a default ADPD instance in User Service Description. The most recently delivered configuration file takes priority. ADPD received in-band with the download session, overwrites earlier received parameters. In this example, the update of the Associated Procedure Description instance contains the URI of an additional repair server.

<?xml version="1.0" encoding="UTF-8"?>

<associatedProcedureDescription 

   xmlns="urn:3gpp:metadata:2005:MBMS:associatedProcedure"
   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

   xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"
   xsi:schemaLocation="urn:3gpp:metadata:2005:MBMS:associatedProcedure associatedprocedure.xsd">


<postFileRepair offsetTime="5" randomTimePeriod="40">



<serviceURI>http://mbmsrepair.operator.umts/path/repair-service</serviceURI>



<serviceURI>http://mbmsrepair2.operator.umts/path/repair-service</serviceURI>

        <serviceURI>http://mbmsrepair3.operator.umts/path/repair-service</serviceURI> 


</postFileRepair>
    <sv:schemaVersion>1</sv:schemaVersion>
</associatedProcedureDescription>
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Figure 9: Delivery of video clip

The FLUTE File delivery table is transmitted using the Transport Object ID number 0. The BM-SC starts sending the FLUTE FDT packets at 19:18h.

The TSI and the TOI fields are set to 16bit respectively. The TSI value for the session is 116. TOI value for FLUTE FDT packets is 0. The length of the FDT Instance object is 681 byte. The Compact No Code FEC is used for FDT transmission. The symbol length is set to 512 byte. Maximum source block length is set to 1000.
The FLUTE packet headers, which are used to forward the FDT are depicted below. All values in decimal:
     0                   1                   2                   3

     0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    | 0001  | 00| 00|0| 00|1|0|0|0|0|      8        |        0      |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |                                                            0  |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |                           116 |                           0   |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |   HET = 64    |       4       |                               |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               +

    |                                681                            |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |                 0             |                 512           |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |                             1000                              |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |   HET = 192   |    1  |               10                      |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |     Source Block Number       |      Encoding Symbol ID       |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

    |              Encoding Symbol(s) for FDT Instance              |

    |                           ...                                 |

    +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

Figure 10: FLUTE FDT packet header

The FLUTE File Delivery Table instance for this use-case is depicted below. The FDT instance expires on the 7th of August 2005, 19:58:46h (3332430520 in NTP format).
<?xml version="1.0" encoding="UTF-8"?>

<FDT-Instance 
  xmlns="urn:IETF:metadata:2005:FLUTE:FDT"

  xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

  xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"
  xsi:schemaLocation="urn:IETF:metadata:2005:FLUTE:FDT FLUTE-FDT-3GPP-Main.xsd" 

  Expires="3332430526">


<File
      TOI="1"
      Content-Location="http://www.example.com/bundesliga/VideoClip-10.3gp"

      Content-Type="video/3gpp"
      FEC-OTI-FEC-Encoding-ID="1"
      Transfer-Length="307200"
      FEC-OTI-Encoding-Symbol-Length="256"
      FEC-OTI-Scheme-Specific-Info="MDAwMTAyMDQ=">
      <sv:delimiter>0</sv:delimiter>

      <sv:delimiter>0</sv:delimiter>

    </File>

    <File
      TOI="2"
      Content-Location="http://www.example.com/bundesliga/adpd-inst.xml"
     Content-Type="application/mbms associated-procedure-description+xml"
      FEC-OTI-FEC-Encoding-ID="0"
      Transfer-Length="520"
      FEC-OTI-Maximum-Source-Block-Length="2"
      FEC-OTI-Encoding-Symbol-Length="512">
      <sv:delimiter>0</sv:delimiter>

      <sv:delimiter>0</sv:delimiter>

    </File>

   <sv:schemaVersion>2</sv:schemaVersion>

   <sv:delimiter>0</sv:delimiter>

</FDT-Instance>

The FEC Encoding ID field identifies the MBMS FEC scheme (i.e. Raptor Code). The value "1" is assigned by IETF to the Raptor Code.

The value of the FEC scheme specific info is base64 Binary encoded. The base 64 value "MDAwMTAyMDQ=" decodes to 0x10204hex (Z = 1; N = 2; A = 4).
The FDT expiration time (i.e. "expire" attribute) is an unsigned integer representing the time in seconds relative to 0 hours 1 January 1900 (i.e. the 32 most significant bits of a 64 bit Network Time Protocol (NTP) time value). If a UE is not time synchronized with the mobile network, then the UE must calculate an expiration time, which is relative to the reception of the FLUTE FDT packet.
7.2.1.4
File Repair procedure

The file correction use case is based on the file reception use-case described in clause 7.2.1.3.
The post delivery file repair procedure (i.e. one possible associated delivery procedure) is configured with a back-off window of 40 seconds. It was assumed, that a group of 5 000 UEs would need 10 kByte each of repair data, assuming that the file repair server can provide repair data with a capacity of 10 Mbps.

<?xml version="1.0" encoding="UTF-8"?>

<associatedProcedureDescription 

   xmlns="urn:3gpp:metadata:2005:MBMS:associatedProcedure"
   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

   xmlns:sv="urn:3gpp:metadata:2009:MBMS:schemaVersion"
   xsi:schemaLocation="urn:3gpp:metadata:2005:MBMS:associatedProcedure associatedprocedure.xsd">


<postFileRepair offsetTime="5" randomTimePeriod="40">



<serviceURI>http://mbmsrepair.operator.umts/path/repair-service</serviceURI>



<serviceURI>http://mbmsrepair2.operator.umts/path/repair-service</serviceURI>

        <serviceURI>http://mbmsrepair3.operator.umts/path/repair-service</serviceURI> 


</postFileRepair>

</associatedProcedureDescription>

The following table is created assuming the recommended MBMS FEC parameter configurations.

	File-Size
	300 kbyte

	FEC Overhead
	16%

	Z (Number of Source Blocks)
	1

	N (Number of sub-blocks)
	2

	A (Alignment factor)
	4

	P (Payload size)
	512 byte

	G (Symbols per packet)
	2

	T (Symbol Size)
	256 byte

	
	

	Generated Source Packets
	600

	Generated Repair Packets
	96


UE_A:

It is assumed that UE_A switched from a very good coverage to almost no coverage 20 seconds before the transmission ended. It is assumed for UE_A, that a user enters a subterranean garage or a sub-way station while receiving an MBMS download transmission session.

The UE_A misses the last half of the MBMS transmission, thus packet 348 until packet 696 are lost. The file transmission was organized such that the repair packets are transmitted after the source packets. Thus, a part of the source and all repair packets are lost. Since there are two symbols per packet, the corresponding start ESI of the lost packets is 696.

After the FDT instance has expired (thus 46 seconds after receiving the FLUTE FDT packet), the UE_A starts the file repair procedure with calculating the procedure back-off time.

Backoff-time = rnd() ( 40 s + 5 s

The UE_A selects randomly one server URI from the Associated delivery procedure. In this use-case the UE chooses the second server URI: http://mbmsrepair2.operator.umts.
For this use-case the rnd() function has returned "0.275" as result. Thus, the UE defers the opening of the TCP connection to the host mbmsrepair2.operator.umts by 16 seconds. As soon as the TCP connection is established, the UE sends the following HTTP GET request to the file repair server.

The File Repair request line:

GET
http://mbmsrepair2.operator.umts/path/repair-service?fileURI=www.example.com/bundesliga/VideoClip-10.3gp&SBN=1;ESI=696-1198
HTTP/1.1

Since the MBMS UE has successfully received the first part of the source block, it needs to request only the remaining part of the source block to completely recover the file. The MBMS FEC decoder need not be invoked in this example.

The UE_A gets the remaining parts of the file as response.

UE_B:

UE_B switched from a very good coverage to almost no coverage 20 seconds before the transmission ended and re-entered good coverage 15 seconds later.
The UE_B thus misses packets 348 to packet 607 (inclusive). The file transmission was organized such that the repair packets are transmitted after the source packets. Thus, a part of the source is lost (i.e. 251 source packets), but most repair packets have been received (i.e. 88). The total number of received packets is 435 and since there are two symbols per packet, then 870 symbols have been received.
After the FDT instance has expired (thus 46 seconds after receiving the FLUTE FDT packet), the UE_A starts the file repair procedure with calculating the procedure back-off time.

Backoff-time = rnd() ( 40 s + 5 s

The UE_B selects randomly one server URI from the Associated delivery procedure. In this use-case the UE chooses the second server URI: http://mbmsrepair2.operator.umts

For this use-case the rnd() function has returned "0.275" as result. Thus, the UE defers the opening of the TCP connection to the host mbmsrepair2.operator.umts by 16 seconds. As soon as the TCP connection is established, the UE sends the following HTTP GET request to the file repair server.
A minimum of 330 additional symbols are required to ensure successful decoding of the file. The UE should  use one of the algorithms defined in clause 6.1.3 to determine a range of ESIs that will result in successful reception. In this case, the UE determines that an additional 12 symbols (1 %) will be sufficient to ensure recovery. The UE thus requests an additional 342 symbols with ESIs of 1 392 (one greater than the highest ESI received) or above.
The File Repair request line:

GET
http:// mbmsrepair2.operator.umts/path/repair-service?fileURI=www.example.com/bundesliga/VideoClip-10.3gp&SBN=1;ESI=1392+342
HTTP/1.1

UE_B receives the repair symbols in response and can thus decode the file. Note that the UE is not permitted to request all missing source symbols, since this would result in an unnecessary load on the repair server (in this case 504 symbols).
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Pull





-





base (e.g. via a Portal)





e.g. http





Push





-





base (e.g. via a Portal)





e.g. SAP/SDP; FLUTE





List of services





to select





Selection 





of Service





Ua





interface: http





-





digest (see 33.24620) 





(Note, key management not agreed in SA3 yet)





Derivation of 





Password





Shared Secret 





(http





-





digest





-





AKA)





Optional





FEC





FEC





Optional





FEC





Multicast traffic





User  Service initiation





/ termination





Transmission





Control





MBMS 





User Service 





Transmitter





Optional





Data Transmission





Network Provider





Client





(Only in 





MBMS Multicast Mode)





(Only in 





MBMS Multicast Mode)





Service Activation





/ Deactivation





User Service Discovery / 





Announcement





Phases





Trigger





Defaults Bearer 





(see Service Activation 





Procedure in 23.246)





Service Provider





Envelope information 





including META Information 





like an <application tag>





(incl. Multicast/Broadcast Mode)





MBMS BS Context





(activation / deactivation)





MBMS UE & BS Context





(creation / deletion)
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