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[14]
Void.

[15]
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B.2.2
FC value allocations

FC values allocated for this specification shall be in range of 0x00 – 0x0F.

FC values allocated for TS 33.401 [35] shall be in range of 0x10 – 0x1F.

FC values allocated for TS 33.402 [36] shall be in range of 0x20 – 0x2F.

FC values allocated for TS 33.102 [2] shall be in range of 0x30 – 0x3F.

FC values allocated for TS 33.224 [39] shall be in range 0x40 – 0x48.
FC values allocated for TS 33.303 [aa] shall be in range 0x49 – 0x4F.
FC values in range 0x50 – 0xFF are reserved for future use.
******* END OF CHANGES ***********
