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5.2.3
Basic Operations

On-line credit control uses two basic logical operations: Debit Units and Reserve Units.
· "Debit Units Request"; sent from CTF ( OCF
After receiving a service request from the subscriber, the CTF sends a Debit Units Request to the OCF. The CTF may either specify a service key (centralised unit determination) or the number of units requested (decentralised unit determination). 
For refund purpose, the CTF sends a Debit Units Request to the OCF as well.

· "Debit Units Response"; sent from OCF ( CTF 
The OCF replies with a Debit Units Response, which informs the CTF of the number of units granted as a result of the Debit Units Request. This includes the case where the number of units granted indicates the permission to render the requested service. 
For refund purpose, the OCF replies with a Debit Units Response.

· "Reserve Units Request"; sent from CTF ( OCF
Request to reserve a number of units for the service to be provided by an CTF. In case of centralised unit determination, the CTF specifies a service key in the Reserve Unit Request, and the OCF determines the number of units requested. In case of decentralised unit determination, the number of units requested is specified by the CTF.

· "Reserve Units Response"; sent from OCF ( CTF 
Response from the OCF which informs the CTF of the number of units that were reserved as a result of the "Reserve Units Request".

IEC uses the Direct Debiting One Time Event procedure specified in RFC 4006 and therefore is performed by the use of the logical "Debit Units" operation, as specified in section 6.3.3.

SCUR and ECUR use both the "Debit Units" and "Reserve Units" operations.

SCUR uses the Session Based Credit Control procedure specified in RFC 4006. In session charging with unit reservation, when the "Debit Units" and "Reserve Units" operations are both needed, they shall be combined in one message, as specified in section 6.3.5.

For SCUR and ECUR the consumed units are deducted from the subscriber's account after service delivery. Thus, the reserved and consumed units are not necessarily the same. Using this operation, it is also possible for the CTF to modify the current reservation, including the return of previously reserved units.
Table 5.2.3.1 and table 5.2.3.2 describe the content of these operations.

Table 5.2.3.1: Debit and Reserve Units Request Content
	Debit and Reserve Units Request
	Category
	Description

	Session Identifier
	M
	This field identifies the operation session.

	Originator Host
	M
	This field contains the identification of the source point of the operation.

	Originator Domain
	M
	This field contains the realm of the operation originator.

	Destination Domain
	M
	This field contains the realm of the operation destination.

	Operation Identifier
	M
	This field is a unique operation identifier.

	Operation Token
	M
	This field contains the service identifier.

	Operation Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging. 

	Operation Number
	M
	This field contains the sequence number of the transferred messages.

	Destination Host
	OC
	This field contains the identification of the destination point of the operation.

	User Name
	OC
	This field contains the identification of the user.

	Origination State
	OC
	Tbd.

	Origination Timestamp
	OC
	This field contains the time when the operation is requested.

	Subscriber Identifier
	OM
	This field contains the identification of the mobile subscriber (i.e. MSISDN) or the fixed user (i.e. fixed device or residential gateway) that uses the requested service. 

	Termination Cause
	OC
	This field contains the termination reason of the service. 

	Requested Action
	OC
	This field contains the requested action.

	Multiple Operation
	OM
	This field indicate the occurrence of multiple operations. 

	Multiple Unit Operation
	OC
	This field contains the parameter for the quota management. 

	Subscriber Equipment Number
	OC
	This field contains the identification of the mobile device (i.e. IMEI) that uses the subscriber.

	Proxy Information
	OC
	This field contains the parameter of the proxy.

	Route Information
	OC
	This field contains the parameter of the route.

	Service Information
	OM
	This parameter holds the individual service specific parameters as defined in the corresponding ‘middle tier’ TS.



Table 5.2.3.2: Debit and Reserve Units Response Content
	Debit and Reserve Units Response
	Category
	Description

	Session Identifier
	M
	This field identifies the operation session.

	Operation Result
	M
	This field identifies the result of the operation.

	Originator Host
	M
	This field contains the identification of the source point of the operation.

	Originator Domain
	M
	This field contains the realm of the operation originator.

	Operation Identifier
	M
	This field is a unique operation identifier.

	Operation Type
	M
	This field defines the transfer type: event for event based charging and start, interim, stop for session based charging. 

	Operation Number
	M
	This field contains the sequence number of the transferred messages.

	Operation Failover
	OC
	This field contains an indication to the CTF whether or not a failover handling is to be used when necessary.

	Multiple Unit Operation
	OC
	This field contains the parameter for the quota management. 

	Operation Failure Action
	OC
	For credit control sessions the content of this field enables the credit-control client to decide what to do if sending credit-control messages to the credit-control server has been temporarily prevented.

	Operation Event Failure Action
	OC
	For one time event direct debiting the content of this field enables the credit-control client to decide what to do if sending credit-control messages to the credit-control server has been temporarily prevented.

	Redirection Host
	OC
	Tbd.

	Redirection Host Usage
	OC
	Tbd.

	Redirection Cache Time
	OC
	Tbd.

	Proxy Information
	OC
	This field contains the parameter of the proxy.

	Route Information
	OC
	This field contains the parameter of the route.

	Failed parameter
	OC
	This field contains missing and/or unsupported parameter that caused the failure.

	Service Information
	OC
	This parameter holds the individual service specific parameters as defined in the corresponding ‘middle tier’ TS.
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