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5.1
PS charging principles

The charging functions specified for the PS domain relate to

· mobility management, refer to TS 23.060 [201];

· SMS transmissions / receptions, refer to TS 23.060 [201] , and TS 23.272 [213];

· IP-CAN bearers, refer to TS 23.060 [201], TS 23.401[208] and TS 23.402[209];

· LCS events, refer to TS 32.271 [31];

· individual service data flows (identified by Service data flow filters or application identifier) within a IP-CAN bearer, refer to TS 23.203 [72].

· MBMS bearer contexts, refer to TS 23.246 [207] and TS 32.273 [32].

	Next change


5.1.1
Requirements

The following are high-level charging requirements specific to the packet domain, derived from the requirements inTS 22.115 [102], TS 23.060 [201], TS 23.401 [208], TS 23.402 [209] and TS 23.203 [72].

1)
Every IP-CAN bearer shall be assigned a unique identity number for billing purposes. (i.e. the charging id).

2)
Data volumes on both the uplink and downlink direction shall be counted separately. The data volumes shall reflect the data as delivered to and from the user.

3)
The charging mechanisms shall provide the duration of the IP-CAN bearer with date and time information.

4)
The network operator may define a subset of the charging information specified by Packet-Switched domain charging standards. This means that it shall be possible to configure the PCN for the CDR information generated.

5)
The PCNs shall be capable of handling the Charging Characteristics. Charging Characteristics can be specific for a subscription or for subscribed IP-CAN bearer (i.e. per APN), see annex A for details.

6)
The SGSN shall support charging of CAMEL services.

7)
The SGSN shall support charging for location requests.

8)
The SGSN may support online charging using CAMEL techniques.

9)
The P-GW may support online charging using IETF based techniques.

10)
The P-GW may be capable of identifying data volumes, elapsed time or events for individual service data flows (flow based bearer charging). One PCC rule identifies one service data flow.

11)
When online charging is used in the P-GW, the credit control shall be per rating group. 

12)
P-GW shall allow reporting of the service or detected application usage per rating group or per combination of the rating group and service id. This reporting level can be activated per PCC rule.

13)
The P-GW shall collect charging information for IP -CAN session as it would for one IP-CAN bearer  in case of  PMIP based connectivity is used .

14)
Charging support in the SGSN shall apply only for SGSN with Gn/Gp connectivity.

15)
The data volume shall be counted regardless of whether the subscriber’s traffic has been offloaded from the mobile operator’s network.
Editor’s Notes: This requirement should be rerefined after finalization of the architecture for Selected IP Traffic Offload charging.

These requirements apply equally to PS domain online charging and offline charging. 

	Next change


5.2.1.3
Flow Based bearer Charging (FBC)

IP-CAN bearer charging allows the P-GW to collect charging information related to data volumes sent to and received by the UE/MS, categorised by the QoS applied to the IP-CAN bearer. FBC is supported by the P-GW by the integration of a PCEF. With PCEF, the normal IP-CAN bearer charging is enhanced by the capability to categorise the service data flows within IP-CAN bearer data traffic by rating group or combination of the rating group and service id. I.e., while there is only one uplink an one downlink data volume count per IP-CAN bearer in IP-CAN bearer charging, FBC provides one count per each rating group or combination of the rating group and service id. The level of the reporting is defined per PCC rule. Details of this functionality are specified in TS 23.203 [72] and TS 32.240 [1].

NOTE: The P-GW can only include one QoS Information occurrence per service data container. This implies if an operator wishes to be able to separate usage according to QCI and ARP within their billing system they will need to ensure that services having different QCI and ARP do not have the same:

-
rating group in cases where rating reporting is used;

-
rating group/service id where rating group/service id reporting is used.

IP-CAN bearer specific offline charging is achieved with IP-CAN bearer specific rating group/service identifier defined in clause 5.3.1.1.

According to TS 23.203 [72], FBC shall support different charging models per PCC rule. These charging models may be based on volume and/or time and on number of events matching a specific service data flow template in PCC rule. In general the charging of a service data flow shall be linked to the IP-CAN bearer under which the service data flow has been activated.  The following chargeable events are defined for FBC:

· Start of IP-CAN bearer. Upon encountering this event, a new PGW-CDR for this context is created.

· Start of service data flow. If service identifier level reporting is required by the PCC rule new counts and time stamps for this combination of the rating group and service id are started. If rating group level reporting is required by the PCC rule needed new counts and time stamps for this rating group are started. The type of counters shall depend on the measurement method configured for the PCC rule. When event based charging applies, the first occurrence of an event matching a service data flow template in PCC rule shall imply that a new count is started. When new events occur, the counter shall be increased. Each event shall be time stamped.

· Termination of service data flow. If service identifier level reporting is required by the PCC rule and this was the last active service data flow for this combination of the rating group and service id or if rating group level reporting is required by the PCC rule and this was the last active service data flow for this rating group, the counters and time stamps are closed and added to the PGW-CDR. For information on how the termination of service data flows is detected, refer to TS 23.203 [72].

· End of IP-CAN bearer in the P-GW. The PGW-CDR is closed upon encountering this trigger.

· Serving node (e.g. SGSN/S-GW/ePDG) change in the P-GW. New SGSN/S-GW/ePDG address is added to PGW-CDR.

· Expiry of an operator configured time limit per IP-CAN bearer. This event closes the PGW-CDR, and a new one is opened if the IP-CAN bearer is still active.

· Expiry of an operator configured time limit per rating group. The counters and time stamps are closed and added to the PGW-CDR. A new service data flow container is opened if any matching service data flow is still active.

· Expiry of an operator configured data volume limit per IP-CAN bearer. This event closes the PGW-CDR, and a new one is opened if the IP-CAN bearer is still active.

· Expiry of an operator configured data volume limit per rating group. The counters and time stamps are closed and added to the PGW-CDR. A new service data flow container is opened if any matching service data flow is still active.

· Expiry of an operator configured data event limit per rating group. The counters and time stamps are closed and added to the PGW-CDR. A new service data flow container is opened if any matching service data flow is still active.

· Change of charging condition: IP-CAN bearer modification (e.g. QoS change, SGSN change, S-GW change, user location change,user CSG information change), tariff time change or failure handling procedure triggering. When this event is encountered, all current configured counts and time stamps are captured and new counts and time stamps for all active service data flows are started.

· Intersystem change (e.g. change of radio interface from GSM to UMTS, RAT change) visible in the P-GW. This event closes the PGW-CDR, and a new one is opened if the IP-CAN bearer is still active.

· PLMN change visible in the P-GW. This event closes the PGW-CDR. A new one is opened if the IP-CAN bearer is still active.

· MS Timezone change visible in the P-GW. This event closes the PGW-CDR. A new one is opened if the IP-CAN bearer is still active.

· SGSN change in the P-GW. New SGSN address is added to PGW-CDR.

· Expiry of an operator configured report of service flow data limit per IP-CAN bearer. This event closes the PGW-CDR, and a new one is opened if the IP-CAN bearer is still active.

· Completion of a time envelope as defined in TS 32.299 [50]. This event closes a service data flow container. Further details are described in ‘Triggers for PGW-CDR Charging Information Addition’ (clause 5.2.3.4.1). The need for reporting time envelopes may be statically configured for each rating group or dynamically controlled by online charging.

Management intervention may also force trigger a chargeable event.

Relevant service data flows for a certain IP-CAN bearer are determined when FBC is applied. PCC rules are used for this determination. One PCC rule identifies service data flow to be measured but it can also include certain characteristics related to that service data flow. 

PCC rules can be activated, deactivated and modified any time during the IP-CAN bearer lifetime. PCC rule activation, deactivation and modification are not chargeable events. However these PCC rule changes may lead to ‘start of service data flow’ and ‘termination of service data flow’ chargeable events.

Policy and Charging Control rule can contain e.g.:

· service data flow template (service data flow filters or application identifier) to identify packets belonging to certain service data flow, 

· charging method to identify whether online/offline/both/neither charging interface is used, 

· measurement method for offline charging to identify whether time/volume/events are measured for this service data flow, 

· Charging key (i.e. rating group) for that service data flow,

· service identifier for that service data flow, 

· Sponsor Identifier (offline charging only) ,
· Application Service Provider Identifier (offline charging only) ,
· application function record information to correlate the measurement with application level reports,
· reporting level for the service data flow (rating group or combination of the rating group and service id),

· precedence to the situations where two or more PCC rules are overlapping. 

Policy and Charging Control rules can be:

· pre-defined in P-GW  (can be activated either by the PCRF or PCEF itself) or,

· dynamically provisioned and activated by the PCRF over the Gx interface.

This is specified in TS 23.203 [72] and TS 29.212 [71].

According to TS 23.203 [72] , the PCRF can modify the following charging information in a dynamic PCC rule which is active in the PCEF: Charging key, Service identifier, Sponsor Identifier, Application Service Provider Identifier, Measurement method, and Service identifier level reporting. A change of any of this charging information will trigger a ‘start of service data flow’ chargeable event when a valid counter does not exist corresponding to that changed PCC rule. A change of any of this charging information will trigger a ‘termination of service data flow’ chargeable event when this was the last active service data flow for the counter corresponding to the original PCC rule.
When the CDF is implemented as a separate entity,  all these FBC related chargeable events,  trigger charging events  reporting, for P-GW CDRs to be constructed, enriched or closed by CDF, according to description in clause 5.2.2.

Extended packet inspection can be done in the PCEF with pre-defined PCC rules. The PCEF also have the possibility to output service specific information related to the packet inspection in the CDR.

The capability of P-GW to support application based charging is achieved with PCRF providing appropriate PCC Rules to the P-GW. Such PCC Rule shall be defined with service data flow template including an Application Identifier for the application which needs to be detected, enforced and charged. 
	Next change


5.2.3.4
Triggers for PGW-CDR charging information collection

An PGW-CDR is used to collect charging information related to the IP-CAN bearer data information for a UE/MS in the P-GW, where the data volumes, elapsed time or number of events within each PGW-CDR are separately counted per rating group or per combination of the rating group and service id. In case of P-GW is not aware of IP-CAN bearers, i.e. in case of PMIP based connectivity, P-GW collects charging information per IP-CAN session as it would be one IP-CAN bearer.

Many service data flow containers per IP-CAN bearer can be active simultaneously in PGW-CDR. A service data flow container is activated when traffic is detected and no matching active service data flow container exist; a service data flow container is closed when the termination of the last service data flow matching to the service data flow container is detected by the P-GW. When event based charging applies, the first occurrence of an event matching a service data flow template shall imply service data flow start. Details on FBC can be found in TS 23.203 [72] and TS 32.240 [1].

If, according to the Charging Characteristics profile, CDR generation is activated an PGW-CDR shall be opened at IP-CAN bearer activation, and the volume (separately in uplink and downlink direction), elapsed time and/or number of events are counted. When a change of charging condition occurs, all containers are added to the PGW-CDR. The PGW-CDR includes details such as Record Type, Served IMSI, Sequence Number etc. and the FBC specific charging data. Not all of the charging information to be collected is static, and other charging information is directly dependent on dynamic Packet-Switched service usage.

It shall be possible to activate both online and offline charging interfaces for same IP-CAN bearer. The default online and offline charging shall work independently of each other. Optionally it may be possible to operate in a tight interworking between online and offline charging mechanism i.e. only the specified quota re-authorisation triggers armed by OCS (including e.g. tariff time change, returned quotas, etc.) are used to close the service data flow containers for the PGW-CDR charging information addition. 

The subsequent clauses identify in detail the conditions for adding information to, and closing the PGW-CDR for generation towards the CGF.
The service data flow represents the packet flows matching the Application detection filter defined under the service data flow template, when Application based charging is provided by the PGW. 
	Next change


5.3.1.2
Flow Based Bearer Charging

IP-CAN bearer charging allows the P-GW to collect charging information related to data volumes sent to and received by the UE/MS, categorised by the QoS applied to the IP-CAN bearer. FBC is supported by the P-GW by the integrated PCEF. When the PCEF is present, the normal IP-CAN bearer charging is enhanced by the capability to categorise the service data flows within IP-CAN bearer data traffic by rating group or combination of the rating group and service id. I.e., while there is only one uplink an one downlink data volume count per IP-CAN bearer in IP-CAN bearer charging, FBC may provide one count per each rating group or combination of the rating group and service id. The level of the reporting is defined per PCC rule. Details of this functionality are specified in TS 23.203 [72] and TS 32.240 [1].

NOTE: The P-GW can only include one QoS Information occurrence per service data container. This implies if an operator wishes to be able to separate usage according to QCI and ARP within their billing system they will need to ensure that services having different QCI and ARP do not have the same:

-
rating group in cases where rating reporting is used;

-
rating group/service id where rating group/service id reporting is used.

Extended packet inspection can be done in the PCEF with pre-defined PCC rules. The PCEF also have the possibility to output service specific information related to the packet inspection in the online charging information.
The capability of P-GW to support application based charging is achieved with PCRF providing appropriate PCC Rules to the P-GW. Such PCC Rule shall be defined with service data flow template including an Application Identifier for the application which needs to be detected, enforced and charged. 

According to TS 23.203 [72], FBC shall support different charging models per PCC rule. These charging models may be based on volume and/or time and on number of events matching a specific service data flow template in PCC rule. In general the charging of a service data flow shall be linked to the IP-CAN bearer under which the service data flow has been activated.  In online charging the PCEF shall request the reservation of units  prior to service delivery. 
The following chargeable events are defined for FBC when online charging is activated:

· Network request for IP-CAN bearer activation before the Initiate IP-CAN bearer Activation message is sent. Associated with the network requested dedicated IP-CAN bearer activation procedure, as defined in TS 23.203 [72] and 23.060 [201], upon encountering this event, a CCR initial, indicating the request for activation of dedicated IP-CAN bearer is sent toward the OCS.

· Start of IP-CAN bearer. Upon encountering this event, a CCR initial, indicating the start of the IP-CAN bearer, is sent towards the OCS to authorize the IP-CAN bearer. For network requested dedicated IP-CAN bearer activation, this event triggers a CCR update, when the PCEF receives an Update PDP Context Request message with the RAN Procedures Ready flag. PCEF may request quota later when service usage is started.

· Start of service data flow. In case valid quota does not exist a CCR update is generated to request quota. The type of requested quota shall depend on measurement method configured for the PCC rule in case of decentralized unit determination. When event based charging applies, the first occurrence of an event matching a service data flow template in PCC rule shall be considered as the start of a service.
· Termination of service data flow. If reporting is per rating group and this is the last service data flow utilizing that specific rating group or if reporting is per combination of the rating group and service id and this is the last service data flow utilizing that specific rating group and service id, the required counters are updated. Termination of the service data flow itself does not trigger CCR update.

· End of IP-CAN bearer. Upon encountering this event, a CCR termination, indicating the end of the IP-CAN bearer, is sent towards the OCS together with the final counts.

· Ro specific chargeable events (e.g. threshold reached, QHT expires, quota exhaustion, validity time reached, forced re-authorization). Corresponding counts for the rating group(s) are closed and CCR update is triggered according the rules defined in TS 32.299 [50].

· Change of charging condition: E.g. QoS change, user location change, user CSG information change. When this event is encountered and the corresponding re-authorization trigger is armed, all current counts are captured and sent towards the OCS with a CCR update.

· Tariff time change. When this event is encountered, all current counts are captured and a new counts are started. The counts are sent to the OCS in next CCR.
Management intervention may also force trigger a chargeable event.

PCC rules can be activated, deactivated and modified any time during the IP-CAN bearer lifetime. PCC rule activation, deactivation and modification are not chargeable events. However these PCC rule changes may lead to ‘start of service data flow’ and ‘termination of service data flow’ chargeable events. 
According to TS23.203[72] , the PCRF can modify the following charging information in a dynamic PCC rule which is active in the PCEF: Charging key, Service identifier, Measurement method, Service identifier level reporting. Change of Charging key, ServiceIdentifier, or measurement method will trigger a ‘start of service data flow’ chargeable event when valid quota does not exist corresponding to that changed PCC rule. Change of Charging key, Service Identifier or measurement method, or/Service identifier level reporting will trigger a‘termination of service data flow’ chargeable event when this is the last service data flow utilizing the quota used for the original PCC rule.
	Next change


5.3.2.2.2
Triggers for providing interim information for an FBC Credit Control session

CCR update is sent to OCS when:

· User starts to use certain service or application 

· Start of service data flow (refer to 5.3.1.2)

· Termination of service data flow and this is the last service data flow utilizing corresponding to report level(refer to 5.3.1.2)

· Active service or application is removed from the allowed services or applications 

· Granted quota runs out

· Validity time for granted quota expires

· Update is requested by the OCS

· Change of charging conditions occur and according re-authorisation trigger re-authorisation is needed

· Management intervention

· Quota Holding Timer is expired

· For network requested dedicated IP-CAN bearer activation, reception of an Update PDP Context Request message with the RAN Procedures Ready flag.

	End of changes


