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Abstract:
It is proposed to revise TS 22.220 CR0114 (S1-103239) as in the companion CR in SP-100816.
Discussion
TS 22.220 CR0114 (S1-103239), agreed in the SA1 working group, proposes the following clarification:

5.9
Selected IP Traffic Offload (SIPTO) for H(e)NB SubSystem

It shall be possible that a H(e)NB SubSystem supports Selected IP Traffic Offload to provide access for a UE connected via a H(e)NB (i.e. using H(e)NB radio access) to a defined IP network (e.g. the Internet). The following requirements apply to support Selected IP Traffic Offload for H(e)NB SubSystem:

· Selected IP Traffic Offload shall be possible to be done without traversing the mobile operator network, subject to regulatory requirements.

· The mobile operator and the H(e)NB Hosting Party, within the limits set by the mobile operator, shall be able to enable/disable Selected IP Traffic Offload per H(e)NB. 

-
Based on mobile operator policies, the network shall be able to allow the user to accept/decline offload before the traffic is offloaded.

Note: There is a possibility that the user's service experience will be different if the user's traffic is offloaded via SIPTO for H(e)NB Subsystems. 

-
The SIPTO policies may be defined per APN, per IP Flow class under any APN, or per IP Flow class under a specific APN. 

-
The mobile operator shall be able to configure the SIPTO policies via OA&M procedures.

The proposed clarification is based on the assumption that the SIPTO policies (i.e. policies for SIPTO for H(e)NB Subsystem) are configured in the network, rather than in the UE.

However, the Rel-11 requirement for SIPTO is different from the Rel-10 SIPTO requirement in that SIPTO for H(e)NB can be performed with per flow granularity, in addition to per APN granularity (refer to the last but one bullet above).

It is our understanding that any traffic offload with per flow granularity can only be achieved by configuring SIPTO-related policies in the UE.

Note that this is very similar to the policies for non-seamless and seamless WLAN offload defined in Rel-10, which are provided to the UE either by means of static pre-configuration or via ANDSF device management procedures, and allow the UE to perform traffic offload with per-flow granularity (refer to the Annex of this paper for more details).
With this understanding, we believe that a more appropriate clarification of the original sentence would be:

-
Specific to SIPTO policies per IP flow class (under any APN or under a specific APN), the mobile operator shall be able to provide these SIPTO policies to the UE either via static pre-configuration or via device management procedures.

Proposal

Based on the discussion in the previous clause of this paper, it is proposed to revise TS 22.220 CR0114 (S1-103239) as in the companion CR in SP-100816.

Annex: Additional information on policies for non-seamless and seamless WLAN offload in the UE
Depicted in the figure below is the ANDSF Management Object (ANDSF MO) for configuration of Inter-System Routing Policies (ISRP) in the UE. The figure is copied from TS 24.312 CR0046 (C1-104229; agreed in CT1).
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As seen from the figure, the ANDSF MO for Inter-System Routing Policies (ISRP) is currently divided in two branches: “ForFlowBased” and “ForServiceBased”, which roughly correspond to IFOM (a.k.a. seamless WLAN offload) and MAPCON policies, respectively (noting that non-seamless WLAN offload is not yet covered in Stage 3).

In reference to the IFOM policies (ForFlowBased) in the figure above, the “IPFlow” filter allows the terminal to identify a specific IP flow, whereas the “RoutingRule” tells the UE where to route that flow: i.e. either WLAN or 3GPP access.

The per-flow granularity for SIPTO for H(e)NB subsystem could use the same approach with offloading policies configured in the UE, either by means of static pre-configuration or via device management procedures.
