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Abstract of document:

The Technical Report (TR 33.812) studies the remote subscription management for M2M Equipment (M2ME) when the Machine Communications Identity Module (MCIM) application resides in the UICC and when the MCIM  application resides in the M2M equipment. The remote subscription management includes tasks such as remote subscription provisioning and/or remote change of subscription.
Changes since last presentation to TSG Meeting #41:

Candidate solutions have been further enhanced.

Evaluations have been progressed.

Conclusion has been added.

Outstanding Issues:

Issues are expected to be completed by March 2010.

The terminology of M2ME needs to be enhanced

The terminology of mechanically attached needs to be enhanced

It should be studied if it is possible to merge remote management with initial choice of operator

It is ffs which TRE functions are needed for the purposes of the TR

Methods for remotely validating a TRE are FFS.

The address assignment for contacting the M2ME needs to be validated.

As much as possible and applicable, analyses of all candidate solutions should use same or similarly comprehensive lists of threats, and also should use same or similar levels of depth in the analyses.

The precise method of specifying and assuring the “proven degree of protection” offered by a TRE is FFS.

The procedure for re-establishing the service enabled by a MCIM which has been blocked in this context are FFS.

Whether it is also necessary to check the integrity of the file system on a MCIM is FFS.

Counter-measures should be reviewed against the cost-penalty of implementing them and is FFS

Threat anlysis for Alt 2 to be completed

It is FFS whether methods to physically prevent UICC removal need to be described in this TR. It is also FFS whether the case needs to be covered that the UICC can only be physically removed by authorised personnel e.g. by protecting it inside a locked enclosure which can be unlocked by unauthorised personnel only.

Contentious Issues:

None.
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