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Abstract of the document:

The purpose of the TR is to develop solutions for protection against unsolicited communication (PUCI) and analyze them in respect of their requirements and impacts on standardized interfaces.
The current TR starts with a study of system environmental effect for PUCI from architectural aspects to legal matters. After that the TR looks into various threats, requirements and solutions. Currently two solutions are identified in the TR for PUCI, these are the identification, marking and reacting (IMR) and the solution based on supplementary services (SSs). Initial thoughts on items to be standardized are also presented in the current version of the TR.
Changes since last presentation to TSG SA:
Chapter 5: New threats added
Chapter 7: New solutions added and existing solutions modified or extended

Chapter 8: Evaluation of alternatives completely modified and usage space of different solutions added

Chapter 9: Added text in this chapter regarding architecture
Outstanding Issues:

In section 6.1 the role of TISPAN requirements for the purpose of this TR needs to be clarified.

In section 6.2 the requirement on intermediary network entities must be taken care of.
In section 7.1.8 references should be added.

In section 7.2.1 requirement for connection to charging should be studied

In section 7.2.3 contents of the column “details of possible solutions” in Table 7.2-1 is not thoroughly discussed thus it is for further study whether it will be modified or replaced by other text.

In section 8.3 text must be added to explain that why “The static order of tests cannot be dynamically changed based on the source or type of communication request.” is a gap.
In chapter 10 conclusions of the study done in this TR should be presented
Contentious Issues:

None
