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**** Start of 1st change *****
5.1.3
BSF processing of NAF GPI request

When the BSF receives the GPI request from the NAF it performs the following processing steps:

1.
The BSF checks that the NAF is authorized to use the NAF_Id provided in the GPI request. If it is not, an error message is generated and the processing is terminated.

The BSF checks that the requested Key_LT in the GPI request is less than the allowed max value in the system. If the value is greater than the max value an error message is generated and the processing is terminated. 

2.
If the UE_Id is a public identity the BSF (by unspecified methods) retrieves the corresponding private identity (i.e. IMPI or IMSI).

3.
If needed, the BSF retrieves the HSS address for the given UE using the SLF.

4.
The BSF requests an AV, and subscriber's GUSS from the HSS. 

NOTE 1:
If the network utilizes an HLR, then no SLF is used.
NOTE 2:
If the network utilizes an HLR, then GUSS can be realized using an external database as defined in TS 33.220 [1].
5.
The BSF checks if GBA_ME or GBA_U is requested by the NAF. If GBA_U is requested, the BSF checks that this is compatible with the GBA awareness of the UICC according to the GUSS information. If it is not, an error message is generated and the processing is terminated.
The BSF may use USS for policy management and key selection indication as described in TS 33.220 [1].
If GBA_U is requested, the BSF queries its database to find out if the private UE_Id is registered and if a valid Ks already exists. If a valid Ks exists, the BSF shall invalidate this Ks.
If the network utilizes an HLR instead of an HSS, then the BSF request only the AV from the HLR.  
NOTE 3:
If the network utilizes an HLR, then GUSS can be realized using an external database as defined in TS 33.220 [1]
6.
The BSF generates the requested NAF-key(s) according to provided NAF_Id. 

7.
The BSF generates the GPI. The parameters of the GPI are defined in clause 5.2.1. The generation of the GPI includes calculation of the GPI MAC and performing confidentiality protection on parts of the GPI. GPI protection is described in clause 5.3.
8.
The BSF sends its response to the NAF, and deletes the Ks used. The GPI response is defined in table 5.1.3.1.

Table 5.1.3.1: Parameters in GPI response 

	Parameter name
	Description 
	Notes

	GPI
	GPI 
	GPI information is defined clause 5.2.1

	Ks_NAF /

Ks_ext_NAF
	External NAF-key
	Ks_NAF is generated in GBA_ME based GBA-Push
Ks_ext_NAF is generated in GBA_U based GBA_Push

	Ks_int_NAF
	UICC internal NAF-key
	Ks_int_NAF is generated in GBA_U based GBA_Push

	Key_LT
	NAF-Key life time
	

	UE_Priv_Id
	Private user identity (IMSI/IMPI) for used UE_Id
	Only returned if requested and public user identity was used in GPI request.

	USS
	USS information
	If available


**** End of 1st change *****
