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**** Start of change *****

5.2.1
GBA Push Information (GPI) 

The definition of GPI information is given in table 5.2.1.1 Note that GPI does not contain any user identity or transport address as these entities are not needed by the GBA processing in the UE. They are only relevant for the transport of the GPI.
Table 5.2.1.1: GPI information
	Parameter name
	Description 
	Notes

	Ver
	Version of GPI
	The version number is introduced to allow changes of GPI format and protection algorithms.

	RAND
	RAND in UMTS AKA
	Defined in TS 33.102 [6]

	AUTN(*)
	AUTN or AUTN*
	Defined in TS 33.220 [1]

	App_Lbl
	Identifier for UICC application to use
	This variable may be left empty if the UICC application to use is evident from context or agreement.

	U/M
	Indicator for use of GBA_ME or GBA_U
	

	NAF_Id
	Concatenation of NAF FQDN and Ua security protocol Id
	Defined in TS 33.220 [1]; 
Confidentiality protected

	Key_LT
	Requested NAF-Key life time
	Confidentiality protected

	P-TID
	NAF SA Identifier
	To be used by UE when responding to NAF. The identifier is included only to enable that it is confidentiality protected in the GPI. See also clause 5.2.2. Confidentiality protected

	MAC
	Message authentication code over GPI
	The integrity protection covers the complete GPI


This specification only defines a single version of GPI, i.e. version 1. In version 1, the MAC field is 32 bits.

**** End of change *****


