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Introduction

Currently 3GPP has defined a session policy policing mechanism for IMS based upon the CSCFs sending a SIP 488 response if the original SIP INVITE request contains media types or codecs that network policies do not allow. The 488 response contains SDP descriptions of the media types and codecs that would be allowed so that calling terminal can retry the request with an SDP offer that would be acceptable. The current mechanism was agreed originally in release 5 as an interim solution until a complete solution could be developed between 3GPP and IETF. IETF started discussion on this at a joint 3GPP and IETF meeting held early in 2003 and the outcome of this work (Session Policy Framework) is now finally nearing completion having been approved by the SIP WG and is currently being reviewed for publication as an RFC by the IESG. This IETF work potentially can form the basis for a more robust, efficient and permanent solution for session policy in IMS although there may also be aspects where 3GPP can take advantage of some of the capabilities of the 3GPP PCC architecture and DIAMETER infrastructure to improve the efficiency of the session policy mechanism further.
Problems with the existing session policy mechanism
· The current session policy mechanism has the problem that as the SIP request traverses each domain every domain may have its own set of policies. It is quite possible in roaming situations that a single SIP request can traverse as many as four different IMS domains (even more if there are transit networks between the different networks with their own policies). This means that potentially each domain can send back a SIP 488 response requiring multiple session setup attempts resulting in an unacceptably delayed session setup. 
· The current session policy mechanism does not work satisfactorily for SIP INVITE requests that don’t contain an SDP offer, which is allowed in [RFC 3261]. This is where an initial SIP INVITE without an SDP offer is sent and the called terminal then sends back the SDP offer in the 200 OK response with the calling party then returning the SDP answer in the ACK request. If a SIP INVITE requests that does not contain an SDP offer is transported in IMS a 488 response containing SDP cannot be sent in response to the response (as SIP responses can only be sent in response to a request). Thus with the current mechanism the network is unable to influence the codecs and media types negotiated in this scenario. The only thing the network can do is to allow the session to be established and if the session is established with codecs or media types contrary to policies it is then immediately terminated with a BYE. This basically represents a call defect (abnormal disconnect) and the terminals at each end are unaware of why the session disconnected or how to establish a legitimate session. Currently IMS UEs are not allowed to send INVITE requests that don’t contain an SDP offer partly because of this problem. However SIP INVITE requests that do not contain an SDP offer can originate from external networks (internet and enterprise networks).
· The current session policy mechanism doesn’t provide a means for the IMS UE to be obtain the current session policies that apply for the registered home network and currently visited network In addition to policing the policy during session establishment the UE needs mechanisms to obtain the policies that exist in the home and visited network prior to session establishment so that the potential for including codecs and media types  in an offer or an answer that will be rejected by the session policy is minimized. It should be recognized that with common IMS with multiple access technologies and simultaneous registration using multiple accesses the policies that may apply may be different for different registrations for each access.
· The current session policy mechanism doesn’t provide a means for the IMS UE to be informed if the session policies change during a session (for example due to a inter-RAT or inter-Access network handover) so that the UE can initiate a modification of the media capabilities of the session.
We got this far without this so why do we now need an improved session policy mechanism?

It should be recognized that we have to date little commercial operational experience with IMS networks, particularly in multiple network scenarios especially with networks using different access technologies and having correspondingly different session policies. Also telephony services for cellular have yet to be commercially deployed using IMS and it is setup delay sensitive real time IMS services like multimedia telephony where having an efficient session policy mechanism becomes important.
Within a single network deployment or trial where all UEs use only a single codec (e.g AMR) and there is only a single codec network policy (again AMR) then the system works fine. 
However several current developments now make having an effective and efficient session policy mechanism important:
1. The development of EPS which makes potentially practical the commercial deployment of real time IMS services like multimedia telephony for mobile and cellular.
2. Common IMS and IMS corporate work items which introduce a multitude of IMS access networks and different stakeholders (GSMA mobile operators, CDMA mobile operators, Fixed Network Generation Network operators, Cable operators, WIMAX network operators, etc) each of which will likely have different media policies.
3. Corporate and Enterprise networks integration with IMS. Enterprise networks currently typically use codecs such as G.711, G.729a, G.729b, G.722, G.723.1 and iLBC. As we integrate enterprises with IMS networks enterprise devices are likely to also implement mobile codecs (e.g GSM, AMR, EVRC, etc) for transcoder free end to end operation with mobile devices. An enterprise client is unaware of whether the called party is attached via mobile or fixed network nd so will offer in SDP the full range of codecs it supports. .The called party may be a mobile device that attaches via WLAN when in the enterprise and via cellular when outside the enterprise. Session policy is needed to ensure that the mobile responds with the operators preferred cellular codec in the SDP answer when attached to the cellular network.
4. Multimode terminals that support multiple access technologies and will handover between accesses of different types.
The above factors will make common place scenarios where multiple networks are involved in a session where multiple and different session policies apply and the SDP negotiation needs to take account of all the session policies in order to successfully establish a real time IMS session.
Doesn’t PCC solve all this?

PCC provides a policy enforcement mechanism based around policy servers however PCC does not provide any mechanism to provide session policies to the UE or impact the session negotiation (other than the previously mentioned interim solution adopted since release 5). 

The IETF based Session Policy mechanism is not an alternative to PCC, indeed this mechanism would work with PCC to allow the UE to contact the policy servers to obtain the session policies to ensure what is negotiated using SIP and SDP conforms to the media bearers that PCC will allow to be activated.
Currently there is an issue with interaction between PCC and SIP session signaling in the network activated PDP context terminating scenario which is described in detail in C1-080042). To resolve this in release 7 and release 8 required CT1 to undo much work done for optimized SIP session setup in order to provide the P-CSCF and the policy server with the SDP answer as soon as possible in a SIP response. The session policy framework can also resolve this problem as the session policy framework provides a mechanism outside of the SIP session signaling for the UE to provide the policy server with the intended SDP answer and for the policy server to instruct the UE what to actually include in the SDP answer. The session policy mechanism therefore can ensure that the SDP negotiation end to end conforms to the resource authorization and allocation provided through PCC and decouples PCC from the SIP session signaling allowing the optimized SIP session setup to be used.
Historical background and 3GPP-IETF relationship
At both CN#18 and SA#18 it was considered that the current solution of sending 488 response containing the codecs that would be acceptable was only an interim step prior to a final solution being available from IETF. A LS (SP-020842) was sent to IETF indicating that a joint workshop should be held to address this and other issues. Several companies had concerns (see SP-020810) about the session setup delay and that the number of reattempts needed to be minimized to a reasonable number. Thus a Joint workshop was organized between IETF and 3GPP in January 2003 to discuss amongst other things session policy. The ultimate outcome of the work kicked off at that meeting is draft-ietf-sip-session-policy-framework and associated internet drafts which are now being considered for publication as RFCs. See the Appendix for the details from relevant documents and discussions from these meetings
This work was specifically requested of IETF by 3GPP out of the CN#18 and SA#18 meetings and joint 3GPP-IETF workshop. The IETF has devoted considerable IETF resources over several years to completing the necessary RFCs to provide a session policy solution to meet 3GPP requirements as requested. The expectation of IETF is that once this work is completed that 3GPP will adopt the solution as part of the IMS functionality.
Proposal

It is proposed that SA agree on how the completion of the standardisation of this functionality should be progressed in 3GPP. 
Are new service requirements required to be documented by SA1 or should this functionality be defined in SA2 as a technical enhancement and improvement to IMS and PCC?
Appendix

From CN#18 Meeting report

It was agreed that in the long term, a method was needed to allow UEs to determine the policy restrictions of the intervening network.  This is a general issue which will require work in IETF.  The IETF AD in the conference call confirmed that this seemed to be a reasonable extension to the IETF protocols.  
From SA#18 Meeting report

3.  TSG SA is requested to encourage active participation by members of its working groups in a joint 3GPP-IETF workshop.

     The workshop was tentatively planned for 27-28 January 2003 in San Francisco, when it was believed that IETF participation was likely. It was proposed that the TSG CN Chairman and an IETF representative co-chaired the workshop. It was clarified that the Rel‑5 issues to be addressed were those not addressed already by the December deadline previously given. These will be items where there is no alternative technical solution, and discussion of changes to the IETF specifications or allowance for a variation to them would be discussed. The proposal for the LS was extracted (changing the dates for the workshop and choosing Option B) and included in TD SP‑020842.
From SP-020842 Response LS to IETF Concerns on SIP and IMS Interoperability

3GPP has completed a detailed technical analysis of the technical issues identified by the IETF working group chairs in their liaison statement. This analysis included a joint meeting between the 3GPP system architecture group (SA2) and the Service Requirements group (SA1) and also another joint meeting between SA2 and the group working on the SIP protocol details (CN1). In addition the security group (SA3) has also analysed the security related aspects. As a result of these discussions the existing 3GPP service requirements were reaffirmed and a number of changes were made to 3GPP release 5 IMS specifications to address some of these issues. However some issues still remain and will need further work between 3GPP and IETF to resolve in 3GPP release 6. 

3GPP proposes that a joint workshop be organised during the end of January 2003 between 3GPP and IETF to resolve those issues that remain in release 5 and those that arise for release 6 while still meeting the 3GPP service requirements.
The detailed analysis of the issues and the identified solutions that follows is a composite of the analysis completed by the 3GPP working groups and is provided for the benefit of IETF SIP experts.

3) CSCFs editing SDP
3GPP has identified that it is an operator requirement that the operator must have the ability to ensure that the UE requested media components and/or codecs comply with those authorised for the subscriber both in the visited network (based on local operator policy) and in home network (based on local operator policy and subscriber profile). 

The IMS codec negotiation is completely based on the SIP/SDP offer/answer model. The offer/answer model is fundamentally of end-to-end nature, as it is driven by end-user preferences and terminal capabilities. 

Potential alternative solutions have been discussed in IETF but have not progressed and these could not be available for release 5. Such alternative solutions would also require a change to the the architectural requirements in TS 23.228 clause 5.11.3.1 that is very specific as to how the service requirement should be implemented.
3GPP has identified that this issue arises from service requirement “Possibility for a network operator to implement IP Policy Control for IP multimedia applications.” and “In order to support the user's preferences for IP multimedia applications, the capability negotiation shall take into account the information in the user profile whenever applicable. “[ TS 22.228 V5.6.0] and the architectural requirement among others in TS 23.228 clause 5.11.3.1 “Codec and media characteristics flow negotiation during initial session establishment.”
CONCLUSION:

3GPP has agreed changes in release 5 to TS 24.229 and to TS 23.228. This change replaces the P-CSCF and S-CSCF mechanisms for editing the SDP for the purposes of authorization of media parameters. This CR instead enables CSCF rejection of requests that contain SDP that does not conform to the relevant policies. Rejection is achieved using a 488 (Unacceptable Here) response that contains SDP indicating SDP parameters that would be acceptable
. Actions To IETF:
1. Please note the discussion and resolution of each of the interoperability issues raised by the IETF WG chairs. 
2. Participation by SIP/SDP experts in the planned IETF/3GPP workshop is requested to address outstanding interoperability issues for Release 6. 
From SP-020810 SIP 488 message vs SDP editing, Source Orange

2. Important requirements and concerns from an operator point of view
Both solutions (SDP editing and 488 message) address the 3GPP requirements regarding Policy Control and Subscription Control. 

Following all the technical discussions that took place in SA2 and CN1, Orange does not object to the 488 solution in general but thinks that, in addition to those already mentioned in the CN LS, some aspects of this procedure must be further analysed and clarified in order to be accepted.
Session set up delay – How to minimise the number of 488 messages in a Session?
Orange believes that 3GPP should consider any solution that would allow minimising the number of attempts necessary to establish a session. 

At least two solutions can be considered: 

· either CSCF nodes indicate as SDP parameters of a 488 message a subset of the SDP parameters of the received INVITE, 
· or on reception of the whole set of allowed parameters according to local policy (and subscription at S-CSCF) the UE has to consider only SDP parameters contained in the INVITE message it sent previously and received in the 488 message in order to build a new INVITE. 
In any case, the number of attempts should be limited to a number of times that is reasonable from the user point of view. 

It could be also good to clearly state in the 488 message the reasons of rejection and the identity of the entity/network that rejected the session.
FROM NP-030007 CN#18 Meeting report

CN Chairman's Executive Summary 
In addition, the proposed SDP editing solution highlighted an issue with uncoordinated network policies that is addressed in NP-020677. A workshop with IETF in the February timeframe should be set up to address Release 6 issues.  Operator attendance is desirable, since one goal is to give the IETF early visibility of 3GPP requirements.
SECTION ON IETF DISCUSSIONS:

NP-020513   Response to IETF LS on Interoperability Issues and SIP in IMS [SP-020627], source SA

Content:       In this LS 3GPP thanks the IETF for the liaison titled “Liaison Statement on Interoperability Issues and SIP in IMS”.  3GPP generally supports the interoperability goals as stated in the liaison.  Any changes to IMS must be done as part of the 3GPP process and must satisfy the market and regulatory requirements established for 3GPP systems.

                     The 3GPP WGs have been requested to analyse the impacts of the specific interoperability issues identified in the liaison.  Those fixes which can be accomplished by December without sacrificing crucial requirements will be corrected as part of Release 5.

                     Those interoperability issues which cannot be quickly resolved as part of Release 5 (i.e., cannot be completed by December) will need further discussion.  A primary requirement of 3GPP is to ensure backwards compatibility between releases (especially with respect to terminals).  Therefore, it is proposed that 3GPP and IETF collaborate (perhaps by a workshop involving the relevant working groups in 3GPP and IETF) to address any remaining non-compliances after December.
NP-020635   CR 24.229-284r3 on SDP media policy rejection, source Dynamicsoft, Ericsson, Vodafone, Nokia, AWS

Content:       Contains the "SDP media policy rejection" CR to 24.229.

Comments:   mmO2 mentioned that there are other issues that need to be examined in relation to this CR, although they do not object to the actual CR contained in the tdoc. When the final decisions are taken in SA, mmO2 believe that the others issues such as call set-up time will need to be re-examined in CN.
                     mm02 and Orange has concerns in using the 488 (Not Acceptable Here) code as it is not yet stable. A lot more work is required in this area.

                     CN must prioritise on producing robust protocols. If different networks have different media policies then this makes a fragile system.

                     Orange agree that 488 can be used as it is in line with the IETF SIP. However with this solution there will be some added delay. This CR introduced the 488, which means that the UE does all of the work. Orange suggest another approach where the core network does the work.

                     The performance and delay issues need to be highlighted by CN to SA plenary.

                     Orange proposed some alternative text, as well as Dynamicsoft proposing a general improvement to the English of the text.

                     It was agreed that in the long term, a method was needed to allow UEs to determine the policy restrictions of the intervening network.  This is a general issue which will require work in IETF.  The IETF AD in the conference call confirmed that this seemed to be a reasonable extension to the IETF protocols.  This could not be done before Release 6.
