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******** Beginning of the Changes in 23.402 *********

4.3
Network Elements

4.3.1
E-UTRAN

E-UTRAN is described in detail in TS 36.300 [6] with additional functions listed in TS 23.401 [4].

4.3.2
MME

The details of functionality of MME are described TS 23.401 [4].

The following are additional MME functions:

-
HRPD access node (terminating S101 reference point) selection for handovers to HRPD;

-
Transparent transfer of HRPD signalling messages and transfer of status information between E-UTRAN and HRPD access, as specified in the pre-registration and handover flows.
-
Forwarding the GRE key for uplink traffic to the target S-GW in case of CN node relocation. 
4.3.3
Gateway

4.3.3.1
General

Two logical Gateways exist:

-
Serving GW (S-GW)

-
PDN GW (P-GW)

The functional split of PDN GW and Serving GW is described in TS 23.401 [4].

4.3.3.2
Serving GW

The functionality of the Serving GW is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4] the Serving GW includes the following functionality:

-
A local non-3GPP anchor for the case of roaming when the non-3GPP IP accesses connected to the VPLMN.

-
Event reporting (change of RAT, etc.) to the PCRF.

-
Uplink and downlink bearer binding towards 3GPP access as defined in TS 23.203 [19].

-
Uplink bearer binding verification with packet dropping of "misbehaving UL traffic".

NOTE:
The term 'Uplink bearer binding verification' is defined in TS  23.401 [4].

-
Mobile Access Gateway (MAG) according to draft-ietf-netlmm-proxymip6 [8] if PMIP-based S5 or S8 is used. The MAG function shall be able to send UL packets before sending the PBU or before receiving the PBA.
-
DHCPv4 and DHCPv6 functions

Editor's Note:
It is FFS if these are DHCP server or relay functions

-
Handling of Router Solicitation and Router Advertisement messages as defined in RFC 4861 [38], if PMIP based S5 and S8 is used

4.3.3.3
PDN GW

PDN GW functionality is described in TS 23.401 [4]. In addition to the functions described in TS 23.401 [4], the PDN GW functions includes user plane anchor for mobility between 3GPP access and non-3GPP access.

PDN GW includes the function of a LMA according to draft-ietf-netlmm-proxymip6 [8], if PMIP-based S5 or S8 is used. The LMA function shall be able to accept UL packets from any trusted S-GW MAGs without enforcing that the source IP address must match the CoA in the MN BCE. 
The PDNGW includes the function of a DSMIPv6 Home Agent, as described in draft-ietf-mip6-nemo-v4traversal [10], if S2c is used.

******** Next changes ***********

4.4.1
List of Reference Points

The description of the reference points:

Editor's note:
Once the architecture diagrams are stable in this specification and in TS 23.401, the reference point names need to be updated to remove either the letters or only keep a number series, e.g. S6a replaced with Sn where there is only either a digit or a letter.

S1-MME, S1-U, S3, S4, S10, S11:
these are defined in [4].

S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the Gateway.

S2b:
It provides the user plane with related control and mobility support between ePDG and the Gateway.

S2c:

It provides the user plane with related control and mobility support between UE and the Gateway. This reference point is implemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access.

S5-PMIP:
It provides user plane tunneling and tunnel management between Serving GW and PDN GW. It is used for Serving GW relocation due to UE mobility and in case the Serving GW needs to connect to a non collocated PDN GW for the required PDN connectivity.
S6a:
This interface is defined between MME and HSS for authentication and authorization. It is defined in [4].

S6c:
It is the reference point between PDN Gateway and 3GPP AAA server/proxy for mobility related authentication if needed. This reference point may also be used to retrieve and request storage of mobility parameters. This reference point may also be used to retrieve static QoS profile for a UE for non-3GPP access in case dynamic PCC is not supported.

S6d:
It is the reference point between Serving Gateway in VPLMN and 3GPP AAA Proxy for mobility related authentication if needed. This reference point may also be used to retrieve and request storage of mobility parameters.

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEF) ) in the PDN GW.
S7a:
It provides transfer of (QoS) policy information from PCRF to the Trusted Non-3GPP accesses.

S7b:
This interface is not specified within this release of the specification.

S7c:
It provides transfer of (QoS) policy information from PCRF to the Serving Gateway

S8b:
It is the roaming interface in case of roaming with home routed traffic. It provides the user plane with related control between Gateways in the VPLMN and HPLMN.

S9:
It provides transfer of (QoS) policy and charging control information between the Home PCRF and the Visited PCRF in order to support local breakout function. In all other roaming scenarios, S9 has functionality to provide dynamic QoS control policies from the HPLmN..
SGi:
It is the reference point between the PDN Gateway and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [5] are FFS.

Ta*:
It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization, mobility parameters and charging-related information in a secure manner.

Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [5] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signaling (transport of mobility parameters, tunnel authentication and authorization data). Differences compared to Wm as defined in [5] are FFS.

Wn*:
This is the reference point between the Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE-initiated tunnel has to be forced towards ePDG.  This reference point has the same functionality as Wn which is defined in [5].

Wu*:
This is the reference point between the UE and the ePDG and supports handling of IPSec tunnels.  Similar to Wu as defined in [5], the functionality of Wu*  includes UE-initiated tunnel establishment, user data packet transmission within the IPSec tunnel and tear down of the tunnel. In addition, Wu* includes support for fast update of IPSec tunnels during handover between two untrusted non-3GPP IP accesses.

Editor’s Note: Detailed differences between Wu* and Wu are FFS.

Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [5] are FFS.

S1 interface for E-UTRAN is the same for both the architectures.

Protocol assumption:

-
S2a interface and S2b interface are based on current or future IETF RFCs. S2a is based on Proxy Mobile IP. To enable access via Trusted Non 3GPP IP accesses that do not support PMIP, S2a also supports Client Mobile IPv4 FA mode. S2b is based on Proxy Mobile IP.

-
S2c is based on DSMIPv6 [10].

-
The S5, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized. The S5 interface is based on current or future IETF RFCs. The GTP variant of S5 interface is described in TS 23.401 [4].

-
S8b interface is based on current or future IETF RFCs. The GTP variant interface (S8a) is described in TS 23.401 [4].

-
The PMIP-based interfaces (S5, S8b, S2a, and S2b) shall support Generic Routing Encapsulation (GRE) RFC 2784 [23] including the Key field extension RFC 2890 [24]. The Key field value of each GRE packet header uniquely identifies the PDN that the GRE packet payload is associated with.
-
In case of CN node relocation, the GRE key for uplink traffic is forwarded to the target S-GW over S10/S11 reference point. 
-
Wu* interface is based on IKEv2 [9] and MOBIKE [18].

The EPS shall allow the operator to configure a type of access (3GPP or non-3GPP) as the "home link" for Client Mobile IP purposes.

NOTE:
Redundancy support on reference points S5 and S8b should be taken into account.

******** Next changes ***********

5.7.1
Intra-LTE TAU and Inter-eNodeB Handover with Serving GW Relocation 
This section contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the TAU with MME and Serving GW change procedure defined in 23.401 section 5.3.3.1 as well as Inter-eNodeB Handover with CN Node Relocation described in 23.401 section 5.5.1.2.
In case of a Serving-GW relocation, the target Serving GW must establish a Gateway Control Session with the PCRF to perform policy controlled functions such as Bearer-Binding. The source Serving GW relinquishes its Gateway Control Session with the PCRF in step B.
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Figure 5.7.1-1: Intra-LTE and Inter-eNodeB Handover with Serving GW Relocation.
This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.1-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Target Serving GW sends the PCRF a Gateway Control and QoS Policy Rules Request in order to obtain policy rules. Otherwise, the Target Serving GW shall use preconfigured rules.

A.2)
The PCRF sends a Gateway Control and QoS Policy Rules Reply message to the Serving GW including QoS policy rules for the Serving GW.

NOTE:
The Target Serving GW preserves the Bearer Binding that has already been established by the Source Serving GW. How this is achieved is FFS.

A.3)
The new Serving GW performs a PMIPv6 Proxy Binding Update in order to re-establish the user plane as a result of the Serving GW relocation.

A.4)
The PDN GW acknowledges the Binding Update by sending a Proxy Binding Ack message to the Serving GW. A PMIP tunnel is established at this point between the PDN GW and the Serving GW.

Steps between A.4 and B.1 are described in TS 23.401, Section 5.3.3.1 and Section 5.5.1.

B.1)
The old Serving GW sends a Gateway Control Session Termination (MN-NAI) to the PCRF to indicate that all bearer for the UE have been released at the S-GW. In any case, the Serving GW ceases to perform Bearer Binding and associated policy controlled functions.

B.2)
The PCRF sends an Acknowledge Gateway Control Session Termination message to the Serving GW indicating the result of the removal of the control session between the PCRF and the Serving GW.

******** Next changes ***********

5.7.2
TAU/RAU or Handover between GERAN A/Gb Mode or UTRAN Iu Mode and E-UTRAN 
In case of inter-RAT TAU/RAU or handovers, the Serving GW may or may not be relocated. The PMIP based S5/S8 variants procedure steps for inter-RAT TAU/RAU or handover without Serving GW relocation is shown in Figure 5.7.2-1 and those corresponding to a change of Serving GW is shown in Figure 5.7.2-2.  

The procedures in this section correspond to the following Figures in TS 23.401 [4]:



-
Figure 5.3.3.2-1 [UTRAN Iu mode to E-UTRAN] Tracking Area Update 

-
Figure 5.3.3.3-1E-UTRAN to UMTS RA Update, 

-
Figure 5.3.3.5-1 GERAN A/Gb mode to E-UTRAN Tracking Area Update 

-
Figure 5.3.3.6-1 E-UTRAN to GERAN A/Gb mode Routeing Area Update 

-
Figure 5.5.2.1.3-1: E-UTRAN to UTRAN Iu mode Inter RAT HO, execution phase

-
Figure 5.5.2.2.3-1: UTRAN Iu mode to E-UTRAN Inter RAT HO, execution phase

-
Figure 5.5.2.3.3-1: E-UTRAN to GERAN A/Gb mode Inter RAT HO, execution phase

-
Figure 5.5.2.4.3-1: GERAN A/Gb mode to E-UTRAN Inter RAT HO, execution phase

In TS 23.401, the sections corresponding to the above figures cover both the case of Serving GW relocation and no Serving GW relocation. In case of no Serving GW relocation, Steps (A) in the above figures are between the un-changed Serving GW and the PCRF and the Steps (B) in those figures do not apply, as shown in Figure 5.7.2-1. In case of Serving GW relocation, Steps (A) in the above figure are between the target Serving GW and the PCRF and the Steps (B) is between the source Serving GW and the PCRF, as shown in Figure 5.7.2-2.

In case of no Serving GW relocation, the S-GW signals the change of RAT to the PCRF. If PCC rules provided to the PDN-GW have changed, the PCRF updates these rules at the PDN-GW.




The user plane already exists between the Serving GW and the PDN GW and remains unchanged. In case of RAU or handover to 2G/3G, user plane routing is assumed to proceed over the S4 interface towards the S2/S3 SGSN. When an inter-RAT TAU occurs, the enhanced packet core may signal this event to the PDN GW, for example to inform the PDN GW of a RAT type change. In the case of a PMIP-based S5 and S8, an Update Bearer Request is not sent from the Serving GW to the PDN GW. Instead, the PCRF in the HPLMN reports the change of event. The PCRF signals any change in the policy resulting from the event to the PDN GW, provisioning updated policy and charging rules.
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Figure 5.7.2-1: Inter-RAT TAU/RAU or Handover without Serving GW relocation.
This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout, the vPCRF forwards messages sent between the PDN GW and the hPCRF as well.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.7.2-1 only occur if dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1)
The Serving GW informs the PCRF about the change of RAT type. The Serving Gateway sends a Gateway Control and QoS Policy Rules Request message (Event Report) to the PCRF. The Event Report indicates the change in RAT Type.

A.2)
The PCRF acknowledges the request in step A.1, and returns rules to be used by the Serving GW by sending a Gateway Control and QoS Policy Rules Reply (QoS Rules, Event Trigger) message. Note that there may be neither QoS Rules nor Event Triggers returned in this acknowledgement.

A.3)
The PCRF sends a Policy and Charging Rules Provision (PCC Rules, Event Triggers, Event Report) message to the PDN GW with the new PCC rules. Note that there may be neither PCC Rules nor Event Triggers in this message. The Event Report indicates the new RAT Type.

Editor's Note:
It remains FFS how uplink signalling of change of RAT is performed in case the PCRF infrastructure is not deployed.


Step A.3 may occur before A.2 is sent by the PCRF.

A.4)
The PDN GW acknowledges that it has accepted and successfully deployed the PCC rules by returning a Policy and Charging Rules Provision Acknowledge (Result) message to the PCRF.






The following procedure describes inter-RAT TAU/RAU or Handover in the case of Serving Gateway relocation for PMIP-based S5/S8.
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Figure 5.7.2-2: Inter-RAT TAU/RAU or Handover with Serving GW Relocation.


If dynamic policy provisioning is not deployed, the optional steps in the procedure are not applied.

A.1)
The Target Serving Gateway sends a Gateway Control Session Establishment message to the hPCRF. This message shall contain the information associated with the event, e.g. the new RAT type.

A.2)
If the Gateway Control Session Establishment message sent by the Target Serving Gateway implies any change to the policy provisioned to the PDN GW, the PCRF sends an updated policy to the PDN GW by means of a Policy and Charging Rules Provision message.

A.3)
If the PCRF provisions a policy to the PDN GW in step 12, the PDN GW responds, sending an Ack message to the PCRF. The PDN GW indicates whether the PDN GW was successful provisioning the supplied policy.

A.4)
The hPCRF responds to the message sent by the Target Serving GW by sending an Acknowledge Gateway Control Session Establishment message. This response includes QoS Policy rules corresponding to the new RAT.

A.5)
The Target Serving GW performs a PMIPv6 Proxy Binding Update in order to re-establish the user plane as a result of the Serving GW relocation.

A.6)
The PDN GW acknowledges the Binding Update by sending a Proxy Binding Ack message to the Target Serving GW. A PMIP tunnel is established at this point between the PDN GW and the Target Serving GW.

Steps between A.6 and B.1 are described in the TS 23.401 sections containing the figures referenced in Figure 5.7.2-1 above.
B.1)
The old Serving GW sends a Gateway Control Session Termination(MN-NAI) to the PCRF to indicate that all bearer for the UE have been released at the S-GW. In any case, the Serving GW ceases to perform Bearer Binding and associated policy controlled functions.

B.2)
The PCRF sends an Acknowledge Gateway Control Session Termination message to the Serving GW indicating the result of the removal of the control session between the PCRF and the Serving GW.

******** End of the change in 23.402 ********
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