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Start 1st Change
5
Considerations
5.1
Considerations with access class control
Regarding communications in the condition where the originating users are the authorised users and the terminating users in the disasters are not the authorised users as identified in the use cases in section 4.1, there is an issue that the authorised user cannot access to the unauthorised user in the condition that access class control barring is applied to the unauthorised users.
Regarding emergency service call back as identified in section 4.2, there is an issue that emergency service center cannot make callback to the users in the condition that access class control barring is applied to the users.
Regarding the communication using voice or messaging service between the unauthorised users in the area with access control interval application as identified in section 4.3, there is an issue that communication between UE with an access class number and UE with another access class number cannot be established.
Furthermore, it is a further consideration where the current access control mechanism prohibits any access attempts including call control and location registration. 
As also described in section 4.3, it is hardly possible to predict when and where a disaster happens. Therefore it is important that a network has to maximize the efficiency of the limited network resources for provisioning of the communications. However, with current access control scheme,  even if messages establishing the multimedia telephony calls or messaging service are sent to the UEs that are access class barred, they are not allowed to respond to such messages, consequently resources for the paging messages get wasted. See Figure 5.1-1. Hence, it is a consideration where the multimedia telephony calls and messages to the users to whom access class control barring is applied to end up causing waste of network resources. The resource management efficiency with paging permission under the influence of access class barring is described in Annex X by comparing pattern 3 (i.e. with paging permission) with pattern 2 (i.e. without paging permission).
End 1st Change

Start 2nd Change
6
Gap Analysis on current services

[...]

6.2.1.2
New Capability required for Paging Permission with Access Control

Current Service Accessibility prevents a UE to respond to paging signal while the UE is under the influence of access class control as it is described in clause 5. Sharing the exactly same consequences of this constraint among services provided in this TR (e.g. Priority service, Emergency call, and so on) where call origination does not reach to terminating side, the new capabilities in terms of service accessibility are the followings.

-
The UE should be able to respond to a paging request even when it is under class access barring.

-
The UE should also be able to respond to specific paging requests 
In addition to above, current Service Accessibility prevents location registration. Without location registration, the network may not be able to send paging request to UE correctly in the following cases
-
The mobile reachable timer (network timer for periodic registration) is expired, and the UE is implicitly detached, and UE can not perform the registration procedure because of access control.
-
The registration area changes, but UE can not perform the registration procedure because of access control.
To provision the successful terminated call with PPAC capability, it is required for UE to perform location registration when the network indicates UE so. 
End 2nd Change

Start 3rd Change
7
Conclusion

From the gap analysis, the only new capability identified is to allow UEs with indications from the network to perform location registration and respond to a paging request even though it is under access class barring conditions to complete certain classes of calls or messages (e.g. calls from emergency personnel, …). 
It is recommended that the content of this TR be used as a basis for further work within 3GPP.

End 3rd Change

Start 4th Change
Annex X: Issues
X.1
Introduction
This clause identifies the issues, which are not within the scope of SA1 WG; thus, this clause is not to restrict further  technical work. 
X.2
Issue and conclusion
Impact of PPAC function on the UE

The PPAC applies to either all UEs or to a group of UEs
· In the present TR the use-case of an emergency situation is described and this is not a subscription-based service; therefore PPAC capability applies to all UEs or to a group of UEs.

· PPAC is not only for communication from authorized users (e.g. government, emergency responder) to unauthorized users but it includes the case of communication between unauthorized users. If the PPAC capability is different for each use-case, the originating side will be a key player, but differentiating the solution for each use-case is not a appropriate way forward. Therefore, PPAC should be independent from the capabilities of the originating side and PPAC is essentially the capability in terminating side. Thus where the capability is within terminating side, PPAC capability applies to all UEs or to a group of UEs.
· Current access class restriction or domain-specific access control applies to all UEs or to a group of UEs, therefore PPAC capability should also apply to all UEs or to a group of UEs.
· 
Conclusion

Considering above, PPAC applies to all UEs or to a group of UEs.

End 4th Change
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