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Begin Change
G.1
General

This clause specifies concepts of IMS service provisioning for the following scenarios:

1.
When a device or devices that perform address and/or port translation are located between the UE and the P-CSCF performing translation both of signalling and media packets.

2.
When IP address and/or port translation is needed between the IP-CAN and the IMS domain (e.g. different IP versions) on the media path only. This scenario covers the case when a device or devices that perform address and/or port translation are located on the media path only.

The IP address and/or port translation device can be a NAT or a NAPT as defined in IETF RFC 2663 [34]. Another type of translation is NA(P)T‑PT as specified in IETF RFC 2766 [33]. In the rest of this clause NAT will be used for all of the devices that perform one or more of NA(P)T and NA(P)T‑PT functions.

Note that the procedures of this Annex shall only be applied when they are necessary. If the terminal and/or the access network provide a transparent way of NAT traversal or no IP address translation is needed between the IP‑CAN and the IMS domain on the media path then the function as defined in this Annex shall not be invoked.

It is expected the NAT traversal methods of this Annex will co-exist. UE may support one or more of these methods. It shall be possible for an operator to use one or more of NAT traversal methods in its IMS domain. The selection of the method for a particular case shall depend on the UE's capabilities, the capabilities of the network and policies of the operator.

Where possible, usage of these procedures shall not adversely impact usage of power saving modes in the UEs, i.e. when the NAT is integrated with the IMS Access Gate way which is under operator control, the reserved temporary addresses and port (binding) should be retained without requiring keep-alive messages from the UE. If the access type to IMS is GPRS, then the UE is not required to initiate any keep-alive messages, see clause E.6 for more information.

NOTE:
A solution to allow power saving modes when non-operator controlled NATs are used is not defined in this version of the specification..


Next Change
G.2.1
IMS-ALG and IMS Access Gateway model

Figure G.1 presents the general reference model for IMS access when both the signalling and media traverses NAT devices. Figure G.2 presents the general reference model when IP address translation is needed between the IP-CAN and the IMS domain. The IMS network architecture is the same for both cases. The NAT integrated with the IMS Access Gateway is under operator control in this reference model.
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Figure G.1: Reference model for IMS access when both the signalling and media traverses NAT
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Figure G.2: Reference model for IMS access when NAT is needed between the IP-CAN and the IMS domain

Editor's note:
It is for further study if the Iq reference point can be merged with the Rx+ reference point. If they are not merged then the IMS Access Gateway may be a TrGW and the Iq may be equivalent to the Ix reference point.
Next Change
G.3.1
Required functions of the P-CSCF

When supporting IMS communication for a UE residing behind a NAT or when IP address translation is needed between the IP-CAN and the IMS domain on the media path only, the P-CSCF may include the IMS-ALG function that is defined in Annex I of this specification. The following functions shall be performed in the P-CSCF:

1)
The P-CSCF shall be able to recognize that the UE is behind a NAT device or IP address translation is needed between the IP-CAN and the IMS domain on the media path only.

2)
The IMS-ALG function in the P-CSCF shall control the IMS Access Gateway, e.g. request transport addresses (IP addresses and port numbers) from the IMS Access Gateway, and shall perform the necessary changes of the SDP parameters.

3)
The IMS-ALG function in the P-CSCF shall perform the necessary changes of headers in SIP messages.

4)
The IMS-ALG function in the P-CSCF shall be able to support scenarios where IMS CN domain and IPCAN use the same IP version and where they use different IP versions.

Further functions of the P-CSCF/IMS-ALG, e.g. to request to open and close gates on the IMS Access Gateway, are not defined in this version of the specification..

Next Change
G.3.2
Required functions of the IMS Access Gateway

The required functions of the IMS Access Gateway for NAT translation are the following:

1)
It allocates and releases transport addresses according to the requests coming from the IMS-ALG function of the P-CSCF.

2)
It ensures proper forwarding of media packets coming from or going to the UE.

3)
It shall support the scenarios where IMS CN domain and IPCAN use the same IP version and where they use different IP versions.

Further functions of the IMS Access Gateway, e.g. to open and close gates (pinholing), are for further study.


Next Change
G.5.2.3
Required functions of the STUN relay server

The STUN relay server and associated signaling requirements are documented in draft-ietf-behave-turn-01 [46] and its use is detailed in draft-ietf-mmusic-ice-09 [45]. No additional requirements are placed on this server.

NOTE:
While it is not required that a STUN relay server be deployed in the network, a STUN Relay server would allow for media exchange in the presence of all NAT types.


Next Change
G.5.2.4
Required functions of the STUN server

The STUN server and associated signaling requirements are documented in draft-ietf-behave-rfc3489bis-04 [47] and its use is detailed in draft-ietf-mmusic-ice-09 [45]. No additional requirements are placed on this server.

NOTE:
While it is not required that STUN servers be deployed in the network, a STUN server would allow for UEs to discover the WAN facing transport address of the NAT. Such discovery may minimize the need for STUN Relay server resources by allowing UEs to directly exchange media in the presence of the majority of NAT types.

Next Change
G.5.3.1
Overview

Managing Client Initiated Connections in the Session Initiation Protocol (outbound) draft-ietf-sip-outbound-04 [48] defines a methodology for signaling traversal of NAT devices. This methodology involves the establishment of flows to allow for the routing of inbound dialog initiating requests and the maintance of the flow through keep-alive messages. Outbound does not however address inbound response routing or inbound mid-dialog requests. A complete UE managed NAT traversal solution shall take into account each of these issues.
This clause is restricted to the use of outbound in the context of SIP NAT traversal and not to the usage of Outbound for multiple registration support. 
NOTE:
ICE and Outbound are not dependent on each other, and can be deployed separately or together. The STUN keep-alive function, for SIP signaling, can also be implemented as a standalone function, without ICE or Outbound.

Next Change
G.5.3.3
Required functions of the S-CSCF

When supporting Outbound, the S-CSCF should be responsible for indicating to the UE that Outbound procedures are supported.


Editors Note:
S-CSCF support for multiple active registrations from the same private identity to facilitate P-CSCF failover is left for FFS.

Next Change
G.5.3.4
Required functions of the UE

When supporting Outbound, the UE is responsible for managing the overall NAT traversal process and for invoking the various protocol mechanisms to implement the NAT traversal approach. As such, the following functions shall be performed by the UE:

-
Maintaining of NAT bindings between the UE and the P-CSCF through the use of a keep-alive mechanism to insure inbound signaling packets are allowed to traverse the NAT device.

NOTE:
Solutions to determine the frequency of the keep-alive are not defined in this version of the specification. A configuration mechanism can be used in place of a dynamic discovery process.

-
Transmission of signaling packets from the same port on which it expects to receive signaling packets;

-
Establishment of signaling flows to its assigned P-CSCF(s) during registration.


Editors Note:
The means for the UE to determine that a P-CSCF supports STUN keep alive functionality is still discussed in IETF, and is FFS.

NOTE:
The UE can determine that STUN based keep-alive can be used towards the P-CSCF based on the presence of the STUN keep-alive parameter from the P-CSCF SIP URI received during P-CSCF discovery.

NOTE:
In case a UE supports only STUN keep-alives, but not Outbound, it does not need to determine Outbound support, and it does not need to register flows as defined by Outbound. It only sends STUN requests to the P-CSCF to keep NAT bindings open.

End of Changes
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