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7.3.0
WLAN Direct Access Authorization information update procedure
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Figure 7.3: Subscriber Profile and access authorization info Update Procedure

1.
User is registered to a 3GPP AAA Server

2.
Subscribers subscription is modified in the HSS e.g. via O&M.

3.
HSS updates the profile information stored in the registered 3GPP AAA Server by Wx reference point procedure "Subscriber Profile".

4.
If the policy enforcement information updated in step 3 and the policy enforecement information was sent to the WAG beforehand (e.g., in step 5 of clause 7.2), it should be updated to the WAG in this step.
5.
The WLAN access authorisation information of the associated connection is updated to WLAN as necessary. If the subscriber loses the authorization of the WLAN access, WLAN shall disconnect the radio interface connection by WLAN technology specific mechanisms.
Modification Ends
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