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1. Used standards for In-Vehicle E112 eCall based on UUS data-over-voice technology

Transmitting UUS data from GSM to ISDN networks requires a number of specifications and standards.

These are:

•
E-Merge 

E-MERGE, D3.0 Specifications of the European In-Vehicle E112 eCall. WP3, 

Version 1.5, 17.06.2003.

•
GSM 

•
3GPP TS 24.087 - User-to-User Signalling (UUS) Supplementary Service; Service description - Stage 3 

•
3GPP TS 22.004 - Technical Specification Group Services and System Aspects; General on supplementary services 

•
ETS 300 642 - Digital cellular telecommunications system (Phase 2); AT command set for GSM Mobile Equipment (ME) 

•
3GPP TS 24.008 / ETSI 124 008 - Digital cellular telecommunications system (Phase 2+); Universal Mobile Telecommunications System (UMTS); Mobile radio interface Layer 3 specification; Core network protocols; Stage 3 

•
ISDN 

•
ETS 300 102-1 - Integrated Services Digital Network (ISDN); User-network interface layer 3 Specifications for basic call control 

•
EN 300 403-1ntegrated Services Digital Network (ISDN); Digital Subscriber Signalling System No. one (DSS1) protocol; Signalling network layer for circuit-mode basic call control; Part 1: Protocol specification 

2. UUS and its services

UUS is based on ITU-T Recommendations I.257.1 and Q.957.1.

The user-user signalling (UUS) supplementary service allows an ISDN- and mobile user to send/receive a limited amount of information to/from another ISDN user over the signalling channel in association with a call to the other ISDN user.

The UUS supplementary services provide a means of communication between two users by using as a basis the layer 3 protocol. Three UUS services associated with circuit-switched calls that may be provided by the network to users are:

· service 1 – User-to-User information exchanged during the setup and clearing phases of a call, by transporting User-user information element within Q.931 call control messages.

· service 2 – User-to-User information exchanged from the caller’s point of view during call establishment, between the ALERTING and CONNECT messages, within USER INFORMATION messages.

· service 3 – User-to-User information exchanged while a call is in the active state, within USER INFORMATION messages.

Currently Telecom supports service 1 with implicit invocation only.

Following figure shows communication and transmission way for UUS service 1 during the call set-up:
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Figure 1: UUS information within call set up

3. Data to be transmitted within In-Vehicle E112 eCall data-string

The following information has been agreed within the eSafety Driving Group on eCall and endorsed by the Member States to be transmitted from the vehicle in case of a manual or automatically generated in-vehicle 112 call:

· Header

· Time stamp

· Precise location

· eCall qualifier

· Vehicle identification

· Service provider identifier

UUS supports 32 Byte of Data, but these “Bytes” are not really bytes but 7-bit characters.

32 7-Bit characters are equal to 224 Bit and 224 Bit are equal to 28 (real) “Bytes” (8-bit coded).

To code the information that are requested for an In-Vehicle E112 eCall we have 28 Bytes free. This must be formatted as 7-bit coded character string (32 characters) before sending the data in a UUS datagram. At the PSAP-site it must be decoded in the same way to get out the real information.

This set of fields is not a must. It is an example of how the relevant information could be coded in the 28 Bytes. At this setup 4 Bytes are free for extra use.

These 4 Bytes will be used to set the identifier (message header) at the beginning of the message. 

The following figure shows the agreed optimized data set and how it fits with the E-merge data-string in comparison with In-Vehicle E112 eCall data-string:

	
	
	E-merge
	In-Vehicle E112 eCall

	
	Field
	m/o
	Length/Byte
	m/o
	Length/Bit
	Length/Byte

	Message Header
	Message Header (for Telco)
	m
	24
	m
	14
	4

	
	Message Header (for PSAP)
	-
	-
	m
	18
	

	Timestamp
	Timestamp
	m
	4
	m
	16
	2

	Precise location
	GPS current Pos
	m
	10
	m
	64
	8

	
	GPS prior best
	m
	10
	m
	24
	3

	
	GPS dead reck.
	m
	10
	m
	24
	3

	eCall qualifier
	Sensors
	m
	2
	m
	8
	1

	
	breakdown Source
	m
	2
	-
	-
	-

	Vehicle identification
	Vehicle Data
	m
	40
	m
	40
	5

	
	CLI
	m
	10
	-
	-
	-

	Service provider identifier
	SP-IP
	O
	4
	m
	48
	6

	
	SP Phone
	O
	12
	-
	-
	-

	
	Satellite ID'S
	m
	3
	-
	-
	-

	
	No of Sat
	m
	3
	-
	-
	-


              Length in total:




 134 Bytes



       






     32 Bytes

Legend:

GPS:



Global Positioning System

SP-IP:



Service provider IP-address

Satellite ID’s:
Satellite identifier

No of Satellite:
number of satellites

CLI:



Call-Line-Identification-Number

m:




mandatory

o:




optional

Figure 2: Comparison E-merge data-string to In-Vehicle E112 eCall

Note: These 32 Bytes have to be reduced to 28 Byte; we’re just looking for a solution!

3.1. Which data are relevant for In-Vehicle E112 eCall

3.1.1. Message Header

Message header is devided into 2 parts and values are estimations or proposals:

a) Message header for Telcos:

This header contains 14 Bit (2 characters in 7-Bit-format, which have to be developed) as a header for the Telco with content that an emergency call with UUS information is following. This header is fixed and will be always the same. 

Regarding explanation in chapter 3 above, Telcos can interpret this 14 Bit message header without unpacking data.

b) Message header for PSAPs:

This part of the header contains 18 Bit (to fill message header up to 4 Byte) as a header for the PSAP. Content of the message is message type (emergency-call; 16 Bit) and information about emergency-type (automatic e-call, manual e-call, Good Samaritan call; 2 Bit).

In total this message header needs 4 Bytes instead of 24 Bytes in E-merge.

3.1.2. Timestamp

This timestamp is mandatory. However, it is not guaranteed that the device has the real time and by using UUS for additional data-transmission this transmission is real-time. If devices support GPS-time, it’s possible to transmit this in a reduced format. So we only have to store the number of seconds in a part of the day, e.g the number of seconds in a quarter of the day. Result is use of 2 Bytes instead of 4 Bytes in E-merge.  It is not possible that a UUS data-string will reach after the call is established and so this timestamp is only for synchronizing mechanisms.

3.1.3. Precise location

a) The first position is the actual position of the device/IVS. This is relative to a regional grid. It is not necessary to map the whole world for this kind of In-Vehicle E112 eCall as we only deal with pan-European eCalls. 

In addition it is not necessary to store the position with a precision of millimetres. A range of 10 meters should be enough for each positioning system. This is more than ever valid because the precision of the GPS-satellites is not good enough to use a range smaller like this. 

b) The 2nd and 3rd positions are relatively coded to the 1st one. So we don’t need so much Byte to store the distance from the 1st position to the 2nd and the 3rd position.

Result is reducing location data from 30 Bytes to 14 Bytes.

3.1.4. E-Call qualifier

a) Sensors:

The sensors are reduced from 2 Byte to 1 Byte. Within this 1 Byte we can transmit how many sensors (max. 8) have been activated and if sequence is defined, which ones. If necessary than an extension to more Bytes is possible if there are some Bytes left.

b) Breakdown source:

This qualifier is left out because we’re only talking about In-vehicle E112 e-Calls and not about breakdowns caused by e.g. damaged tires.

3.1.5. Vehicle identification

a) Vehicle data:

Currently 5 Bytes are needed for vehicle data. 

Motorola and Telmacon on behalf of the eSafety Driving Group on eCall is currently looking to reduce these Bytes because maximum length of available data-string is 28/32 Bytes in total.

b) CLI:

Within In-vehicle E112 eCall it’s not necessary to transmit CLI, because the system itself requires SIM-cards for used devices (for activation, user-registration, etc.). By using SIM-cards telcos automatically add CLI to emergency calls.

At this point of time the result of reducing vehicle identification data is from 50 Bytes to 5 Bytes.

3.1.6. Service provider identifier

a) Service provider IP-address:

To be future proved we should use IPv6 instead of IPv4; therefore we need 6 Bytes for service provider IP-address.

b) Service provider phone number:

Service provider phone-number is not necessary for In-vehicle E112 eCall.

This causes a data reduction from 16 Bytes to 6 Bytes.

3.1.7. Satellite ID’s, NO of Sat

These data are not so important to identify the place and the ID of the satellites used for the GPS position. 

Result is reducing data from 6 Bytes to 0 Bytes.

3.1.8. Total message size

The result of using this data-string structure as described is 32 Bytes. In comparison to the total space in the message there are 4 Bytes overload.

Note: 

These 32 Bytes have to be reduced to 28 Byte; Motorola and Telmacon on behalf of the eSafety Driving Group on eCall are looking for a solution, based on some ideas, which have to be verified by the driving group. However, reaching the reduction seems realistic.

4. UUS-data filtering on PSAP-side

Below is seen an example of a PSAP architecture after introducing in-vehicle eCall over UUS. It is clear that individual Member States and suppliers of PSAP systems will introduce various ways to ensure that the date is decoded and visualised at the PSAP operators working stations. 
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Figure 3: PSAP-diagram

In the above example the E112-PC is always sniffing the data stream for incoming calls and UUS-messages arriving from ISDN-network via NTBA or multiplexers. 

PC separates emergency-data-strings into their different data fields and visualizes them with associated CLI on dispatcher screens.

5. Emergency set up with UUS

5.1. Description

Emergency set up is based on Technical Specification TS 24.008 V3.1.0 (1999-10) from 3rd Generation Partnership Project, which deals with UMTS, mobile radio interface layer 3 specification and core network protocol.

This setup message is sent from mobile station to the network to initiate emergency call establishment.

Current mobiles don‘t support to add additional UUS-data to emergency call setup message and have to be modified. This however, is not crucial for the introduction of eCall as the eCall compliant system is targeted first at in-vehicle OEM fitted systems. 

By developing and standardizing such a system we have to take care also for the after-market systems.

In case that nomad systems will be supplied then these have to comply to the agreed standard.

The User information message is sent by the mobile station to the network to transfer information to the remote user.

5.2. User information within UUS

This message is used if the User-to-User transfer is part of an allowed information transfer as defined in TS 24.010.

5.3. To do

It has to be verified, how much space for additional data transmission is available within the emergency call set-up.

If there’s not enough space for the whole emergency data-string it’s necessary to check the possibility to use the space to implement and transmit a special Bit, which is given in normal call set ups, as information for the networks that a second succeeding UUS data-string with the emergency data-string itself will be transmitted.

6. Requirements for the use of UUS

· In-vehicle GSM-devices have to support UUS 1 (and UUS 3); firmware changes on IVS-side.

· GSM-networks have to support UUS 1 (and UUS 3), because service is mostly blocked. To open the networks a subscription with all network providers is required (roaming)

· UUS-handover between GSM- and ISDN-networks has to be supported.

· ISDN-networks have to support UUS 1 (and UUS 3)

· ISDN multiplexers have to support UUS 1 (and UUS 3)

· ISDN-telephones have to support UUS 1 (and UUS 3); required AT-command is implemented in most of available ISDN-telephones because of some use cases within the telephone switchboards.

· Definition of AT- commands for UUS 3 is necessary (ETSI/EMTEL).


























































