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Introduction
Support of Untrusted Non 3GPP access to 5GC / Trusted Non 3GPP access to 5GC / Wireline access to 5GC had been specified as part of 3GPP R15 (5GS_Ph1) and 3GPP R16 (5WWC). As part of R18 5WWC_Ph2 following enhancements have been specified:
· Feature 1: How to select a N3IWF or a TNGF that supports the S-NSSAI(s) needed by the UE
· Feature 2: 

-
Differentiated Support for UE(s) behind an RG,

-
Differentiated Support for NAUN3 devices (devices that the 5GC cannot authenticate) behind a 5G RG,

-
Differentiated Support for AUN3 devices (devices that the 5GC can authenticate) behind a 5G RG

Description
To support the selection of a N3IWF that supports the S-NSSAI(s) needed by the UE:
· Access Network Discovery & Selection policies (ANDSP) sent by the PCF to the UE [3] have been enhanced with information about supported S-NSSAI(s) per N3IWF to allow the UE to determine an appropriate N3IWF that supports the S-NSSAI(s) needed by the UE.

· if the N3IWF selected by the UE does not support the slices requested by UE, the AMF may trigger the PCF to provide the UE with updated ANDSP and/or may provide target N3IWF information to the UE via a Registration Reject so that UE can use the target N3IWF information to connect via the target N3IWF [2].
To support the selection of a TNGF that supports the S-NSSAI(s) needed by the UE:
· Access Network Discovery & Selection policy (ANDSP) [3] has been extended with information about which TNGF ID to use for which slices and which SSID to use to reach this TNGF. When initiating registration over Trusted non 3GPP access, the UE may indicate that a specific TNGF is to be used by including a TNGF ID in its NAI's realm.
· if the TNGF selected by the UE does not support the slices requested by UE, the AMF may trigger the PCF to provide the UE with updated ANDSP and/or may provide target TNAN information (SSIDs, TNGF ID) to the UE via a Registration Reject so that UE can use this information to connect via the target TNGF [2].
Differentiated Support for NAUN3 devices (devices that the 5GC cannot authenticate) behind a 5G RG, is supported as specified in [1]:
· The 5G RG is configured by means out of scope of 3GPP with the mapping between SSID, 5G RG physical ports, etc. and Connectivity Group ID whose values is defined by the operator.

· Policies configured by the PCF for the 5G RG [3] are used to map from Connectivity Group ID to parameters of the PDU session (DNN, S-NSSAI, PDU Session Type, SSC mode) to use for the traffic of NAUN3 devices associated with a given Connection Capability.

Differentiated Support for AUN3 devices (devices that the 5GC can authenticate) behind a 5G-RG is supported as specified in [1]:

· Each AUN3 device has its own UDM/UDR subscription data including its own SUPI and policy control subscription data.

· In order to serve the AUN3 device in 5GC, a 5G-RG issues a NAS register and handles RM and CM related signalling on behalf of an AUN3 device.

· The AMF and the 5G-RG maintain a separate NAS connection per AUN3 device. This includes maintaining a GUTI and NAS (RM, CM, etc.) context per AUN3 device. As defined in TS 33.501 NAS security does not apply to AUN3 devices.
· A 5G-RG serving an AUN3 device establishes a single PDU Session on behalf on this AUN3 device.

· There shall be a separate N2 connection per AUN3 device that is in state CM-CONNECTED.
.

· The AUN3 devices and the 5G-RG belong to the same PLMN.

Differentiated Support for UE(s) behind an RG is supported as specified in [1]:
· The RG's PCF is preconfigured with IP address ranges corresponding to TNGF/N3IWF(s) and with DSCP used over NWu and NWt, (this corresponds to the DSCP values used below the IPsec tunnel between the UE and the TNGF/N3IWF). This PCF can thus apply specific QoS policies for the traffic of UE(s) served by RG(s)
· A 5G-RG acting as a TNAP shall provide its TNAP ID to the TNGF and the TNGF provides this TNAP ID as part of ULI (User Location Information) sent to the 5GC; this information is propagated to the PCF that may use it to determine PCC rules depending on whether an UE is using a 5G-RG as a host or as a guest.
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