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	Reason for change:
	For the Security threat caused by lack of GVNP traffic isolation, the current version refers to “the threat in clause 5.3.6.15 of TR 33.926”, which mainly mentions the threat of lacking isolation for signalling traffic. For GVNP, the malicious traffic traffic between VMs can cause unauthorized access or attack.
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*** BEGIN CHANGES ***
[bookmark: _Toc131404746][bookmark: _Toc131404848]5.3.2.7.15	Security threat caused by lack of GVNP traffic isolation
The threat in clause 5.3.6.15 of TR 33.926 [2] applies to GVNP of type 1.
Different from traditional physical network products, as GVNP provides abundant computing, storage and network resources for users. With Virtualization, traditional physical network security appliances can not be used to secure virtual networks between VM on the same physical server. Additionnal threats are analysed as follows:
 -	Threat name: Security threat caused by lack of GVNP traffic isolation
-	Threat Category: Information Disclosure.
-	Threat Description: Virtual network has invisible traffic between VMs on the same physical server, which is not protected by the traditional network security monitoring means. Flaws such as incomplete isolation of virtual machine resources and the difficulty of monitoring traffic between virtual machines can lead to unauthorized access to VMs and mutual attacks between VMs. 
-	Threatened Asset:Any sensitive data in transit between VMs on the same physical server.
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