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	Reason for change:
	This clarification is related to how to use an existing certificate for the validation of received CMP messages. The current description limits NF to use the "last received" operator provided NF certificate. Whether this is intentional or a mistake, such a restriction seems completely unnecessary and rather confusing for implementations. 
In fact, the NF may be in possession of multiple certificates according to clause 10.4 that are valid. The curcial part here is that the message is to be considered legitimate as long as it is signed by a valid certificate.
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************************** Start of changes ************************
[bookmark: _Toc145338648]10.3.1.4.4	Certification request and Certification Response
The Certification Request (cr) and Certification Response (cp) messages as specified in RFC 4210 [4] and RFC 4211 [19] are intended to be used when additional certificates with specific purpose are required by the NF.
The structure and content of these messages is identical to initialization requests and responses, thus the profiling given in the previous subclauses for Initialization Request and Initialization Response shall equally apply, with the following exceptions:
-	The PKIMessage sent by the NF shall be signed with the private key which is related to one of the  last receivedvalid operator provided NF certificates. The extraCertsField is mandatory and shall contain the NF certificate related to the private key used for signing the PKIMessage. Any intermediate CA certificates shall also be included if the NF certificate is not signed directly by a root CA.
-	The PKIMessage carrying the certification response should not contain the operator root certificate in the extraCerts field.
******************************* End of changes *********************************


