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	Reason for change:
	This is an alignment CR to align 23.502 with 23.503 and 29.525.
In the scenario of Mobility from 5GS to EPS, the PCF for a PDU session shall determine whether the UE supports URSP provisioning in EPS by checking the UE context policy control subscription information in UDR as specified in 3GPP TS 29.503 (and in TS 29.525 clause 4.2.2.2.1.1), and if supported, shall establish a UE policy association with the PCF for the UE that is handling the UE policy association with the source AMF.
[bookmark: _Hlk142406366]That means that UE context policy control subscription information needs to include ahead of time the above indication wrt/ UE support or un-support of URSP provisioning in EPS.

It is therefore proposed by this paper that during UE Policy Association Establishment, the PCF for a UE will Check whether the UE Policy container includes indication of support of URSP delivery in EPS.
If it is included, the PCF for a UE needs to store it in UE context policy control subscription information in the UDR. // NOTE: In stage 3 (CT1/CT3) terminology: indication of support of URSP delivery in EPS is a Boolean flag. UE may let us know whether it supports URSP delivery in EPS or not (The flag will have a value of either True(bit=1) or False(bit=0)).

The above should be done regardless of the access type over which the UE registers to 5GC (i.e either 5GS or EPS).

NOTE 1: 
· 23.503 already includes the proper text in section 6.1.2.2.2:
“…-	The UE may indicate whether it supports the URSP Provisioning when attached in EPS. The PCF for the UE stores it at the UDR, see clause 6.2.1.3.”
· 29.525 4.2.2.2.1.1 also includes the above functionality.

NOTE 2:
· Similar to ‘Indication of UE supporting ANDSP’, PCF may store it in UDR during registration time. PCF does not remove it from UDR upon UE deregistration. This is because the UE is trusted to demonstrate a consistent behaviour. I.e. either it always provides this indication flag (even when the ind. value is false) or it never does.

NOTE 3: 
· Indirectly we are placing a requirement also on the UE. Basically, we are telling the UE that if it is interested in receiving URSP should it moves from 5GS to EPS, it needs to let us know in advance about its ability to receive URSP over EPS. That means also when UE registers over 5GS it needs to let us know the above (ie include indication of support of URSP delivery in EPS In the UE policy container (In CT1 terminology: 24.501 D.6.5 octet 3, bit 2 should have the value of 1)).

NOTE 4:
· When UE registers on the EPS side, UE Policy Container is included by the UE in the ePCO IE. This will cause the SMF to trigger the SM-PCF (PCRT=UE Policy Container). Hence, SM-PCF does not need to check the UDR. Meaning the problem that we try to solve in this CR is for the UE mobility from 5GS to EPS (because in the mobility case, SMF does not receive a container from the UE. Consequently, the only trigger SMF sends to SM-PCF is for RAT-Change).

	
	

	Summary of change:
	This CR proposes to
· Update 23.502 4.16.11 with an action of the PCF for a UE to Check whether the UE Policy container includes indication of support of URSP delivery in EPS; and if it does, store it in UE context policy control subscription information in the UDR. 
· Update 23.502 5.2.5.6.2 accordingly.
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This procedure concerns the following scenarios:
1.	UE initial registration with the network.
2.	The AMF relocation with PCF change in handover procedure and registration procedure.
3.	UE registration with 5GS when the UE moves from EPS to 5GS and there is no existing UE Policy Association between AMF and PCF for this UE.
In Non-roaming case, the H-PCF may interact with the CHF in HPLMN to make a decision about UE Policies based on spending limits.


Figure 4.16.11-1: UE Policy Association Establishment
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved and the role of the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the V-PCF:
1.	The AMF establishes UE Policy Association with the (V-)PCF when a UE Policy Container is received from the UE. If a UE Policy Container is not received from the UE, the AMF may establish UE Policy Association with the (V-)PCF based on AMF local configuration.
NOTE 1:	In roaming scenario, the AMF local configuration can indicate whether UE Policy delivery is needed based on the roaming agreement with home PLMN of the UE.
2.	The AMF sends a Npcf_UEPolicyControl Create Request with the following information: SUPI, may include Access Type and RAT, PEI, ULI, UE time zone, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), the Internal-Group-ID-list and UE Policy Container (the list of stored PSIs, operating system identifier, Indication of UE support for ANDSP, indication of UE capability of reporting URSP rule enforcement to network, indication of support of URSP delivery in EPS). In roaming scenario, based on operator policies, the AMF may provide to the V-PCF the PCF ID of the selected H-PCF. The V-PCF contacts the H-PCF. In roaming case, steps 3 and 4 are executed, otherwise step 5 follows.
	If the AMF, based on configuration, is aware that the UE is accessing over a gNB using satellite backhaul, the AMF includes the Satellite Backhaul Category as described in clause 5.43 of TS 23.501 [2].
3.	The V-PCF forwards the information received from AMF in step 2 to the H-PCF. When a UE Policy Container is received at initial registration, the H-PCF may store the PEI, the OSId, indication of UE capability of reporting URSP rule enforcement to network, indication of support of URSP delivery in EPS or the indication of UE support for ANDSP in the UDR using Nudr_DM_Create including DataSet "Policy Data" and Data Subset "UE context policy control data".
	The V-PCF may retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN of the SUPI, if not available, using Nudr_DM_Query or Nudr_DM_Subscribe including the Data Set "Application Data" and Data Subset "Service Specific Information" and DataKey set to "PLMN ID(s) of inbound roamers".
	The V-PCF may retrieve the Application guidance on URSP Rule for inbound roamers of the PLMN of the SUPI, if not available, using Nudr_DM_Query or Nudr_DM_Subscribe including the Data Set "Application.
4.	The H-PCF sends a Npcf_UEPolicyControl Create Response to the V-PCF. The H-PCF may provide the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl Create Response. Before sending the response, the H-PCF may determine that the decision about UE policy control depends on the status of the policy counters available at the CHF and if such reporting is not established for the subscriber, the H-PCF initiates an Initial Spending Limit Report Retrieval as defined in clause 4.16.8.2. If policy counter status reporting is already established for the subscriber and the H-PCF determines that the status of additional policy counters are required, the H-PCF initiates an Intermediate Spending Limit Report Retrieval as defined in clause 4.16.8.3.
	The (H-)PCF in roaming and the PCF in non-roaming may register to the BSF as the PCF serving this UE, if not already registered at the AM Policy Association establishment. This is performed by using the Nbsf_Management_Register operation, providing as inputs the UE SUPI/GPSI and the PCF identity.
5.	The (V-) PCF sends a Npcf_UEPolicyControl Create Response to the AMF. The (V-)PCF relays the Policy Control Request Trigger parameters in the Npcf_UEPolicyControl Create Response.
	The (V-)PCF also subscribes to notification of N1 message delivery of policy information to the UE using Namf_Communication_N1N2MessageSubscribe service which is not shown in this figure.
6.	The (H-)PCF gets policy subscription related information and the latest list of PSIs from the UDR using Nudr_DM_Query service operation (SUPI, Policy Data, UE context policy control data, Policy Set Entry) if either or both are not available and makes a policy decision. The (H-)PCF may get the PEI, the OSId, indication of UE capability of reporting URSP rule enforcement to network or the indication of UE support for ANDSP in the UDR using Nudr_DM_Query including DataSet "Policy Data" and Data Subset "UE context policy control data" if the AMF relocates and the PCF changes. In the roaming scenario, the H-PCF may provide the indication of UE support for ANDSP to the V-PCF, if the indication was not present in the Npcf_UEPolicyControl Create request from V-PCF and the H-PCF gets this information from the H-UDR. The (H-)PCF may get the 5G VN group data and 5G VN group membership for each Internal-Group-ID received from the AMF using Nudr_DM_Query (Internal-Group-Id, Subscription Data, 5G VN Group Configuration). The (H-)PCF may store the 5G VN group data and 5G VN group membership for later use for other SUPIs that belong to the same Internal-Group-ID. The (H-)PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DM_Subscribe (Policy Data, SUPI, DNN, S-NSSAI, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting), UE context policy control data) service. The (H-)PCF may request notifications from the UDR on changes in the 5G VN group data or 5G VN group membership associated to each of the Internal-Group-Id provided to the PCF by invoking Nudr_DM_Subscribe (Subscription Data, 5G VN Group Configuration, Internal Group ID, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting)) service. The (H-)PCF creates the UE policy container including UE policy information as defined in clause 6.6 of TS 23.503 [20] and in the case of roaming H-PCF provides the UE policy container in the Npcf_UEPolicyControl UpdateNotify Request. In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in clause 6.1.1.3 of TS 23.503 [20].
7.	The V-PCF sends a response to H-PCF using Npcf_UEPolicyControl UpdateNotify Response.
NOTE 2:	Step 6 (and step 7) can be omitted. Then the (H-)PCF creates the UE policy container including UE polices in step 2 (in the case of non-roaming) or step 3 (in the case of roaming). This means that the potential interactions with UDR as in step 6 will have to be executed in step 2 (non-roaming) or step 3 (roaming).
8.	The (V-)PCF triggers UE Configuration Update Procedure in clause 4.2.4.3 to sends the UE policy container including UE policy information to the UE. The (V-)PCF checks the size limit as described in clause 6.1.2.2.2 of TS 23.503 [20].
9.	If the V-PCF received notification of the reception of the UE Policy container then the V-PCF forwards the notification response of the UE to the H-PCF using Npcf_UEPolicyControl_Update Request.
	If the V-PCF is notified by the V-UDR about the Service Specific Information applicable to inbound roamers from the HPLMN of the UE as specified in clause 4.15.6.10, the V-PCF provides the Service Parameters to the H-PCF.
10.	The H-PCF sends a response to the V-PCF. If the V-PCF received a UE Policy Container step 8 will follow.
*** Next Change ***
[bookmark: _Toc20204501][bookmark: _Toc27895200][bookmark: _Toc36192297][bookmark: _Toc45193410][bookmark: _Toc47593042][bookmark: _Toc51835129][bookmark: _Toc138763594]5.2.5.6.2	Npcf_UEPolicyControl_Create service operation
Service operation name: Npcf_UEPolicyControl_Create
Description: NF Service Consumer can request the creation of a UE Policy Association by providing relevant parameters about the UE context to the PCF.
Inputs, Required: Notification endpoint, SUPI.
Inputs, Optional: H-PCF ID (if the NF service producer is V-PCF and AMF is NF service consumer), information provided by the AMF as define in clause 6.2.1.2 of TS 23.503 [20], such as Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), RAT type, LBO Information (see clause 6.1.2.2.4 of TS 23.503 [20]), UE policy containerinformation including the list of PSIs, OS id, the indication of UE support for ANDSP, UE capability of reporting URSP rule enforcement to network (see clause 6.6.2.4 of TS 23.503 [20]), UE indication of support of URSP delivery in EPS, and Internal Group (see TS 23.501 [2]), Satellite Backhaul Category (see clause 5.43 of TS 23.501 [2]), "5GS to EPS Mobility" indication, request to update the UE policies, request to be notified when updated UE policies have been provided to the UE.
Outputs, Required: Success or Failure, UE Policy Association ID.
Outputs, Optional: Policy Control Request Trigger of UE Policy Association. In the case of H-PCF is producer, UE policy information (see clause 5.2.5.6.1).
*** End of Change ***
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