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*** First Change ***

[bookmark: _Toc138238405][bookmark: _Toc460615936][bookmark: _Toc460616797][bookmark: _Toc477419246]6.3.7	Authorization function
The authorization function consists of the following capabilities:
-	Receiving authorization from the resourse owner client; and
-	Providing the API invoker with the authorization information which is needed to access the resource owner’s resources.
NOTE:	In the current release, the authorization function is an internal entity of the CAPIF core function.

*** Next Change ***

[bookmark: _Toc138238527]8.16	Service API invoker invocation with AEF authorization to access service APIs
[bookmark: _Toc138238528]8.16.1	General
The procedure in this subclause corresponds to the architectural requirements to validate authorization of API invokers upon the service API invocationfor API invoker authorization to access service APIs.
A secure communication channel is mandatory in CAPIF.
To reduce latency during API invocation, the API invoker associated authorization information can be made available at the AEF after authentication between the API invoker and the CAPIF core function.
NOTE:	The security related aspects of service API invocation are specified in TS 33.122 [12] clause 6.4 (CAPIF-2) and 6.5 (CAPIF-2e) related to this procedure are out of scope of the present document.

*** End of Changes ***
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