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Change 1
[bookmark: _Toc145673927]7.2.10	EAS bundle information 
The EAS bundle information includes EAS bundle type, a list of EASIDs or a EAS bundle ID and EAS bundle requirements. The EAS bundle information may also includes main EASID and EAS bundle requirements. EAS bundle ID establishes an association between the EASs. When included in the EAS profile, EAS bundle ID denotes the bundle to which the EAS belongs. When included in the AC profile EAS bundle ID is used to perform different Edge Enabler Layer operations, such as EAS discovery. Edge Enabler Layer handles the EASs belonging to the same bundle as required by related EAS bundle requirements as described in clause 8.2.10.
NOTE 1 :	Both, EAS bundle ID and EAS bundle requirements, are provided by the ASP.
NOTE 2:	Bundle ID is necessary when the affinity between bundled EASs is strong (e.g., co-deployment and co-migration is essential), and the related ASPs, which provide the AC and bundled EASs, established the bundle. List of EASIDs is required when the affinity between the bundled EASs is weak (e.g., co-deployment and co-migration is only "nice to have").
NOTE 3:	Following types of EAS bundles are considered in this release:
-	Direct bundle, where AC interacts with multiple EASs of the EAS bundle directly with no coordination between the EASs; and
-	Proxy bundle, where the AC interacts with one EAS of the EAS bundle which in turn coordinates with other EASs of the EAS bundle to provide services to the AC by exchanging Application Data Traffic with the other EASs, which is out-of-scope of this specification.
NOTE 4:	Discovery of EAS Service APIs via CAPIF for the proxy bundle type is not considered in this release.



Change 2
[bookmark: _Toc37790992][bookmark: _Toc42003943][bookmark: _Toc50584264][bookmark: _Toc50584608][bookmark: _Toc57673455][bookmark: _Toc145673943]8.2.2	AC Profile
An AC Profile includes information about AC used to determine services and service characteristics required.
NOTE:	Information elements in the AC Profile are provided by the ASP.
Table 8.2.2-1: AC Profile
	Information element
	Status
	Description

	ACID
	M
	Identity of the AC.

	AC Type
	O
	The category or type of AC (e.g. V2X). This is an implementation specific value.

	Preferred ECSP list
	O
	When used in a service provisioning request, this IE indicates to the ECS which ECSPs are preferred for the AC. The ECS may use this information in the selection of EESs. 

	AC Schedule
	O
	The expected operation schedule of the AC (e.g. time windows)

	Expected AC Geographical Service Area
	O
	The expected location(s) (e.g. route) of the hosting UE during the AC's operation schedule. This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	AC Service Continuity Support (NOTE 1)
	O
	Indicates if service continuity support is required or not for the application. The IE indicates which ACR scenarios are supported by the AC and which of these are preferred by the AC, also indicates the AC ability (e.g. EAS bundle information) of handling bundled EAS ACR.

	Simultaneous EAS connectivity information in service continuity
	O
	Indicates if simultaneous EAS connectivity is needed and the inactive time guidance for keeping connectivity towards the S-EAS.

	List of EASs
	O
	List of EAS that serve the AC along with the service KPIs required by the AC

	> EASID
	M
	Identifier of the EAS

	> Expected AC Service KPIs
	O
	KPIs expected in order for ACs to receive currently required services from the EAS, as described in Table 8.2.3-1

	> Minimum required AC Service KPIs
	O
	Minimum KPIs required in order for ACs to receive meaningful services from the EAS, as described in Table 8.2.3-1

	List of required EAS bundle information 
	O
	Information related to the EAS bundles which the AC requires. 

	> Bundle ID or list of EASID
(NOTE 2)
	OM
	A list of EASIDs or a bBundle ID as described in clause 7.2.10. 

	> List of EASIDs
(NOTE 2)
	O
	List of EASIDs associated with the EAS bundle. 

	> Bundle type
	M
	Type of the EAS bundle as described in clause 7.2.10

	> Main EASID
	O
	Indicate which EAS in a bundle takes the main EAS service role.

	> EAS bundle requirements
	O
	Requirements associated with the EAS bundle as described in clause 8.2.10.

	NOTE 1:	The EAS bundle information is not applicable for proxy type of EAS bundle.
NOTE 2:	At least one of the IEs shall be present if EAS bundle information is provided.





Change 3
[bookmark: _Toc37790994][bookmark: _Toc42003945][bookmark: _Toc50584266][bookmark: _Toc50584610][bookmark: _Toc57673457][bookmark: _Toc145673945]8.2.4	EAS Profile
An EAS Profile includes information about an EAS used to describe services and service characteristics offered. 
NOTE:	Information elements in the EAS Profile are provided by the ASP.
Table 8.2.4-1: EAS Profile
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EAS. This information maybe discovered by EEC and exposed to ACs so that ACs can establish contact with the EAS.

	List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs and related bundling requirements.

	> Bundle ID
(NOTE 3)
	OM
	Bundle ID as described in clause 7.2.10.

	> List of EAS IDs
(NOTE 2, NOTE 3)
	O
	List of the EAS IDs of the EASs to be invoked by the EAS for an EAS driven association of EASs. 

	> Bundle type
	M
	Type of the EAS bundle as described in clause 7.2.10

	> Main EASID
	O
	Indicate which EAS in a bundle takes the main EAS service role.

	> EAS bundle requirements
	O
	Requirements associated with the EAS bundle as described in clause 8.2.10.

	> Main EASID
	O
	Indicate which EAS in a bundle takes the main EAS service role.

	> list of EAS ID
(NOTE 2)
	O
	List of EAS ID to be invoked by the EAS for EAS driven associated EAS. 

	ACID(s)
	O
	Identifies the AC(s) that can be served by the EAS 

	EAS Provider Identifier
	O
	The identifier of the ASP that provides the EAS.

	Allowed MNO information
	O
	Information of the allowed operator (e.g. MNO name, PLMN ID) from which its subscriber can consume the EAS services

	EAS Type
	O
	The category or type of EAS (e.g. V2X)

	EAS description
	O
	Human-readable description of the EAS 

	EAS Schedule
	O
	The availability schedule of the EAS (e.g. time windows)

	EAS Geographical Service Area
	O
	The geographical service area that the EAS serves. ACs in UEs that are located outside that area shall not be served.

	EAS Topological Service Area
	O
	The EAS serves UEs that are connected to the Core Network from one of the cells included in this service area. ACs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EAS Service KPIs
	O
	Service characteristics provided by EAS, detailed in Table 8.2.5-1

	EAS service permission level
	O
	Level of service permissions e.g. trial, gold-class supported by the EAS

	EAS Feature(s)
	O
	Service features e.g. single vs. multi-player gaming service supported by the EAS

	EAS synchronization support
	O
	Indicates if the EAS supports content synchronization between EASs.

	EAS Service continuity support
	O
	Indicates if the EAS supports service continuity or not. This IE indicates which ACR scenarios are supported by the EAS, also indicates the EAS ability (e.g. EAS bundle information) of handling bundled EAS ACR.

	EAS Transport layer service continuity support
	O
	This IE indicates the EAS service continuity support for seamless transport layer (e.g. TCP/TLS/QUIC) relocation

	General context holding time duration (NOTE 1)
	O
	The time duration that the EAS holds the context before the AC connects to the EAS in case of ACR for service continuity planning. It is an indication of the time the EAS holds the application context for a UE to move to its service area after receiving an ACR notification from the EES following an ACR request from the EEC.  


	List of EAS DNAI(s)
	O
	DNAI(s) associated with the EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN where the EAS resides.

	List of N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to each EAS DNAI.

	EAS Availability Reporting Period
	O
	The availability reporting period (i.e. heartbeat period) that indicates to the EES how often it needs to check the EAS's availability after a successful registration.

	EAS Status
	O
	The status of the EAS (e.g. enabled, disabled, etc.) 

	NOTE 1:	Since the EASID of the EAS identifies the type of the application (e.g. SA6Video, SA6Game etc) as described in clause 7.2.4, "General context holding time duration" determined by EAS can depend on the EASID (type of the application).
NOTE 2:	This IE may be provided when only bundle ID is provided, and the bundle type indicates the proxy bundle.
NOTE 3:	At least one of the IEs shall be present if EAS bundle information is provided.



NOTE:	The EAS Transport layer service continuity support can be used in EAS discovery, e.g. as described in 3GPP TS 23.433 [26] for SEALDD server acting as EAS, which can further support the EAS IP replacement function.



Change 4
[bookmark: _Toc37790996][bookmark: _Toc42003947][bookmark: _Toc50584268][bookmark: _Toc50584612][bookmark: _Toc57673459][bookmark: _Toc145673947]8.2.6	EES Profile
The EES profile includes information about the EES and the services it provides.
NOTE:	Information elements in the EES Profile are provided by the ECSP.
Table 8.2.6-1: EES Profile
	Information element
	Status
	Description

	EESID 
	M
	The identifier of the EES

	EES Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	EDN information
	O
	EDN information where the EES resides.

	> DNN
	M
	Data network name to identify the EDN.

	> DNAI(s)
	O
	DNAI(s) associated with the EDN.

	EASIDs
	M
	List of EASIDs registered or expected to be registered with the EES.

	> List of EAS bundle information
	O
	List of EAS bundles per EASID to which the EAS belongs and related bundling requirements.

	>> Bundle ID
(NOTE 2) 
	OM
	A bundle ID as described in clause 7.2.10. 

	> List of EASIDs
(NOTE 2)
	O
	List of EASIDs associated with the EAS bundle. 

	>> Bundle type
	M
	Type of the EAS bundle as described in clause 7.2.10

	>> EAS bundle requirements
	O
	Requirements associated with the EAS bundle as described in clause 8.2.10.

	Instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet).

	> Instantiation criteria (NOTE 1)
	O
	The criteria upon which EAS can be instantiated (e.g. based on specific date and time).

	EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	ECSP ID
	O
	The identifier of the ECSP that provides the EES.

	EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1.

	EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	List of EES DNAI(s)
	O
	DNAI(s) associated with the EES. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the EDN, where the EES resides.

	EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE indicates which ACR scenarios are supported by the EES, also indicates the EES ability (e.g. EAS bundle information) of handling bundled EAS ACR.

	NOTE 1:	"Instantiation criteria" IE shall be present only when the value of "Instantiable EAS information" IE is "instantiable but not be instantiated yet".
NOTE 2:	At least one of the IEs shall be present if EAS bundle information is provided.



NOTE:	The list of EES DNAI(s) can include the DNAI(s) of the EAS(s) registered with the EES.



Change 5
[bookmark: _Toc145673951]8.2.10	EAS bundle requirements
The following IEs describe the EAS bundle requirements:
NOTE:	Information elements in the EAS Bundle Requirements are provided by the ASP.
Table 8.2.10-1: EAS bundle requirements
	Information element
	Status
	Description

	Coordinated EAS discovery
	O
	Indicates if coordinated EAS discovery is required i.e., if EAS discovery request for one of the bundled EAS is processed, then EAS discovery response should include information of all the EASs belonging to the bundle.

	Coordinated ACR
	O
	Indicates if coordinated ACR is required i.e., if EAS ACR is initiated for one of the bundled EAS, then ACR should be initiated for all the EASs belonging to the bundle.

The IE may further indicate what actions must be taken if ACR for one or more bundled EAS fails e.g. ACR for all other EAS that are part of the bundle must be cancelled or not.

	Affinity 
	O
	Indicates the affinity requirement of the EAS bundle. The IE can be set to "strong" indicating that the EASs must be in the same EDN, "preferred" indicating that it is nice to have EASs in the same EDN but not essential or "weak" indicating that it’s not essential for EASs to be in the same EDN.



Change 6
[bookmark: _Toc37791002][bookmark: _Toc42003953][bookmark: _Toc50584283][bookmark: _Toc50584627][bookmark: _Toc57673475][bookmark: _Toc145673978]8.3.3.3.3	Service provisioning response
Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3-1: Service provisioning response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDN configuration information as defined in Table 8.3.3.3.3-2.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.

	Redirect
	O
	Indicates redirection to (an)other ECS(s). 

	> ECS(s) information
	M
	Endpoint address of ECS(s) to which the UE is redirected for service provisioning.

	> DNN
	O
	DNN required for establishing PDU Session to the redirected ECS 

	> S-NSSAI
	O
	S-NSSAI required for establishing PDU Session to the redirected ECS



Table 8.3.3.3.3-2: EDN configuration information
	Information element
	Status
	Description

	EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	> DNN/APN
	M
	Data Network Name/Access Point Name

	> S-NSSAI
	O
	Network Slice information

	> EDN Topological Service Area
	O 
	The EDN serves UEs that are connected to the Core Network from one of the cells included in this service area. See possible formats in Table 8.2.7-1.

	List of EESs
	M
	List of EESs of the EDN.

	> EESID 
	M
	The identifier of the EES

	> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	> EAS informationIDs (NOTE 2)
	O
	List of EASID registeration and associated bundle informationed or expected to be registered with the EES.

	>> EASID
	M
	An EASID registered or expected to be registered with the EES.

	>> List of EAS bundle information
	O
	List of EAS bundles to which the EAS belongs.

	>>> Bundle ID or list of EASID
(NOTE 3)
	OM
	A list of EASIDs or a bBundle ID as described in clause 7.2.10. 

	>>> List of EASIDs
(NOTE 3)
	O
	A list of the EASIDs of the EASs in the bundle. 

	> Application Group ID list
	O
	List of Application Group IDs associated with EAS 

	> Instantiable EAS information
	O
	The EAS instantiation status per EASID (e.g. instantiated, instantiable but not be instantiated yet)

	>> Instantiation criteria (NOTE 34)
	O
	The criteria upon which EAS can be instantiated (e.g. based on specific date and time).

	> ECSP ID
	O
	The identifier of the ECSP that provides the EES. 

	> EES Topological Service Area
	O
	The EES serves UEs that are connected to the Core Network from one of the cells included in this service area. EECs in UEs that are located outside this area shall not be served. See possible formats in Table 8.2.7-1. 

	> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	> EES Service continuity support
	O
	Indicates if the EES supports service continuity or not. This IE also indicates which ACR scenarios are supported by the EES.

	> EEC registration configuration
	M
	Indicates whether the EEC is required to register on the EES to use edge services or not.

	> Security Credential
	O
	Indicates the security credential sent by the ECS. The security credential is used by EEC to communicate with the EES as specified in 3GPP TS 33.558 [23], clause 6.2.

	Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE 1:	If the UE is provisioned or pre-configured with URSP rules by the HPLMN or serving SNPN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:	EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).
NOTE 3:	At least one of the IEs shall be present if EAS bundle information is provided.
NOTE 34:	"Instantiation criteria" IE shall be present only when the value of "Instantiable EAS information" IE is "instantiable but not be instantiated yet".



Change 7
[bookmark: _Toc145674068]8.5.3.2	EAS discovery request
Table 8.5.3.2-1 describes information elements for the EAS discovery request. Table 8.5.3.2-2 provides further detail about the EAS Discovery Filter information element.
Table 8.5.3.2-1: EAS discovery request
	Information element
	Status
	Description

	Requestor identifier
	M
	The ID of the requestor (e.g. EECID)

	UE Identifier
	O
	The identifier of the UE (i.e. GPSI or identity token)

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EAS discovery filters
	O
	Set of characteristics to determine required EASs, as detailed in Table 8.5.3.2-2. 

	UE location 
	O
	The location information of the UE. The UE location is described in clause 7.3.2. 

	Serving MNO information (NOTE 2)
	O
	The serving MNO information (e.g. MNO name, PLMN ID) which is serving the subscriber.

	Target DNAI (NOTE 1)
	O
	Target DNAI information which can be associated with potential T-EAS(s)

	EEC Service Continuity Support
	O
	Indicates if the EEC supports service continuity or not. The IE also indicates which ACR scenarios are supported by the EEC or, if this message is sent by the EEC to discover a T‑EAS, which ACR scenario(s) are intended to be used for the ACR.

	EES Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EES supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EES or, if the EAS discovery is used for an S‑EES executed ACR according to clause 8.8.2.5, which ACR scenario is to be used for the ACR.

	EAS Service Continuity Support (NOTE 1)
	O
	The IE indicates if the S-EAS supports service continuity or not. The IE also indicates which ACR scenarios are supported by the S-EAS or, if the EAS discovery is used for an S‑EAS decided ACR according to clause 8.8.2.4, which ACR scenario is to be used for the ACR.

	EAS Instantiation Triggering Suppress
	O
	Indicates to the EES that EAS instantiation triggering should not be performed for the current request.

	EAS selection request indicator 
	O
	Indicates the request for EAS selection support from the EES (e.g., for constrained device).

	Indication of service continuity planning
	O
	Indicates that this EAS discovery request is triggered for service continuity planning.

	Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest. This IE is used by EES as analytics input to get edge load analytics information from ADAES service as described in clause 8.8 of TS 23.436 [27].

	NOTE 1:	This IE shall not be included when the request originates from the EEC.
NOTE 2:	This IE shall be included if edge node sharing is used.



Table 8.5.3.2-2: EAS discovery filters
	Information element
	Status
	Description

	List of AC characteristics (NOTE 1)
	O
	Describes the ACs for which a matching EAS is needed.

	> AC profile (NOTE 2)
	M
	AC profile containing parameters used to determine matching EAS. AC profiles are further described in Table 8.2.2-1.

	> Application group profile
	O
	Application group profile associated with the AC Profile, as defined in Table 8.2.11-1.

	List of EAS characteristics (NOTE 1, NOTE 3)
	O
	Describes the characteristic of required EASs.

	> EASID
	O
	Identifier of the required EAS.

	> Application Group ID
	O
	Application group identifier as defined in 7.2.11.

	> EAS synchronization support
	O
	Indicates if the EAS synchronization support is required or not.

	> Bundle ID or list of EASID (NOTE 5)
	O
	A list of EASIDs or a bundle ID as described in clause 7.2.10. 

	> List of EASIDs (NOTE 5)
	O
	A list of EASIDs specific to a particular EAS bundle. 

	> Bundle type (NOTE 4)
	O
	Type of the EAS bundle as described in clause 7.2.10

	> EAS bundle requirements (NOTE 4)
	O
	Requirements associated with the EAS bundle as described in clause 8.2.10.

	> EAS provider identifier
	O
	Identifier of the required EAS provider

	> EAS type
	O
	The category or type of required EAS (e.g. V2X)

	> EAS schedule
	O
	Required availability schedule of the EAS (e.g. time windows)

	> EAS Geographical Service Area
	O
	Location(s) (e.g. geographical area, route) where the EAS service should be available.

	> EAS Topological Service Area 
	O
	Topological area (e.g. cell ID, TAI) for which the EAS service should be available. See possible formats in Table 8.2.7-1.

	> Service continuity support
	O
	Indicates if the service continuity support is required or not.

	> Service permission level
	O
	Required level of service permissions e.g. trial, gold-class

	> Service feature(s)
	O
	Required service features e.g. single vs. multi-player gaming service

	NOTE 1:	Either "List of AC characteristics" or "List of EAS characteristics" shall be present.
NOTE 2:	"Preferred ECSP list" IE shall not be present.
NOTE 3:	The "List of EAS characteristics" IE must include at least one optional IE, if used as an EAS discovery filter.
NOTE 4:	When EAS discovery request is sent by the EEC, this IE shall not be included.
NOTE 5:	“Bundle ID" and "List of EASIDs" shall not both be present.





Change 8
[bookmark: _Toc145674148]8.6.4.3.2	AC information subscription request
Table 8.6.4.3.2-1 describes the information flow for an AC information subscription request from the EAS to the EES.
Table 8.6.4.3.2-1: AC information subscription request
	Information element
	Status
	Description

	EASID 
	M
	The identifier of the EAS

	Security credentials
	M
	Security credentials of the EAS

	Subscription type

	M

	Choice of "One time" or "Event based" determining the type of processing requested

	Notification Target Address
	M
	The Notification Target Address (e.g. URL) where the notifications destined for the EAS should be sent to.

	Filters
	O
	List of characteristics for discovery purposes, as detailed in Table 8.6.4.3.2-2. 

	Event conditions
	O
	Parameters indicating notification event conditions e.g. number of notifications instances, subscription timeout, etc.

	Trigger parameters
	O
	Parameters indicating notification triggering conditions e.g. EEC registration, EAS discovery.



Table 8.6.4.3.2-2: Filters
	Information element
	Status
	Description

	ACID(s) 
	O
	List of identities of AC(s) to be matched

	UE ID(s) 
	O
	List of UE identifiers to be matched

	AC Type(s)
	O
	List of categories or types of ACs (e.g. V2X) to be matched

	ECSP ID(s)
	O
	Identifier(s) for the ECSP associated with the EEC.

	Operation Schedule
	O
	EAS operation schedule (e.g. time windows) to be matched

	Geographical Service Area
	O
	EAS service area for identifying UEs with matching expected geographical location(s) (e.g. route). This geographic information can express a geographic point, polygon, route, signalling map, or waypoint set.

	Topological Service Area
	O
	EAS service area for identifying UEs with matching expected topological location(s). See possible formats in Table 8.2.7-1.

	Maximum AC Service KPIs
(NOTE)
	O
	Maximum value for identifying the ACs to be matched. Both Minimum required AC Service KPIs and Expected AC Service KPIs from the AC Profiles provided during registration (Table 8.4.2.3.2-1) and/or discovery subscription (Table 8.5.3.4-1) need to be lower than this value. 

	Min AC Service KPIs 
(NOTE)
	O
	Minimum value for identifying the ACs to be matched. Both Minimum required AC Service KPIs and Expected AC Service KPIs from the AC Profiles provided during registration (Table 8.4.2.3.2-1) and/or discovery subscription (Table 8.5.3.4-1) need to be greater than this value. 

	UE location(s)
	O
	List of locations (e.g. routes) of the UE(s) for which the request applies

	EAS bundle indication
	O
	Indicator for identifying ACs which include EAS bundle information in the AC Profile and the EAS bundle includes the requesting EAS. If “Bundle ID or list of EASID” or “EAS bundle requirements” filters are not included, the presence of this IE signifies that all ACs which include EAS bundle information in the AC Profile match.

	> Bundle ID
	O
	A  bundle ID as described in clause 7.2.10 for identifying ACs with EAS bundle information in the AC Profile and with matching bundle EAS identification information.

	> Bundle type
	O
	Type of the EAS bundle as described in clause 7.2.10

	> EAS bundle requirements
	O
	Bundle requirements (as described in clause 8.2.10) for identifying ACs with EAS bundle information in the AC Profile and with matching bundle requirements.

	> Partial EAS bundle determination
	O
	Indicator for identifying ACs which include EAS bundle information in the AC Profile but for which only an EAS subset has been determined by EES.

	NOTE:	Maximum and minimum AC Service KPIs values may be provided for any IEs from Table 8.2.3‑1.
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Table 8.8.4.4-1 describes information elements for the ACR request sent either from the EEC to the S-EES or T-EES, or by the S-EAS to the S-EES. 
Table 8.8.4.4-1: ACR request
	Information element
	Status
	Description

	Requestor Identifier
	M
	Identifier of the requestor (i.e. EECID or EASID).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	EASID
	O
	Identifier of the EAS

	EAS bundle information
	O
	EAS bundle information.

	> Bundle ID or list of EASID
(NOTE 12)
	OM
	A list of EASIDs or a bBundle ID as described in clause 7.2.10.

	> List of EASIDs
(NOTE 12)
	O
	A list of the EASIDs of the EASs in the bundle. 

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	Predicted/Expected UE location or Expected AC Geographical Service Area (NOTE 8)
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected AC Geographical Service Area as described in clause 7.3.3.3

	ACID (NOTE 10)
	O
	The identifier of the AC.

	Direct bundle T-EAS(s) information (NOTE 11)
	O
	Direct bundle T-EAS(s) associated with the target associated T-EES

	> EASID
	O
	Identifier of the EAS

	> EAS endpoint 
	M
	Endpoint information of the T-EAS

	ACR action (NOTE 3)
	M
	Indicates the ACR action (ACR initiation, ACR determination or ACR modification)

	ACR initiation data (NOTE 2)
	O
	ACR initiation IEs to be included in an ACR request message when ACR action indicates it is ACR initiation request.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS. In case of ACR to cloud, Endpoint information is of CAS.

	> Previous T-EAS Endpoint (NOTE 7)
	O
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS of the previous ACR.

	> DNAI of the T-EAS
	O
	DNAI information associated with the T-EAS.

	> N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the T-EAS DNAI.

	> Simultaneous  EAS connectivity information
	O
	Indicates if simultaneous EAS connectivity is needed and the inactive time guidance for keeping connectivity towards the S-EAS.

	> EAS notification indication
	M
	Indicates whether to notify the EAS about the need of ACR.

	> Previous EAS notification indication (NOTE 7)
	O
	Indicates whether to notify the EAS about the cancellation of a previous ACR.

	> S-EAS endpoint (NOTE 1)
	O
	Endpoint information of the S-EAS

	> Bundled T-EAS endpoint list
	O
	A list of associated EAS endpoints in a EAS bundle.

	> ACR parameters (NOTE 9)
	O
	Parameters of the ACR

	>> Prediction expiration time 
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	> EEC context relocation details
	O
	Information required for EEC context relocation using the EEC context push or EEC context pull mechanisms.

	>> EEC Context ID (NOTE 5)
	O
	Identifier of the EEC Context 

	>> S-EES ID (NOTE 5)
	O
	Identifier of the EES that provided EEC context ID.

	>> S-EES endpoint (NOTE 5)
	O
	The endpoint address (e.g. URI, IP address) of the EES that provided EEC context ID.

	>> T-EES ID (NOTE 6)
	O
	Identifier of the T-EES. 

	>> T-EES endpoint (NOTE 6)
	O
	The endpoint address (e.g. URI, IP address) of the T-EES. 

	ACR determination data (NOTE 2)
	O
	ACR determination IEs to be included in an ACR request message when ACR action indicates it is ACR determination request.

	> S-EAS endpoint
	M
	Endpoint information of the S-EAS

	ACR modification data
(NOTE 2)
	O
	ACR modification IEs to be included in an ACR request message when ACR action indicates it is ACR modification request.

	> S-EAS Endpoint 
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the S-EAS.

	> T-EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the T-EAS.

	> ACR parameters
	M
	ACR parameters

	>> Prediction expiration time
	O
	The estimated time the UE may reach the Predicted/Expected UE location or EAS service area at the latest

	NOTE 1:	This IE shall be present if the EAS notification indication or previous EAS notification indication indicates that the EAS needs to be informed.
NOTE 2:	One of the ACR initiation, ACR determination or ACR modification shall be included corresponding to the ACR action.
NOTE 3:	This IE shall indicate ACR determination if the request originates from the S‑EAS.
NOTE 4:	Void.
NOTE 5:	This IE may be present only if the request originates from the EEC towards the T-EES.
NOTE 6:	This IE may be present only if the request originates from the EEC towards the S-EES.
NOTE 7:	These IEs shall be present when the EEC re-sends the ACR request as described in clause 8.8.1.3 to indicate a previous ACR is to be cancelled.
NOTE 8:	This IE may be present if the ACR procedure is for service continuity planning.
NOTE 9:	This IE may be included when the ACR is decided and executed for service continuity planning for a predicted/expected UE location.
NOTE 10:	The IE shall be present when the action is ACR modification to identify the ACR to be modified.
NOTE 11:	The IE may be present only if the S-EES notify the associated S-EES with the Target direct bundle EAS information for the direct bundle EAS case.
NOTE 12:	At least one of the IEs shall be present if EAS bundle information is provided.
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Table 8.8.4.17-1 describes information elements for the selected target EAS declaration request sent from the S-EAS to the S-EES.
Table 8.8.4.17-1: Selected target EAS declaration request
	Information element
	Status
	Description

	UE ID
	M
	The identifier of the UE.

	Security credentials
	M
	Security credentials.

	Selected EAS ID
	M
	Selected EAS identifier.

	ACID
	O
	The identifier of the AC

	Selected EAS Endpoint
	M
	Endpoint of the selected EAS.

	EAS bundle information
	O
	EAS bundle information.

	> Bundle ID or list of EASID
(NOTE)
	OM
	A list of EASIDs or a bBundle ID as described in clause 7.2.10.

	> List of EASIDs
(NOTE)
	O
	A list of the EASIDs of the EASs in the bundle. 

	> T-EAS endpoint list
	M
	A list of associated EAS endpoints in a EAS bundle, selected by the S-EAS.

	Predicted/Expected UE location or Expected AC Geographical Service Area
	O
	The predicted/expected location information of the UE. The UE location is described in clause 7.3.2 or the predicted/expected AC Geographical Service Area as described in clause 7.3.3.3

	NOTE:	At least one of the IEs shall be present if EAS bundle information is provided.
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Table 9.1.5.2.3-1: Definition of type EESProfile

Attribute name

Data type

Cardinality

Description

Applicability

eesld

string

1

The identifier of the EES

endPt

EndPoint

HEL

1

Endpoint information (e.g. URI, FQDN, IP
address) used to communicate with the
EES. This information is provided to the
EEC to connect to the EES.

easlds

array(string)

1..N

The application identities of the Edge
Application Servers (e.g. URI, FQDN)
registered with the EES or expected to
be registered with the EES.

easBdlinfos

map(array(
EASBundlel
nfo))

1..M

Represents the list of EAS bundles to
which each EAS among the ones
identified by the "easlds" attribute
belongs.

The key of the map shall be the identifier
of the EAS to which the provided EAS
budle ID(s) within the map value
correspond.

EdgeApp_2

easlnstinfo

map(EASIn
stantiationin
fo)

1..N

Contains the EAS instantiation
information for each EAS identified by
the "easlds" arrtibute.

The key of the map shall be the EAS ID
to which the provided instantiation
information within the map value relates.

EdgeApp_2





