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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[2]	3GPP TS 28.530: "Management and orchestration; Concepts, use cases and requirements".
[3]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[4]	3GPP TS 22.261: "Service requirements for the 5G system".
[5]	5G-ACIA White paper: "5G Non-Public Networks for Industrial Scenarios", July 31, 2019.
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[8]	3GPP TS 28.531: "Management and orchestration; Provisioning".
[9]	3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[10]	3GPP TS 38.473: "NG-RAN; F1 Application Protocol (F1AP)".
[11]	3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol specification".
[12]	3GPP TS 28.552: "Management and orchestration; 5G performance measurements".
[13]	3GPP TS 28.554: "Management and orchestration; 5G end to end Key Performance Indicators (KPI)".
[14]	3GPP TS 28.532: "Management and orchestration; Generic management services".
[15]	3GPP TS 28.622: "Telecommunication management; Generic Network Resource Model (NRM); Integration Reference Point (IRP); Information Service (IS)".
[bookmark: OLE_LINK1][16]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
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[18]	5G-ACIA: Exposure of 5G Capabilities for Connected Industries and Automation Applications, https://5g-acia.org/whitepapers/exposure-of-5g-capabilities-for-connected-industries-and-automation-applications-2/.
[m]	3GPP TS 22.104: "Service requirements for cyber-physical control applications in vertical domains; Stage 1"

	Next Change


5.1.0	Generic use cases
[bookmark: _Toc97278327][bookmark: _Toc95144311]5.1.0.X	SLA monitoring and assurance
TS 22.104 [m] presents service requirements of cyber-physical control applications (e.g. motion control, process automation, etc.) in vertical domains, which require very high levels of communication service availability and/or very low end-to-end latencies. 
NPN scenarios bring very specific requirements with regards to SLA fulfilment (e.g., much more stringent KPIs to be fulfilled) and assurance (e.g., different granularity in reporting, much quicker reaction to remediate SLS deviations). Therefore, the 3GPP management system for NPN needs to be provisioned with appropriate capabilities to fulfil these requirements.

	Next change



[bookmark: _Toc97278332][bookmark: _Toc95144316]5.2.1	Generic requirements for management of NPN
REQ-NPN-FUN-01 The 3GPP management system shall have the capability to monitor the performance measurements and KPIs associated with an NPN.
REQ-NPN-FUN-02 The 3GPP management system shall have the capability to provide the performance measurements and KPIs associated with an NPN to authorized entity, either NPN-SC (when NPN-SP and NPN-OP are both played by the same actor) or NPN-SP (when NPN-SP and NPN-OP are played by different actors). 
REQ-NPN-FUN-03 The 3GPP management system shall have the capability to receive SLA requirements from authorized NPN-SC and then translating the SLA requirements into service and network resources related requirements.
REQ-NPN-FUN-04 The 3GPP management system shall have the capability to evaluate SLS assurance related to an NPN.
REQ-NPN-FUN-05 The 3GPP management system shall have the capability to restrict the exposure of management capabilities and corresponding managed resources to NPN-SC.
REQ-NPN-FUN-06 The 3GPP management system shall have the capability to support management capabilities exposure, which includes management capabilities of network provisioning, fault supervision and performance assurance to the authorized NPN-SC.
REQ-NPN-FUN-07 The 3GPP management system shall have the capability to provision both physical and virtual NPNs.
REQ-NPN-FUN-08 The 3GPP management system shall have the capability to provision different NPNs intended to different NPN-SCs.
REQ-NPN-FUN-09 The 3GPP management system shall have the capability to provision an NPN which serves different NPN-SCs.
REQ-NPN-FUN-10 The 3GPP management system shall offer the NPN-SC the ability to manage its own NPN(s) and its private slice(s) in the PLMN in a combined manner.
REQ-NPN- FUN-y The 3GPP management system shall have the capability to fulfil and monitor SLA requirements associated to NPN-SC services.
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